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THE WHITE HOUSE 

EXECUTIVE ORDER 

UNITED STATES FOREIGN INTELLIGENCE ACTIVITIES 

By virtue of the authority vested in me by the 

Constitution and statutes of the United States, includ­

ing the National Security Act of 1947, as amended, and 

as President of the United States of America, it is 

hereby ordered as follows: 
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Section 1. Purpose. The purpose of this Order 

is to establish policies to improve the quality of 

intelligence needed for national security, to clarify 

the authority and responsibilities of the intelligence 

departments and agencies, and to establish effective 

oversight to assure compliance ,with law in the manage­

ment and direction of intelligence agencies and depart­

ments of the national government. 

Sec. 2. Definitions. For the purpose of this 

Order, unless otherwise indicated, the following terms 

shall have' these meanings: , 

(a) Intelligence means: 

(1) Foreign intelligence which means informa­

tion, other than foreign counterintelligence, on the 

capabilities, intentions and activities of foreign 

powers, organizations or their agentsi and 

(2) Foreign counterintelligence which means 

activities conducted to protect the United States and 

United States citizens from foreign espionage, sabotage, 

subversion, assassination or terrorism. 

(b) Intelligence Community refers to the following 

organizations: 

(1) Central Intelligence AgencYi 

(2) National Security Agency; 

(3) Defense Intelligence Agency; 

• 
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(4) 	 Speeial offices within the Department 
of Defense for the collection of 
specialized intelligence through 
reconnaissance programs: . 

(5) 	 Intelligence elements of the mi~itary 
services: 

(6) 	 Intelligen~e element of the Federal 
Bureau of Investigation: 

(7) 	 Intelligence element of the Department 
of State: 

(8) 	 Intelligence element of the Department 
of the Treasury: and 

(9) 	 Intel~igence element of the Energy . 
Resources and' Developa8nt Administration. 

(c) Special activities in.upport of 'nationa~ 

foreign RO~icy objectives means activities, other than 

the collection and ~roduction of intelligence and related 

support functions, designed to further official United 

States programs and policies abroad which are planned and 

executed so that the role of the United States Government 

is not apparent or publicly acknowledged. 

(d) National Foreign Intelligence Program means· 

the programs of the Central Intelligence Agency and the 

special offices within the Department of Defense for 

the collection of specialized intelligence through recon­

naissance programs, the Consolidated Cryptologic Program, 

and those elements of the General Defense Intelligence 

Program and other programs of the departments and 

agencies, not including tactical intelligence, desig­

nated by the Committee on Foreign Intelligence as part 

of the Program. 

• 
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Sec. 3. Control and Direction 9f National 

Intelligepce Qrganizations. 

(a) National Security C~uncil. 

(1) The National Security Coun~il was 

established by the National Security Act of 1947 to 

advise the president with respect to.the integration 

of domestic. foreign. and military policies relating 

to. the national security. Statutory members of the 

National Security Council, are~. President, the Vice 

President. the Secretary of State, aJ,ld the Secretary 

of Defen••• 

(2) Among its responsibilities, the Rational 

Security Council shall. provide guidance and direction 

to the development and formulation of national intelli­

gence activities. 

(3) The National Security Council shall 

conduct a semi-annual.. review of intellig.ence policies 

and of ongoing special activities in support of national 

Foreign policy objectives. These reviews shall COD­

sider the needs of users of intelligence ~d the timeli­

ness and quality of intelligence products and the con­

tinued appropriateness of special activities in support 

of national Foreign policy objectives. The National 

Security Council shall consult with the Secretary of 

the Treasury and such other users of intelligence as 

designated by the president as part of these reviews • 

• 
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(b) commi~tee on l6reign InS.lligence. 

(l) There is established the coumittee on 

Foreign Intelligence (hereinafter referred to as the 

ClI), whiCh shall be composed of the Director of 

Central Intelligence, hereinafter referred to as the 

DCI, who ,.hall be the Chairman: the Deputy Secretary 

of Defen.e for Intelligence: and-the Deputy Assistant 

to the Pres.ident for Iiational Security Affairs. The 

CPI shall report directly to the ••eional Security Council. 

(2) The ax shall (1) canuol budget prepara­

tion and resource allocation for the xational Foreign 

Intellig8ftce Program. 

(A) The CPI shall, prior to' submission 

to the Office of Manaq-.nt and Budqet, ,review, and 

amend as ie de_ appropriate, the budget for the 

National Poreiqn Intelligence Program. 

(B) The CPI shall also adopt rules ' 
.' 

governing' the reproqramming of funds within this budget. 


Such rules may require that 


types or amounts be given priOr approval by the CFI. 


(ii) Establish policy priorities for ,the col­

lection and production of national intelligence. 

(iii) Establish policy for the management of 

the National Foreign Intelligence Program• 
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(iv) Provide guidance ~n the relation.hip between 

tactical and national intelligence, however, neither 

the DCI nor the CPI ahall haw Dlsponsi):)!1ity fOr 

tactical intelligence. 

(v) Provide continuing guidance to the Intelli­

9'U1C8 Community in order to. ensure compliance with 

policy directions of the HSC. 

(3) 'l'he CFI shall be supported by the 

Intelligence Community staff headed ,by the Deputy to 

the Director of Central Intelligence for the ID~elli­

gence Community. 

(4) The CFI shall establish such subcommittee. 

aa it deems appropriate to ensure consultation with 

members of the Intelligence Community on policies and 

guidance issUIild by the O'I. 

(5) Decisions of the CFI may be reviewed 

by tbe National Security Council upon appeal by the 

Director of Central Intelligence or ~y member of. the 

National Security Council. 

(c) The 02!rations AdviSOry Group. 

(1) There is established the Operations 

Advisory Group (hereinafter ~ferred to as the Opera­

tions Group), which shall be couposed of the Assistant 

to the President for National Security Affairs, the 

Secretaries of State and Defense, the Chairman of the 

Joint Chiefs of Staff, and the Director of'Central 

Intelligence. The Chairman shall be designated by the 

President. 'l'he Attorney General and the Director 

• 
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of the Office of Manaqament and Budqet or their repre­

sentatives, and others who may be designated by the 

President, ahall attend all meetings as observers. 

(2) The Operations Grqup shall (i) consider 

and develop a policy recommendation, including any 

dissent., for the President prior to his decision on 

each special activity in support of national ~oreiqn 

policy objectives. 

(ii) Conduct periodic r~viewa of programs previ­

ously considered by the Operations Group. 

(iii) Give approval for specific sensitive intelli­

gence collection operations as de.ignated by the Opera­

tions Group. 

(iv) Conc!uct pe,riodic reviews of ongoing sensitive 

intelligence collection operations. 

(3) The Operations Group shall discharge 

the re.ponsibilities assigned by subparagraphs (c) (2.) (i) 

and (c) (2) (iii) of this section only after consideration 

in a formal meeting attended by all members and ob8ervers~ 

or, in unusual circumstances when any member or observer 

is unavailable, when a designated representative of 

the member or observer attends. 

(4) The staff of the National Security Council, 

shall provide support to the Operations Group. 

(d) Director of Central Intelligence. 

(1) The Director of Central Intelligence, 

• 
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pursuant to the National Security Act of 1947, shall 

be responsible directly to the National Security Council 

and the President. He shall:
• 

(i) Chair the CFI. 

(ii) Act as executive head of the C~ and Intelli­

gence Community staff. 

(iii) Ensure the development and submission of 

a budget for the National Foreign Intelligence Program 

to the Cl'l. 

(iv) , Act as the President.' s primary advi.er on 

foreign intelligence and provide him and other officials 

in the ZXecutive branch with foreign intelligence, 

includiaq National Intelligence Estt.ates: develop 

national intelligeDCe requirement. and priorities: 

and supervise production and dissemination of national 

intelliqeJ'lce. 

(v) Ensure appropriate implementation of special 

activities in support of national foreign policy 

objectives. 

(vi) Establish procedures to ensure the propriety 

of r~••ts, and responses thereto, from "the White House 

Staff or other Executive departments and agencies to 

the Intelligence Community. 

(vii) Ensure that appropriate programs are 

developed which properly protect intelligence sources, 

methods and analytical procedures. His responsibility 

within the united States shall be limited to: 

• 
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(A) Protection by lawful means _gainst 

disclo.ure by presant or former employees of the 

central Intelligence Agency o~ persona, or employees 

of person. or organizations, presently or formerly 

under contract with the Agency: 

(B) providing leadership, guidance 

and tacbnical as.istance to other government depart­

ments aDd agencie. performing foreign intelligence· 

activit;:L••: and 

(C) in cases involving' serious or, con­

tinuing .ecurity vio~tions, recommending to the 

Attorney General that the case be referred to the F~eral 

Bureau of Investigation for further investigation. 

(viti) EstabliSh. vigorous program to downgrade 

and decla.sify foreign intelligence information .s 

appropriate and consistent with Executive Order 80.'11652. 

(ix) Ensure the existence· of strong Inspector 

General capabilities in all elements of the Intelligence 

community and that each Inspector General submit. 

quarterly to the Intelligence OVersight Board a report 

which set. forth any.questionable activities in whiCh 

that intelligence organization has engaged or is enqaged. 

(x) Ensure the establishment, by the Intelligence 

Community, of common security standards for managing 

and handling foreign intelligence systems, information 

and products, and for granting access· thereto • 

• 




10 

(xi) Act 44 the principal ,spokesman to the Congress 

for the Intelligence Community and facilitate the use 

of foreign in~.lligence proc;1ucts by COD9r •••• 

(xii) Promote the development and ma:intenance by 

the Central Intelligence Agency of services of common 

concern to tbe Intelligence Community org~iza~ions, 

including multi-di.cipline analysis, national level 

int.lligence products, and a national level current 

int.lligence publication. 

(xiii) Establish uniform criteria for the identi­

fication, .election, and designation of relative prior­

iti•• for the tran.Bdssion of critical intelligence, 

and provide the Secretary o~ Defense with continuing 

guidance as to the coDDunications requirements of the 

Intelligence Community for the transmission of such 

int.lligence. 

(xiv) Bstablish such committees of collectors, 

producers arid users of int.lli~nce to assist in his 

conduct of his ~nsibilities as he deems appropriate. 

(xv) Consult with users and producers of intelli­

gence, including the Departments of State, Treasury, 

and Defense, the military services, the Federal Bureau 

of Investi9ation, the Bnergy Resources and Development 

Administration, and the Council of Economic Advisors, 

to ensure the timeliness, relevancy and quality of , 
tbe intelligence product • 

• 
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(2) To assist the Director of Central Intelli­

gence in the supervision and direction of the Intelli­

gence Community, the positiop of Oeputy to the Director 

of Central Intelligence for the Intelligence Community 

is hereby established (Committee on Foreign Intelligence). 

(3) To assist the Director of Central rntelli­

gence in the supervision and direction of the Central 

Intelligence Agency, the Director of Central Inte~ligence 

shali, to the extent consistent with his statutory 
. 

responsibilities, delegate the day-to-day operation of 

the Central Intelligence Agency to the Oeputy Director 

of Central Intelligence (SO U.S.C~ 403(a». 

(4) To assist the DCI in the fulfillment of 

his reaponsibilities, the heads of all departments and 

agencies shall give him access to all information' 

relevant to the foreign intelligence needs of the United 

States. Relevant information requested by the DCI shall 

be provided, and the DCI shall take appropriate steps 

to maintain its confidentiality. 

Sec. 4. Respon.ibilities and Duties of the 

Intelligence COmmunity. Purpose. The rules of operation 

prescribed by this section of the Order relate to the 

activities of our foreign intelligence agencies. In 

some instances, detailed implementation of this Executive 

order will be contained in classified documents bec,ause 

of the sensitivity of the information and its relation 

• 
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to national secUrity. All such cla••if1ed instructions 

will be consistent with this Order. Unless otherwise 

specified within this section,. its provisions apply 

. to activities both inside and outside the United States, 

and all references to law are to applicable laws of the 

United Stat.s. Nothinq in this section of this Order 

shall Qe construed to interfere with any law-enforcement 

responaibility of any department or ag'ency. 

Cal 8!Biqr 0,'1c1&ls of SAt Iat.lliqence CQllYDity. 

The senior officials of the CIA, IMpartments of State, 

Treasury and Defens., ~ and the PBI shall ensure 

that, in discharging the. duties and responsibilities 

enumeratecl for their orqanizationa which relate to 

foreign intelligence, they are r.sponsive to the needs 

of the pr.sident,the National Security Council and 

other elements. of the Government. In carrying out their 

duties and responsibilities, senior officials shall 

ensure that all policies and directives relating to 

intelliqence activities are carried out in accordance 

with law and this Order, including Section 5, and-shall: 

(1) Make appropriate use of the capabilities 

of the other elaments of the Intelligence community in 

order to achieve maximum efficiency. 

(2) Contribute in areas of his responsibility 

to the national intelligence products produced under 

auspices of the Director of Central Intelligence. 
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(3) Establish internal policies and 9\11de­

lines governing employee conduct and ensuring that 

such are _4. known to, and acknowledged by, .ach 

employee. 

(4) Provide for a strong and i~depen4ent 

organization for identification and inspection of, and 

reporting on, unauthorized activity. 

(5) Report to the Attorney General that informa­

tion which relates to detection or prevention of po.sible 

violationa of law by any person, including an employe. 

of the • .nior offic!ial ' • department or agency. 

(6) Furnish to the Director of Central Intelli­

gence, the CFI, the Operation•. Group, the presid~t' s 

Foreign Intelligence Advisory Board, and the Intelligence 

Oversight Board all of the information required for. 

the performance of their respective duties. 

(7) Participate, as appropriate, in the 

provisi~ of service•. of common concern as directed by 

the Director of Central Intelligence and provide other 

departments and agencies with such mutual assistanc. 

as may be within his capabilities and as. may be required 

in the interests of the Intelligence community for 

reasons of economy, effectiveness, or operational 

necessity. 

• 
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(8) Protect intell!tenC8 and-intelligence 

source. and methods within hi. department or aqancy, 

consi.t.nt-with policies and guidanc. of the Direc~or 
• 

of Cenual Intelligence. 

(9) Conduct a continuing review of all cla.si­

fied material originating within his organization and 

promptly declaasifyiDq such materia1 consistent with 

Executiv. Order No. 11652, as amended. 

ClO) Provide adminiatrat:1ve and auppo:t ~ctiona 

required by his department or aqency. 

(b) The Centra. Intelligence Msmc:y:. All duti•• 

and ,r.8p0ft8ibiliti•• of the Canizll Int.lliqenc. Aqency
I . 

shall be r.lated to ~. foreign intelliqance faDction. 

outlined -below. As authorized by the lIational Security 

Act of 194', as aDleI'l6Id~ the CIA &ct of 1949, a. _ndad, 

and oth_ laws, . regulations, and cUrectives, the Central 

Intelligence Agency .nall: 

(1) produce and di....inat. foreign int.ili­

gence r.lating to the national .ecurity, including 

forei9ft political, economic, acientific, techn1cal, 

military, socioloqical,. and geographic intelligence, 

to meet the needs of the president, the National Security 

Council, and other elements of the united State. 

Government. 

(2) Develop and conduct programs to collect 

political, economic, scientific, technica~, military, 

geographic, and socioloqical information, not otherwise 

• 




15 

obtainable, relating to foreign intelligence" in 

accordance with directives of the National Security 

council. 

(3) Collect and produce intelligence on 

foreign aspects of international terrorist activities 

and traffic in narcot~cs. 

(4) Conduct foreign' counterintelligence 

activiti.. outside the united States and when in the 

. United State. in coordination with' the PBI subject, 

to the approval of the Attorney General. 

(5) Carry c;>ut such other special activities 

in support of national foreign policy objectives aa 

may be directed by the President or the National 

Security Council and 'which are within the limit. of 

applicable law. 

(6) Conduct, for the Intelligence' eoimaunity, 

service. of common concern as directed by the National 

Security Council, such as monitoring of foreign public 

radio and television broadcasts and foreign press 

services, collection of foreign intelligence informa­

tion from cooperating sources in the United States, 

acquisition and translation of foreign publications 

and photographic interpretation. 

(7) Carry out or contract for research, 


development and procurement of technical systems and 


devices relating to the functions authorized in this 


subsection. 


• 
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(8) Protect the security of its installations, 

activities, information and personnel. In order to 

maintain th1. secur1ty, the CIA' shall conduct such 1n1lest1­

gations of applicants, employees, and other persons with 

similar associations with the CIA as are. necessary•. 

(9) Conduct administrative, technical and suppo~ 

activities.in the United Stateso~ abroad as may be neces­

sary to perform the functions deacribed in paragraphs (1) 

through (8,.. above, including procurement, maintenance 

and tranaport: communications and data processing: 

recruitm.nt and trainiDqr the provision of personnel, 

financial. and medical services: development of essential 

cover ana proprietary arrang~nts: anterinq into con­

tracts and arrangamanta.with 'appropriate private companies 

and institutions to prov-ide classifiecl' or unclassified 

rese~rCh, analytical and. developmental services and 

specialized expertise: and entering into similar arrange­

ments with academic institutions, provided CIA sponsor­

ship is known to the appropriate senior officials of 

the academic ~stitutiQDS and to senior project officials. 

(c) The Department of State. The Secretary of 


State shal.l: 


(1) Collect, overtly, foreign political, 


political-military, sociological, economic, scientific, 


technical and associated biographic information• 


• 
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(2) Produee and dissemiaata foreign intelli ­

gence relating to United States foraiqu policy .s 

requixad for the execution of his responsibilities
• 

and in .upport of policy-maker. involved in• foreign 
• 

relation. within the United States Government. , 

. (3) Disseminate within the United States 

Government, as appropriate, re~orts received fraa 

United states diplomatic missions abroad. 

(4) Coordinate with the Director of Central 

Intelliqac:e to ensure that United States intelli98Dce 

activities and programs are u.eful for and con8ietent 

with united State. foreiqn policy. 

(5) Tranaait ~eportinCJ requirements of the 

~telliqeace Community t~ our Chiefs of Missions abroad 

and provide guidance for their collection 'effort. 

(6) Contribute to the Intelligence Community 

guidanCe for its collection of intelligence baaed on 

the needs of those responsible forforeiqn policy decisions. 

(7) 'Support Chiefs of Missions in disCharging 

their re.ponsibilities to direct and coordinate the 

activities of all elements of their missions. 

(d) The Department of the Treasury. The Secre­

tary of the Treasury shall: 

(1) Collect, overtly, foreign financial and 

monetary information• 

• 
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(2) Participate with the Department of State 

in the overt collection of general foreign economic 

information. 

(3) Produce that intelligence required for the 

execution of the Secretary's interdepartmental respon­

sibilities and the mission of the Department of the 

Treasury. 

(4) Contribute intelligence and guidance 

, required for the development ofnational'intelliqeD~e. 

(5) Disseminate within the united States 

GOVernMDt, as appropriate-,-- foreign intelliqence informa­

tion acquired. 

(e) DepartDltnt of pefen.e. 

(1) The Secretary of Defense sball: 

(i) Collect foreign military intelligence inform­

'ation 	~s well as military-related foreign intelligence 

infor.mation, including scientific, teChnical, political 

and economic information as required for the execution 

of his responsibilities. 
. 

(ii) Produce and dissem.inate, as appropriate, 

intelligence empha.~zinq foreiqn military capabilities 

and intentions and scientific, technical and economic 

developments pertinent to his responsibilities. 

(iii) Conduct such programs and missions necessary 

to fulfill national intelligence requirements as 

determined by the CFl • 

• 
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(iv) Direct" fun4 and operata the'National 
, , 

Security Aqency, and national, detenaa and military 

intelliqeDca and reconnaissance entities as required. 

(v) Conduct,.. the executive agent of tha tJnited 

State. Government, .iqnals intelligence activiti.. and 

communication...curi~. 

(vi) Provide for the t~ly transmission of 

critical intel~igellCa, as defined by the Director of 

Central IDtalliqence, within the tJnlted Stat.. Govern­

mant, except. •• otherwi.e approved by the CPl. 

(2) In curying out the.e •••ignedr••pon­

sibiliti••, the Secretary of Defenae i. authorized to 

utiliz. the following: 

(i) The Defense Intelligence Ag'ency (whoae functiona, 

authorities and r"po~sibilitie. are currently publicly 

assignee! by Depart;ment of Defen.e Directive No. 5105.21) 

to: 

(A) produce or provide military intelli­

gence tor the Secretary of Defense, the Joint Chiefs 

of Staff, other Defen.e components, and, as appropriate, 

non-Defen.e agencie•• 

(B) Coordinate all Department of Defense 

intelligence collection requirements and manage, the 

Defense Attache system. 

(C) Establish substantive intelligence 

priority goals and objectives for the Department of 

Defense and provide guidance on substantive intelligence 

matters to all major Defense intelligence activities. 
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(0)' Review and matDtaia cognizance over 

all plana, policies and procedure. for noncryptoloqic 

(E) Provide intelligeftPe st~ff support 

as directed by the Joint Chiefs of Staff. 

(ii) The Rational Security Agency, whose functiona, 

authorities and responaibilities shall include: 

(A) Eatabli.hment aDd operation of an effective 

unified orvanization for-the sigrlals intelligence activities 

of the UDited State. Government, except for certain opera­
/"'­

tiona which are normally exercised throuqh appropriate 

elementa of the milltary command .tructure. or by the CIA. 

(B) Exerci.e CODuol over signals intelli­

gence collection andprocessinq ~c:tivit1es of the Govern­

ment, del.e9ating to an' appropriate agent specified re­

source. for .uch period. and taskll as required for the 

direct .upport of mil1tary commanders~ 

(C) Collection, processing and dissemination 

of signals intelligence in accordance with objectives, 

requirement., and priorities establiahed by the Director 

of Central Intelligence. 

(D) Dissemination of signals, intelligence 

to all authorized' elaments of the Government, including 

the Armed Services, as requested. 

(E) Serving under the Secretary of Defense 

as the central c01i1mUnications security authority of the 

United States Government. 
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(F) conduct of rea.arCh and development 

to meet the n.eds of the United States for signals 

intelliqenc. and communications s~urit.Y. ' 

(iii) Sp.cial offic.afor,the collection of 

specialized intellig.nc. through reconnai••ance programs, 

whose functiona, authorities, and r.aponaibilitie. ahall 

include: 
• 

(A) carrying out cOD.olic!ateci proqrama 

for reconnat..ance. 

(B) As.igning reJIPonsibility to the various 

departm.nt. and agenci.s of the Gov.rnment, according 

to their capabiliti.s, for the researCh, d.velopmeat, 

procurement, operations and control of duiqnated JMIUl8 . 

of collection. 

(iv) Su~h other office. within the Department 

of Defense as shall be deemed app~opriat. for conduct 

of the int.lligenc. miaaions and r.sponsibilities ..signed 

to the Secretary of Defens•• 

(f) Bnergy RtHVch and D.v.lopmgt. Ae3mini.t;.tiOD. 

The Administrator of the Energy Research and Dev.lopment 

Administration shall: 

(1) Produce intelligence required,for the 

execution of his responsibilities and the mission of . 

the Energy Research and Development 'Administration, herein­

after referred to as ~, including the area of nuclear 

and atomic energy. 
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(2) 'Dis.eminate such intelligence and provide 

teChnical and analytical expertise to other Intelligence 

community organizations and be responsive to the guidance
• 

of the Director of Central Intelligence and the Committee 

on Foreign Intelligence. 

(3) Participate with other Intelligence Community 

agenci.s and departments in formulating collection require­

ments vbere ita spacial technical expertise CaD contribute 

to such collection requirements. 

(g) TheP!4eral Bureau of Invutiqation. Under' 
~ 

the supervision of the Attorney General and pursuant to 

such regulations as the Attorney'General may establish, 

the Director of the PBI shall: 

(1)' Detect and prevent espionage, sabotage, 

subversion, &nd other unlawful activities by or on behalf 

of foreign powers through such lawful counterintelligence 

operations within the United States, including electronic 

surveillance, as are necessary or useful for such purposes. 

(2) , Conduct within ehe united States and its 

territories, when requested by o~fic:ials of the Intelli­

gence Community designated by the president, those lawful 

activitie., including electronic surveillance, authorized 

by the President and specifically approved by the Attorney 

General, to be undertaken in support of foreign intelli­

gence collection requirements of other intelligence agencielS, 

• 
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(3) Collect foreign intelliqence by lawful 

means wi~in the United States aDd its terrieories when 

r~este4 by officials of the Zntelliqence ComMUnity 

designatee! by the President to make such reque.ts. 

(4) Disseminate, as appropriate, foteicjn 

intelligence and counteriDtelliqence in~ormation which 

it acquj.J:e. to appropriate Federal agencies·, State and 

local law enforcement agencies and cooperatinq foreign 

qoverma.Du. 

(5) carry out or contract for research, 

develo~t and proc:urement of techn1cal systema and 

devices relatinq to the fuDctiona authorized above. 

Sec. 5. R'strictiODl on Intelligence Actiyi1jiu. 

Informati·on about the capAbilitie., intention. an4 

activitie.'of·other governments is e.sential to informed 

dacisiOD-makinq in the field of national defen.. and 

foreiqn relationa. The lIleasure. employed to acqUire 

such information should be responsive to the leqitimate 

needs of our Government and must be conducted in a manner 

which preserves and re.pects our established concepts 

of p,rivacy and our civil liberties. 

Recant events have clearly indicated the desirability 

of government-wide direction Which will ensure a proper 

balancinq of these interests. This section of this Order 

does not authorize any activity not previously authorized 
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and does not provide exemption frem any·restrictiona 

otherwise applicable. Unless otherwiae specified, the 

provisiOns of this sectian apply to activities both 

inside and outside the united State.. References to 

law are to applicable laws of the united States. 

(a) . pefinition.. As used in this section of this 

Order, the following terms shall have the meanib.qa 

ascribed to ·th_ below: 

(1) n COllection" MUS anyone or .ore of 

the qatberiDq, analysis. dissemination or storaqe of 

non-publicly available information without the informed 

expres. consent of the subject of the information. 

(2) "Counterintelligence" means information 

concerninq the protection of foreign intelliqence or 

of national ~acurity information and its collection 

from detection or disclosure. 

("3) 'tElecuonic surveillance" means acquisition 

of a ~an-public communication by electronic mean., 

without the conaent of a person who is a party to, or. 

in the case of a non-electronic communication, visibly 

present at, the communication. 

(4) "Employee" means a ~ersoD employed 

by, assigned or detailed to, or acting for a United 

States foreign intelligence agency• 
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. (5) "Foreign int.elligence" means infoxmation 

concerning the capabilities, intentions an~ activities 

of any fot'eign powe~, or of any non-united State. 

person, whether within or' outside the unit.eo State., or 

concerning areas outaide the united States. 

(6) "poreign intelligence qency" meana the 

Central Intelligence Agency, Nati'onal Security Ag_cy, 

and Def... Intelli98DCe AgencY1 and further include.s 

any other department or agency of the United States 

GovernJlllllt or ccmponent thereof while it is 8D9aqad 

in the collection of foreign' intelligence or counter­

intelligence, but Shall not include aDy such department, 

agency or component thereof to the extent that it is 

engageeS in it. authorized civil or criminal law enforce­

ment functions, nor shall it include in any c.... the 

Pederal Bureau of Investigation. 

(1) "National security information" haa the 

meanin9 ucribed to it in Executive Order No. 11652, 

as amended. 

(8) "Physical surveillance" meana CODtinuing 

visual observation by any means 1 or acquisition of a 

non-public communication by a per.oD not a party thereto 

or visibly present thereat through any means which does 

not involve electronic surveillance• 
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(9) ·"United. States peracm- means united 

States citizens, aliena admitted to the United States 

for perman~t residence and corporationa or other organ­

izationa incorporated or organized in the United States. 

(b) Restrictiop. on Collect.j.on. Foreign intelli ­

gence agenci.. shall not. engaqe in any of the follow­

inct: activities: 

(1) Phy.ical surveillance directed agaiD.t a 

united statea peraon, unlea. it i. a lawful aa.rveillance 

conducted purauant to prociadure. approved by the head 

of the foreign intelligence ~ency and directed against 

any of the following: . 

(i) A present or former employee of such agency, 

its pre.ant or former"contractora or their present or 

former -.ployee., for the purpose of protectinq foreign 

intelliqance or counterintelligence .ources or _thads 

or national security information from unauthorized 

disclo.uer or 

(ii) a United States person, Who is in contact 

with .i~er such a present or for.mer cont~actor or 

employ.e or with a non-onited State. person who is the 

subject of a foreign intelligence or counterintelligence 

inquiry, but only to the extent nece.sary to identify 

such United States person: or 

(iii) a United States person outside the United 

States Who is reasonably believed to be acting on behalf 

• 


http:Collect.j.on


27 


of a foreign power or engaging 	in international terroriat 

or narcotica activitiea or activitiea threatening the 

national aecurity. 

(2) 	 Electronic surveillance to intercept 

intended by 

'the 	 aoeSer to be received in, the Unitecl Statea, OJ: directed 

againat tJat1ted Stai:ea penaons abroad. ~pt l~ . . . 

electronic surveillance under procedur_ approved by the 

Attorney General, woyY!d, that tM CeD.Ual Intel~g_ce 

Agency abaUnot perfona electronic aUzveillance within 

the United Stat_. except for the purpo.e of teat1D9 

equipment UDder procedurea appr0ve4 by the AttornayGeneral 

conaiatent with law. 

(3) Unconaented physical aearche. within the 

United Sta~.: or unconatmted physical searches cUJ:'ected 

against United States peraona abroad. except lawfUl 

searche. uader procedure" approved by the Attorney General. 

(4) Opening of mail or examination of envelopea 

of mail in United Stat•• postal Channels except in accord­

ance with applicable a~atutea and regulations. 

(5)' Examination of Pederal tax retuma' or tax 

information except in accordance with applicable atatut•• 

and regulations. 

(6) Infiltration or undisclosed participation 

within the United State. in any organization for th~ 

purpose of reporting on or influencinq its activities 
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or members: except,suCh infiltration or'participation 

with respect to an 'organization composed primarily of 

non-united States peraona which is reasonably believed 
• 

to be acting on behalf ,of a foreign power. 

(7) Collection of information, however 

acquired; concerning the domestic activitiea of United 

States persans excep~: 

(i) Information concerning corporationa or other 

commercial organizationa which oo.natitutes foreign 

intelligence or counterintelligence. 

(ii) Information concerning' present or f01'lll8r 

employee., pre.ent or for.mer contractors or their pre.ant 

'or former employee., ~r applicants fo~ any auch employ­

ment or contracting, necessary to protect foreign 

intelligence or counterintelliience sources or methods 

'or 	natiODal security information frOlll unauthorized 

diaclosurer and the identity of persona in contact with 

the foregoing or with a non-United States person who 

ia the subject of a foreign intelligence or counter­

intelligence inquiry. 

(iii) Information concerning persons who are 

reasonably believed to be potential sources or contacts, 

but only for the purpose of determining the suitability 

or cradibility of such persons • 
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(iv) l'oreign.intelligence or cOWl~erintelliqence 

gathered abroad or fram electronic surveillance conducted 

in compliaDc. with Section 5(b)(2): or foreign intelli­

gence acquired from cooperating sources in ~e United 

State•• 

(v). Information about a United States person who 

is reaaoa&bly believed to be acting on behalf of a 

foreign power or eApqiDg in inteJ:D&tional terroriat· 

or narcot1C8 act:iviti... 

(vi) Information concer.niDt peraoaa or activities 

that PO" a clear ~t to fore1gn intelligence.aveney 

facilities or peraODDel, Rrovi4tf. that s~ .~onation 

is retained only by the foreign 1ntelliqence agency 

threatened and that proper coordiDatloD with the l'acSeral 

Bureau of Inveatigation ia &CCOIIpllahed. 

(0) pi,sB1uAtionlPd Storaa. Bothinq in this 

section of this order shall prohibits 

(1.) Lawful dissemination to the appropriate 

law enforcement aganci_ of incidentally gathered. 

inforaaat.1on indicating involv__t in activiti.. which 

may be in violation of law. 

(2) Storage of information required by law 

to be retained. 

(3) Dissemination to foreign. intelligence 

agencies of information of the subject matter types 

listed in Section S(b) (7) • 
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(d) Re.triction. on IXptrimentat12D- 'roreign 

intelligence agenci.. .hall not engag. in ~rtmenta-

tion wi.th drug. on human· .ubjacts, except with the 
• 

informed con.ant, in writing and witDe.aed by a di.iDter­

••ted third party, of each such human .ub,jltCt and in 

accordance with the guidelines issued by tbe Bational 

Cc:.ad••ion for the Protection ,of BuUn S~c:t8 for 

Biomedical and. Bebavioral ....arch•. 

(.) AI'iltapc. to LIW lft'o;csnPCt AalbPrit, ••• 

(1) 50 for.ign intalligenct aqac:y ahall, 

exc.pt a. apr...ly authorized by law (i). provide .~rvic.s, 

equipment, ptr80nnel or facilitie. to ~ ~ Bnforc..-nt 

Aa.istance Ad'I"Di.tration or to Stat. o~ local pollee 

organizations of the. United State. or (ii) participate 

in or funCI any law enforee.ent activity within the united .. 

State•• 

(2) The.. prohibitiona ahall ~, however, 

preClud.: (i) cooperation between a foreign intelligaac. 

agancy and appropriate law enforcement. agea.c:iea for tht 

purpo.e of prot.cting the p.rsonnel and facilities of 

the for.ign intelligence agency or preventing a.pionaq. or 

other criminal activity related to forei9a intelligence 

or counterintelligence or (ii) provision of specialized 

equipment or technica.l knowledge for use by any otlwr 

Federal department or a.gency • 
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(f) As'ignment of persoDQI1. An .employee of a 

foreign intelligence agency detailed el.ewhere withi~ 

the Federal Government shall be responsible to the 

host aqenay and shall not report to .uch employee'. 

parent agency on the affairs of the host agency, except 

as may ~ directed by the latter. The head of the 

host agency, .and any succe.sor, shall be inforaed of. the 

d.tail..•• association with the par.nt agency. 

the United States Gov.rnment shall engage in, or COft­

spire to engage in, political assas.ination. 


(1a) .TmllMDtatiop.. 


(1) This section of this Order Sha11 be 

effective on March 1, 1976. Bach department and a98DCY 
\ 

affected by this section of this order shall promptly 


issue iDurnal directiv.s to implement this section 


with re-,pect to its foreign int.lligence and count.r ­

. intelli~c. operatiQns. 

(2) '1'he Attorn.y General ahall, within ninety 

days of the effective date of thi. sectian of this 

. Order, issue guid.lines relatiaq to activi.ti.. of the 

Federal Bureau of Inv.stigation in the areas of for.ign 

intelligence and count.rintelligenc•• 

Sec. 6. Oversight of Intelligence Organizations. 

(a) There is hereby establish~ an Intelligence 


Oversight Board, her.inafter referred to as the OVer­

sight Board. 
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(1) .The OVersight Board ahall have three 

members who shall be appointed by the President and who 

shall be from outside the Government and be qualified 

on the baais o~ ability, knowledqe, diversity of back­

ground aDd experience. The members of the OVersight 

Board may also serve on the President's Foreign Intelli­

gence Advisory Board (Executive order No. 11460 of 

March 20, 1969). No member of the OVersight Boar4 

s~all have any personal contractual relationmip with 

any ~ or department of the Intelligence Community. 

(2) One member of .the OVersight Board shall 

be desipated by the President as ita Chairman. 

(3) The OVersight Board shall: 

(i) Receive and consider reports by Inapeators 

General an4 General Counsels of the Intelligence. Com­

munity concerning activities that raise questiona of 

legality or propriety. 

(ii) Review periodically the practices and pro­

cedure. of the Inspectors General and General Counsels 

of thetntelligence Community designed to discover ,and 

report to the OVersight Board activities that raise 

questiona of leqality or propriety. 

(iii) Review periodically wi~ eaCh member of 

the Intelligence Community their internal guidelines 

to ensure their adequacy• 
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(iv) Report periodically, at l.ast quarterly, 

to the Attorn.y General and the Pre.ident on its findings. 

(v) Report in a timely· manner to the Attorney 
, . 

General and to the Pr••ident any activities that raise 

serious questions about legality. 

(vi) Report in a timely manner to the Pr••ident 

any activities that rai.e serious qu.stions about propriety. 

, (1;) In.pectors General anc:l Gen.-al Counsel. within 

the Intelligenc. CommuDity Shall: 

. (1) Tran.mit to thti OVersight: Board repc:art. 

of any activities that come to th.ir attention that raise 

qu••tiona of legality or propriety. 

(2) Report periodically, at least quarterly, 

to the OVer.ight Board on its finding. conderniDg 

questionable activiti•• , if any. 

(3) Provide to the OVersight Board all infoDla­

tion requ••ted about activities within their respective 

departments or agenci••• 

(4) Report to the OVers'ight Board any occasion 

on which they were direc~ed not to report any activity 

to the Oversight Board by their agency or ·depara.nt 

heads. 

(5) Formulate practice. and procedures 

desiqned to discover and report to the Oversight Board 

acti",iti•• that raise questions of legality or propriety. 

(c)' aeads of intelligence agencies or depart­

ments shall: 
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(1) Report periodically to the OVersight 


Board on any activiti.s of their orqanizations that 


rai•• qQ••~ion. of legality or pcopri.~y. 


(2) Instruct their employeea to cooperate 


fully with the OVersiqht Board. 


(3) Ensure that Inspector. General and. . 


General Coun.els of their agency have acceas to any 


information nec•••ary to parfora theiz duties aaaiqned 


by paragraph (4) of this aect~on. 


(d) '!'he Attorney General shall: 

(1) Receive and consider reports from the 

OVersigh~Board. 

(2) Report periodically, at least quarterly, 


to the pre.ideni; with respect to activities of the 


Intelligence CODIIDUDity, if any, which raise que.tions 


of legality. 


(e) The OVersight Board shall receive etaff support• 

. No per.on. wh~ serve. on the staff of the OVersiqht Board 

shall have any contractual or employment relationship 

with any department or agency in the In~elligence 

Community. 

(f) The president's Foreign Intelligence Advi.ory 

Board established by Executive Order No. 11460 of . 

March 20, 1969, remains in effect• 
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Sec. 7. Secrecy protecti.on. 

(a) In order to improve the protection of sources 
. . 


and methods of intelligence, all members of the Executive 

branch and its contractors given access to information 

containinq sources or methods of int.lligence shall, as 

a condition. of obtaining access, 'sign an agre..ent that 

they will not disclos. that info~ation to persona not 

authori.ed to receive it. 

(b) In the event of any Unauthorized disclosure 

of information concerning sourc.s or methods of int.lli ­

gence, the names of any p.rsons found to have made 

unauthoriz.d disclosure shall be forwarded (1) to the 

head of applicable departments Qr agencies for appropriate 

disciplinary action: and (2) to the Attorney General 

for appropriate legal action. 

(c) In the event of any threatened unauthorized 

disclosur. of information concerning sources or methods 

of intelligence by a person Who bas agreed not to make 

such di.closure, the details of the threatened disclosure 

shall be transmitted to the Attorn.y General for appro­

priate l.gal action, including the s••king of a judicial 

order to· prevent such disclosure•. 

(d) In further pursuit of the need to provide 

protection for other significant areas of intelligence, 

the Director of Central Intelligence is authorized to 

promulgate rules and regulations to expand the scope 
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secured from thoae persons who, as an 

aspect of their relationship with the united States 


•

Government, have acceas to clasaified intelligence 

material. 

Sec. 8. Enabling Data. 

(a) The Committee on Foreign Intelligence and 

,the 	Director of Central Intel11gence shall provide for 

detaila4 1:IIplementation of thia order by issuinq 

appropriate, directive•• 

(b) All existinq National Security Council and 

Director of Central Intelligence direc:tives shall be 

amended to be conaiatent with this Order' within ninety 

days of ita effective date. 

(c) This Order shall supersede the Preaidential 

Memor8.n4um of November 5, 1971, on the "Organization 

and Manaqement of the U.S. Foreign IntelligeDce Community." 

(d) Heads of departments and agencies within the 

Intelligence Community shall issue supplementary directives 
~ 

to their organizations consistent with this order within 

ninety days of its effective date. 

(e) This Order will be implemented within current 

manning authorizations of the Intelligence Community. 

To this end, the Director of the Office of Management 

and Budget will facilitate the required realignment of 

personnel positions. The Director of the Office of 

Management and Budget will also assist in the allocation 

of appropriate facilities. 

GERALD R. FORD 

THE WHITE HOUSE 

Febr.uary 18" 1976 • 
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