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THE WHITE HOUSE

EXECUTIVE ORDER

UNITED STATES FOREIGN INTELLIGENCE ACTIVITIES

By virtue of the authority vested in me by the
Constitution and statutes of the United States, includ-
ing the National Security Act of 1947, as amended, and
as President of the United States of America, it is
hereby ordered as follows:
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Section 1. Pugﬁose. The purpose of this Order
is to establish policies to improve the quality of
intelligence needed for nation;l seéurity, to clarify
the authority and responsibilities of the intélligence
departments and agencies; and to establish effective
oversight to assure compliance with law in fhe manage-—
ment and direction of intelligence agencies and depart-
ments of the national government.

Sec. 2. Dpefinitions. Fof the purpose of this
Order, unless otherwise indicated, the following terms
shall have these meanings: .

(a) intelligence means:

(1) Foreign intelligence which means informa-

tion, other than foreign counterintelligence, on the
capabilities, intentions and activities of foreign
powers, organizations or their agents; and

(2) Foreign counterintelligence which means
activities conducted to protect the United States and
United States citizens from foreign espionage, sabétage,
subversion, assassination or terrorism.

(b) Intelligence Community refers to the following

organizations: |

(1) Central Intelligence Agenéy;

(2) National Security Agency;

(3) Defense Intelligence Agency:;
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(4) Special offices within the Department
of Defense for the collection of
specialized intelligence through
reconnaissance programs;

(5) 1Intelligence elements of the military
‘ services;

(6) 1Intelligence element of the Federal
Bureau of Investigation:

(7) 1Intelligence element of the Department
of State; :

(8) 1Intelligence element of the Department
of the Treasury; and

(9) 1Intelligence element of the Energy
~ Resources and Development Administration.

(c) Special activities in suypport of national
foreign policy objectives means activities, other than

the collection and oroduction of intelligence and related .
support functions, dasigned to further officiai United
States programs and policies abroad which are élanned and
executed 86 that the role of the United States Government
is not apparent or publicly-acknowledged.

(d) National Foreign Intelligence Program means
the programs of the Central Intelligence Agency and the
special offices within the Departmonﬁ of Defense for
the colléction of specialized intelligencé through recon-
naissance programs, the Consolidated Cryptologic Program,
and those elements of the General Defense Intelligence
Program and other programs of the departments and
agencies, not including tactical intelligence, desig-
nated by the Committee on Foreign Intelligence as part

of the Program.



Sec. 3. Cont'ol d Direc n of National
Intelligence Organizations. '
(a) National Security Ceuncil.

(1) The National Security Council was
established by the National Security Act of 1947 to
advise the P:esident with respect to.ﬁhe integration
of dom.sﬁic. foreign, and miliﬁary policies relaﬁiﬁg
to. the naﬁioﬁal security. Statnﬁéry memberg_of the
National Security Council are the President, the Vice
President, the Secfet#ry of State.'andAth; Secretary
of Defenses. -

(2) Among its responsibilities, the Nat;onal
Security Council shall provide guidance and Q@irection
to the development and,forﬁglatioh of nationﬁl intelli~
gence activities. |

(3) The National Security Council shali
conduct a semi-annual revieﬁ of intelligence policies
and of ongoing special activities in support'of national
Foreign policonbjectives. These reviews shall con-
sider the needs of users of intelligence and the timéli-
ness and quality of intélligence produqts and the con-
tinued apprépriateness of special activities in support
of national Foreign policy objecfives. The National
Security Council shall consult with the Secfetary of
the Treasury and such other users of intelligence as

designated by the President as part of these reviews.



(b) 'COmmittee on Féreigg Ig&gl}igenee.
(1) There is established the Committee on

Foreign Intélligence (hereinafter referred to as the

CFI), which shall be compoéed ;f the Director of

Central Intelligence, hereinafter referred to as the

DCI, who shall be the Chairman; the Deputy Secretary

of Defense for Intelligence; and the Deputy Assistant

to the President for Naéional Security Affairj. The

CFI shail report directly to the Natiohal Security Council.
(2) The CPI shﬁll (i) control budget prepara-

tion and resource allocation for the Natiohal Foreign

Intelligence Program.

(A) The CFI shall, prior to submission
to the Office of Management and Budget, review, and
amend as it deems Appropriéte} the budget for the
National Foreign Intelligence Program.

(B) The CFI shall Alio adopt rules
governing the reprogramming of funds within this budget.
Such rules may require that reprogrénﬁings of certain
types or amounts be given prior approval-by the CFI.

(ii) Establish policy priorities for .the col-
lection and production of national intelligence.
(iii) Establish policy for the management of

- the National Foreign Intelligence Program.
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(iv) Provide guidance on the relationship between
tactical and national intelligence; however, neither
the DCI nor the CFI shall have responsibility for
tactical intelligence.

(v) Provide continuing guidance to the Intelli-
gence Community in order to ensure compliance with
policy directions of the NSC.

(3) The CFI shall be supported by the
Intelligence Community staff headed by the Deputy.to-
the Director of Central Intelligence for the Intelli-
gence Commuhity.

(4) The CFI shall establish such subcommittees
as it deems appropriate to ensure consultation with
members of the Intelligence Community on policies and
guidance issued by thé CFI.

(5) Decisions of the CFI may be reviewéd
by the National Security Council upon appeal by the
Director of Central Intelligence or any member of the
National Security Council;

(c) The Qperations Advijo:y Group.

(1) There is estab;ished the Operations
Advisory Group (hereinafter referred to a§ the Opera-
tions‘Group), which shall be composed of the Assistant
to the President for National Security Affairs; the
Secretaries of State and Defense; the Chairman of the
Joint Chiefs of Staff; and the Director of Central
Intelligence. The Chairman shall be designated by the-

President. The Attorney General and the Director



of the Office éf Management and Budget or their repre-
sentatives, and others who may be designated by the
President, shall attend all méetings as observers.

(2) The Operations Group shall (i) consider
and develop a policy recommendation, including any
dissents, for the éresident prior to his decision on
each special activity in support of national foreign
policy objectives.

(ii) Conduct periodic reviews of programs previ-
ously considered by the Operationg Group.

(iii) Give approval for specific sensitive intelli-
gence collection operations as designated by the Opera-
tions Group.

(iv) Conduct periodic reviews of ongoing sensitive
intelligence collection operations. |

(3) The Operations Group shall discharge
the responsibilities assigned by subparagraphs (c) (2) (i)
and (c) (2) (iii) of this section only after consideration
in a formal meeting attended by all members and observers:;
or, in unusual circumstances when any member or observer
is unavailable, when a designated representative of
the member or observer attends.

(4) The staff of the National Security Council
shall provide support to the Operations Group.

(@) Director of Central Intelligence.

(1) The Director of Central Intelligence,
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pursuant to the National Security Act of 1947, shall
be responsible direcﬁly to the National Security Council
and the President. He shall:

(1) Chair the CFI.

(ii) Act as executive head of ﬁhe CIA and Intelli-
gence Community staff.

(iii) Ensure the develcpment and submission of
a budget for the National Foreign Intelligence Pfogram
to the CPFI. |

(iv) Act as_;ha President's primary adviser on
foreign intelligence and provide him and other.otficials
in the Executive branch with foreign iﬁtelligence,
including National Intelligence Estimates; develop
national intelligence requirements and priorities:
and supervise production and dissemin#tion of national
intelligence.

(v) Ensure appropriate implementation of special
activities in support of national foreign policy
objectives.

(vi) Establish procedures to ensure the propriety
of requests, and responses thereto, from the White House
Staff or other Executive départments and agencies to
the Intelligence Community.

(vii) Ensure that appropriate programs are
developed which properly protect intelligence sources,
methods and analytical procedures. His responsibility

within the United States shall be limited to:
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@A) Protectiog by iawfullmeans against
disclosure by present or former employees of the
Central Intelligence Agency or persons, or employees
of persons or organizations, presently ef formerly
under contract with the Aéency:

(B) providing leadership, guidance
and technical assistance to other government depart-
ments and agencies performing foreign inte;ligence-
activities; and |

(C) in cases involving serious or.con-
tinuing security violations, recommending to the |
Attorney'General thaﬁ the case be feferred to the Federal
Bureau of'Investigation for further investigation.

(viii) Establish a vigorouseprogram to downgrade
and declalsify foreign intelligence information as
appropriaﬁe and consistent with Executive Order No. 11652.

(ix) Ensure the existence of strong Inspector N
General capabilities in all elements of the Intelligence
Community and that each Inspector General submits
quarterly to the Intelligence Oversight ﬁoard a report
which seﬁl forth any questionable activities in which
that inteiligence orqanization has engaged oi'is engaged.

(x) Ensure the establishment,'hy the Intelligeece
Community, of common security standards for managing
and handling foreign intelliéence systems, information

and products, and for granting access thereto.
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(xi) Act as the principal spokesman to the Congress
for the Intelligence Community and facilitate the use
of foreign intelligence products by Congress.

(xii) Promote the development and maintenance by
‘the Central Intelligence Agency of services of common
oconcern to the Intelligence Community organizations,
including multi-discipline analysis, national level
intelligence products, and a national level current
intelligence publicatioh.

(xiii) Establish uniform criteria for the identi-
fication, selection, and dpsignation of relative prior-
ities for the transmigsion of critical intelligence,
and provide the sécretary of Defense with continuing
guidance as to the communications requirements of the
Inﬁelligence Community for the transmission of such
intelligence.

(xiv) Establish such committees of collectors,
 producers and users of intelligence to assist in his
conduct of his responsibilities as he deems @ppropriate.

(xv) Consult with users and producers of intelli-
gence, including the Departments of State, Treasury,
and Defénse, the militafy‘serVices, the Federal Bureau
of Investigation, the Energy Resources and Development
Administration, and the Council of Economic Advisors,

Fo ensure the timeliness, relevancy and quality of

the intelligence product.
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(2) To assist the Director‘of Central Intelli-
gence in the super&ision and direction of the Intelli-
gence Community, the position of Depﬁty to the Director
of Central Intelligence fof the Intelligence COmmpnity
is hereby established (Committee on Poreigﬁ Intelligence).

(3) To assist the Director of Central Intelli-
gence in the supervision and.direction of the Central
Intelligence Agency, the Directbr'of Centrél Intelligence
shall, to the extent consistent with his statutory
responsibilities, delegate thé.day-tp-day operation of
the Central Intelligence Agency to the Deputy Director
of Central‘Intelligence (50 ﬁ.s.c; 4o3(a)). |

(4) To assist the DCI in the fulfillment of
his responsibilities, the heads of all departménts and
agenciei shall give him access to éll information
relevant to the foreign intelligence'néeds of the United
States. Relevant information requésted by thelDCI shall
be provided._ﬁnd the DCI éhﬁll take appropriate steps

to maintain its confidentiality.

Sec. 4. Responsibilities and Duties of the
Intelligence Community. Purpose. The rules of operation’

prescribed by this section of the Order relate to the
activities of our foreign intelligeﬂce'agencies. In

some inﬁtances, detailed iﬁplementation of this Executive
order will be contained in classified documents because

of the sensitivity of the information and its relation
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to national security. All such claasified inétructions
will be consistent with this Ordei. Unless otharwise
specified within this section,: its provisions apply

.to activities both inside and outside the United States,
and all references to law are to applicable laws of the
United States. Nothing in this section of this Order
shall be construed to interfere with any 1aw~e§£o:cement
responaibility of any department or agency.

(a)

The senior officials of the CIA, Dapartments of State,
Treasury and Defense, ERDA and the FBI shall ensure
that, in diséharging the duties and responsibiiities
enumerated for their organiiationsrwhich relate to
foreign iqteiligance. they are responsive to the needs
of the President, the National Security Council and
other elements of the Government. In carrying out their
duties and responsibilities, seqior officials shall
ensure that all policies and directives‘relating to
intelligence activities are carried out in accordance
with law and this Order, including Section 5; and“ﬁhallz

(1) Make appropriate use of the capabilitiés
of the other elements of the Inteliigence Community in
order to achieve maximum efficiency.

(2) Contribute in areas of his responsibility
to the national intelligence’prodﬁcts produced under

auspices of the Director of Central Intelligence.
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(3) Establish internal policies and guide-
lines governing employee conduct and ensuring that
such afc made known to, and acknowledged by, each
employee.

(4) Provide for a stfong and independent
organization for identification and inspection}of, and
reporting on, unauthorized activity.

(5) Report to the\Attorney Genéral that informa-
tion which relates to datectiop or prevention o£ possible
violatioﬂs of.law by any person, including an employee
of the senior official's department or agency. |

(6) Furnish to the Director of Centrgl Intelli-
gence, th§ CFI, the Oporatibns,croup, the President's .
Foreign Intelligence Advisory Board, and the Intelligence
oﬁersight Board all of the informationurequired for 
the performance of their respective duties. |

(7) Participate, as épp&opriate, in the
provision of services of common concern as directed by
the Difcétor of Central Intelligence and-providé other
departments and agencies with such mutual assistance
as may be within his capabilities and as,m;y be required
in the interests of the Intelligence COmmuniEy for
reasons of economy, effectiveness,:or operational

necessity.
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(8) Protect intelliqoﬁc. and - intelligence
sources and methods within his department or agency,
consistent with policies and quidanco of the Director
of Central Intelligence. |

(9) Conduct a continuing review of all classi-
fied material originating within his organizatioﬁ and
promptly declassifying such material consisteht:with
Executive Order Nb._11652. as an.ndﬁd. |

(10) Provide adminint:ativn_and support fungtions
required by his department or agency. ;-

(5) The Central Intelligence Agency. ALl duties
and responsibilities of the Central Intolligencé:hgoncy
.shall be iolatod to the foreign 1ntilligence.£un¢£;ons
outlined below. As aut_t_xoriza&. by the National Security
Act of 19‘7. as amended, thd.cxh,aﬁt of 1949, as amended,
and other laws, regulations, and directives, the Central
IntelLig.nce Agenéy shall: “

(1) Produce and disseminate foreign intelli-
gence relating to the national security, including
foreign pélitical, economic, sciontitic; technical,
military, sociological, and geographic intelligence,
to meet the needs of the Presidenf, the.National Security
Council, and other elements of the Upited States
Government. |

(2) Develop and conduct programs to collect
political, economic, scientific, technical, military,

geographic, and sociological information, not otherwise
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obtainable,vrelﬁting to foreign intelliéence, in
accordance with directives of the National Security
Council.

(3) Collect and produce intelligence on
foreign aspects of international terrorist aqtivities
and traffic in narcotics.

(4) Conduct foreign‘counterinteiligence
activities outside the United States and when in the
. United States in.coordination:with'the;FBI subject
to the approval of the Attorney General...

(5) Carxy out such other special activities
in support of national foreign policy objectives as
may be directed by the President or thé National
Security Council and‘whiéh are within the limits of
applicable law, | |

(6) conduct, for the'Intelligence:Coﬁmunity.'
services bf common concern as difcctnd by the National -
Security‘Council. such as monitoring of foreign public
radio and television braadcasts-aﬂd foreign press
services, collection of foreign intelligence informa-
tion from cooperating sources ih the Unitéd States,
acquisition and translation of foreign publications
and photographic interpretation.

(7) Carry out or contract for research,
development and procurement of technical systems and
devices relating to the functions authorized in this.

subsection.
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(8) Pfotect the security of its insﬁallafidns,
activities, information and personnel. 1In ordef to
maintain this security, the CIA- shall conduct such investi-
gations of applicaﬁts, employées, and other persons with
similar associations with the CIA as are necessary..
k9) Conduct administrative, techniéal.ind support
activities;in the United States or ;broad as may be neces-
sary to pexrform the functions described in ﬁaragraphé (1)
through (a) abcve, including prgcuremsnté maintenance
and tranapoft: communications and data processing:
recruitment and training; the provision‘of personnel,
financial and medical sex&iees: developmcnt'of es;ontial
cover and proprietary arrangements: entering into éon—
tracts andarrangemnnﬁa'with'app¥0priaté private companies
and institutions to~provide classified or unclassified
research, analytic#l and developmental services and
specialized expertise; and entering into similar arrange-
meﬂts with.academic ingtitutions, grcvided.CIA sponsor-
ship is known to the appropriate senior officials of
the academic institutions and to senior project officials.
(c¢) The Department of State. The Sec?etarf of
State shall:
| (1) Collect, overtly, fbfeign political,
political-military, sociological, econémic, scientific,

technical and associated biographic information.
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" (2) Produce aﬁd disseminate foreign intelli-
gence relating to United Statoi fé?uiqn policy as
required for the execution of his responsibilities
and in support of policy-makerl involved in foreign
relations within the United_Statgs Government. .

" (3) Disseminate wiﬁhinrgbe United States
Government, as appropriate, reports :eceived frcn
United States diplomatic missions abroad.

| (4) Coordinate with thé Diiector_of Central
Intelligence to ensure that Uﬁited'States.intellighnce
activitiolland programs are ﬁlcfu; for and coggistent
with Unitdd States fo:eign policy.

"  (5) Transmit :eportihq reqﬁirements of the
Intelligence Community té our Chiefs of Missions abroad
and provide guidané. for their collection effort.

(6) Contribute to the Intelligence Community
guidance for its collection of intelligence based on
the needs of those responsible fbr_foréign policy decisions.

(7)  Support Chiefs of Missions in discharging
their responsibiliﬁies tp direct and coordinate the
activities of all elements of their missions.

(d) The Department of the Treagury. The Secre-

tary of the Treasury shall: | '

(1) Collect, overtly, foreign financial and

monetary information.
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(2) éarticipate with the DeP&rtﬁent of State
in the overt collection of gemeral foreign economic
information.

(3) Produce tha£ intelligence required for the
execution of the Secretary's interdepattmental respon-
sibiliti;s and the mission of the-Department of the
Treasury. |

(4) Contribute intelligence and guidance
'fequi:.d for the develoﬁm.nt of'national’intoliigoﬁqgl_

(5) Disseminate within the United States
Government, as appropriatey—foroign'iﬁteliigené.finforma-

tion icquircd.

(e) Department of Defense. |

| (1) The Secretary of Dofonsgvdhall; |

(1) céll.ct foraign military intelligen&e inform-
‘ation ds well as military-related'foreign intelligence
information, including scientific, teéhﬁical,‘political
and economic information as required for the execution
of his responsibilities.

(ii) Produce and'dissaminaté. as appropriate,
intelliéence emphasizing foreign militar§ capabilities
and intentions and scientific, technical and economic
developments pertinent to his reéponsibilities.

(iii) conduct such programs and missions necessary
to fulfill national intelligence requirements as

determined by the CFI.
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(iv) Direct, fund and op.?lte the-Ngtionhl
Security'Agancy. and national, defense and military
intelligence and reconnaissancé entities as re@nired.

(v) Conduct, as the exccutiée agent of the United
States Government, signals inteiligence activitios and
communications security. |

(vi) Provide for the timely transmission of
critical intelligence, as definod.by'the Director of
CQnﬁral Intelligence, within the United States Govern-

ment, except as otherwise approved by the CFI.

" (2) In carrying out thoso-assiéned respon-
sibilities, the sgcrogary of Dcfeﬁoe is authorized‘to
utilize the following:

(1) The Defense Intelligence Agency (whois functions,
authorities and rd-éopsibilities are currently publicly
a-signod by Department of Defense Directive ﬁb. 5105.21)
to: |

(A) Produce or provide military intelli-
gence for the Secretary of Defense, the Joint Chiefs |
of Staff, other Defense components, and,.as appropriat;,
non-Defense agencies.

(B) Coordinate all Department of Defense
intélligence collection requirements and manage. the
Defense Attache system.'

(C) Establish substantive intelligence
priority goals and objectives for the Department of

Defense and provide guidance on substantive intelligence

matters to all major Defense intelligence activities.
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(D)~ Review and maintaiﬂfcégnizanco over
all plans, policies and procedures for noncryptologic
intelligence functions of the Department of Defense.

(E) Provide ittolligengtAstaff support
as directed by the Joint Chiefs of Staff. |

(iii” The National Security Agency, whote functions,

authorities and responsibilities ghall include:

‘ (a) Estahlishment and operation qf an effective
unified organization for the signtla intoiligehét hctivities
of the United States Government, except for cettgin'opera- |
tions which are normally txerciscd through apptopriate
elements of the military c-otmnand. structure, or by the CIA.

(B) Exercise control over signals intelli-
gence collection and'processing activities of the Govern-
ment, ddioqating to an'aﬁpropriatc aécnt specifiod te-
sources for such periods and tasks as required for the
direct support of military commanders. |

| (C) éollection, p:acessing and dissemination
of signals intelligence in accordtnc. with objectives,
requirements, and priorities established by the Director
of Central Intelligence. .

(D) DisSemiﬁation of signals. intelligence
to all tuthorized'elements of the.Government, incLuding
the Armed Services, as requested. |

(E) Serving under the Secretary of Defense
as the central communications security authority of the

United States Government.
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kF)‘ conduct of research and &evelopmnnt
to meet the needs of the United Staﬁes for signals
intelligence and communications security. -

(iii) special officoé-for-the collection of
specialized intelligence through reconnaissance programs,
whose functions, author;ties, and responsibilities shall
include: |

-

(A) carrying out consolidated programs
fs;hé;connai--ance. | |
(B) Assigning responsibility to the various
departments and agencies of the Govornmnnt. according
to their capabilities, for the rescarch. dcvelopmnnt,
procurement, operations and control of dosignated means -
of collection. |
(iv) s;ch othef offices within th; Department
of Defense as shall be deemed appéopriato.for condnct.
of the intelligence missions and responsibilities assigned

to the Secretary of Defense.

(£)

The Administrator of the Energy Research agd Development
Administration shall: | |

(1) Produce intelligence required for the
execution of his responsibilities and the mission}ofv
the Energy Research and Development Administration, herein-
after referred to as ERDA, including the area of nuclear

and atomic energy.
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(2) Disseminate such int.lligence and provide
technical and analytical expertise to other Intelligence
Community organizations and beirosponsive to the guidance
of the Director of Cthral Intelligence and the Committee
on Foreign Intelligence. |

(3) Participate with other Inteiligencﬁ Community
agencies and départmonts in forﬁulating collection require-
ments where its special technical e#pertise can contribute

to such collection requirements.

(g) The Federal Bureau 6f Investigation. Under

— _
the supervision of the Attorney General and pursuant to

such regulations aﬁ the Attorney General may establish,
the Dircétor of the FBI shall: |

(1) Detect and prevent'espionage, sabotage,
subversion, and other unlawful activities by or on behalf
of'foréigﬁ powers through such Lawfulcouhterihtoiligencé
operations within the United States, including electronic
surveillance, as are necessary or useful for such éurposes.

(2) - Conduct within the United States and its
territorics; when requested by officials of the Intelli-
gence Community designated by the President, those lawful
activities, including electronic surveillance, authorized
by the President and specifically approved by ﬁhe.Attornef
General, to be undertaken in support of foreign intelli-

gence collection requirements of other intelligence agencies.
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(3) Collect foreign intelligence by‘liwful
means within the United States and its territories when
requested by officials of the Intelligence CUmndnity
designated by the Prcsident.to make such requests.

(4) Disseminate, as appropriate, foreign
intelligence and countorintelligence xnformation which
it acquires to appropriate Federal agoncies. State and
local law qnforcemcnt agencies and cooperating foraign
governments. :

(5) carry out or coptractvfor rescardh,
development and procurcpent of tichnical systems and
devices rglating'to the functions authorized above.

Sec. 5. R n ence Ac .
Information about the pnphbilitiac, intentions and
activitiul'bf*other govurnmnnts_is essential to informed
decision-making in the field of national defense and
| foreign rolations Ths measures employed to acquire
such information should be responsive to the legitimate
needs of our Government and must be conducted in a manner
which preserves and respects our established conpcpts
of privacy and our civil liberties.

Recent events have clearly indiéated the desirability
of government-wide direction wh;ch will ensure a proper
balancing of these interests. This sectién of this Order

does not authorize any activity not previously authorized
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and does not provide exemption from lny-restrictioﬁa
otherwise applicable. Unless otherwise specified, the
provisions of this section apply to activities both
inside and outside the United States. References to
law are to applicable laws of the United States.

(a) ' Definjtions. As used in this section of this
Order, ﬁh- following terms ihqll have the meaninhgs
ascribed to them beiow: |

(1) "Collcétion" nnnni any one of more of
the gathering, analysis, dissimination or storagn.of
non?publicly available information without the 1n£orﬁed
express consent oi the subject of ﬁhe information.

(2) "Counterintelligence” means information
concerning the protection of forcign‘inteliig‘ncc or
of national security informatioﬁ gnd its collection
from detection or disclosure.

(3) "Electronic surveillance" means acguisition
of a paﬁ-public communication by elbcfronié msan;,
without the consent of a person who is a party to, or,
in the case of a non—glectronic communication,‘visibly
present at, the communication.

(4) "Employee" means a person employed
by, assigned or detailed to, or acting for a United

States foreign intelligence agency.
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(5) ."Forcign intolligoﬁﬁo" m.ani informition
concerning the'capahilitics, intentions and activities
of any foreign p&wlt, or of any nongnitod states
person, whether within or outside the United Statol; or
concerning areas autsido the United States.
| (6) “Foreign intelligence agency* means the
cintral Intolligchc. Agency, National Security Agency,
and Defensolrntoliiqnnco Agency; and further includes
any other department or agency of the United States
Government 6: component thereof while it is engaged
in the collection of foriign'lntqlligcnce.Sr éoun:cr-
intelligence, but shall not include any such department,
agency or component thﬁrcof to the extent that it is
engaged in its authorized civii or criminal lqw_onforco-
ment funétions; nor shall it includclin aﬁy case the
Pederal Bureau of Invﬁitigation; |
(7). "National security information" has the
meaning ascribed to it in Executive Order No. 11652,
as amended. |
(8) "Physical surveillance" means cuﬁtinuing
visual obsqrvation by any means; or acquisitian.of a.
non-public communication by a pcrion not a party thereto
or viaibiy present thereat througﬁ any means which does

not involve electronic surveillance.
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(9) ~"Un;tod States person" means United
States citizens, aliens admitted to the United States |
for permanent residence and corporationn or other organ-
izations incorporated or organized in the United States.
(b) Restricti on Collect . Foreign intelli-
gence agencies shall not engage in any of the follow-
iniyactivities:' ‘ |
(1) Physical surveillance directed agaihst a
United States person, unless it is a lawful iurﬁtillince
conducted pursuant to procedures approved by the head
of the foreign intelligence agency and.diract.d against
any of the féllowing; : |
(1) ‘A present or former employee of such agency,
its pr;;.nt or former' contractors or their present or~
former gpployaas, for the purpose of proteqting foreign
intelligence or counterintelligence sources or ﬁnthods'
or national security informaﬁion from unauthorized
disclosurorlor
(1i) a United States person, who is in contact
with either such a present or former cpngractor ox
emplqycc or with a non-United States person who is the
subject of a foreign intelligence or counterintelligence
inquiry, but only to the extent necessary to identify
such United States person; or
(1ii) a United States person outside the United

States who is reasonably believed to be acting on behalf
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of a foreign power or engaging in international terrorist
or narcotics activities or activities tﬁreatening the
national security. .

(2) Electronic surveiilance to intercept
a communication which is made from, or is intended by
the lﬁndcr'to be received in, the Uhited.StAtel, or difected
against United States persons ghroad._axcept 1aﬁfui ;
electronic surveillance under proc.déres approved by the
Attorney General; provided, that.tho Central Intilliganco
Agency shall-no£ perform olectionic sﬁfvaillanc-'within
the Unigod States, except for the purpqso_of teoting
equipment uﬁdo: procedures approved_hy:the Attornuy“Goneral
consistent with law. | |

(3) Unconsented physical searches within the
United States; or unconsented physical searches directed
against dnitod States persons abroaﬁ. except lawful |
searches under procédu:o.‘approvod by the Attorncy Gonera;.

(4) Opening of m311 or‘exaninat1oh of chvnlopes
of mail in United States postal dh;nnels except in accord-
ance with applicable statutes and'regulations.

(5)° Examination of P-d;ral tax returns or tax
information except in accordance with applicable statutes
and regulations. | |

(6)' Infiltration or undisclosed participation
within the United States in any organization.for the

purpose of‘reporting on or influencing its activities
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or members; except such infiltration or participation
with respect to anﬂorganiiation composed primarily of
non-United States persons which is reasonably believed
to be acting on behalf of a foreign power.

(7) Collection of into;mation. hoﬁevar
acquired, concerning the domestic activities of United
States porsons.éxcept:

(1) Information concerning corporations or'othar
commercial orginizations which constitutes foreign
intelligence or countorintelligonce. |

(ii) Information concerning present or formﬁt
employees, present or former contractors or their present
‘or form.ricnployncs. or applicants for ahy such employ-
ment or contracting, necessary to protect foreign
intellid.nc. or counterintelligeﬁco sources or methods
‘or national security information from unauthorized
disclosure; and the identity of persons in contact with
the foregoing or with a non-United States person who |
is the subject of a foreign intelligence or counter-
intelligence inquiry. | |

(iii) Information concerning persons who are
reasonably believed to be potential sources or.cpntacts.
but only for the purpose of determining the suitability

or craedibility of such persons.
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(iv) Poreign. intelligence or counterintelliqence
gathered abroed or from electronic lurveillance conducted
in compliance with Section 5(b) (2); or foreign intelli-
gence acquired from coqperatlng sources in the ﬁnited
States. | ﬁ |
(v). Information about a United States‘person who
is reasonably believed to be acting on behalf ot a
foreign ﬁqwer or engaging in international tetto:iet
or narcotics activities. |
(vi) Informetion-concerhinq pe:sen- or ectivltiee
that pose a clear threat to foreign intelligence. agency
facilities or perscanel, provided, that such information
is retained only by the foreign intelligence agency ‘ |
threatened and that proper coordinetion with the rederal
Bureau of Inveutigation is accnupliehed |
(e) D_um;isn_md_s_sm- Nothing in this
section of this Order shall prohibit |
(1) Lawful dissemination to the appropriate
law enforcement egenciee of incidentally gathered
information indicating involvement in activities which
may be in ylolation of law.
(2) Sterege of information required by law
to be retained.
(3) Dissemination to foreign intelligence
agencies of information of the subject matter types

listed in Section S(b) (7).
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(d) Restrictions op Experimentation. 'Foreign
intelligence agencies ahail not engage in lkpefimenta-
tion with drugs on humahvlubjccgs, except with the
informed consent, in writing and witnessed by a disinter-
ested third party, of each such human lubj‘ét and in
accordance with the guidelines issued by th..Natiohal
Commission for the Protection‘of.ﬂumnn Subjects for
| Biomedical and.Bohaviaral Rll.lrch.i

(@) 2

(1) No foreigm int;llig.nco.agtnny shall,
except as expressly authorized by law (i) prqvide‘sgrvicos,‘
squipment, personnel or facilities t§ thg Liw Enforcement
Assistance Administration or to sfatc or local police
organizations of the United States or (iii participaﬁe
in or fund any law enforcement activity within the‘Unit;d,
States. | | |

(2) These prohibitions shall not, however, |
preclude: (i) cooperation between a foreign intelligence
agency and appropriate law enforcemunt.agnnciel'for tho.
purpose of protecting the personnel and f&cilities’of
the foreign intelligence agency or prgvoniing espionage or
other criminal activity related to foreibn intelligence
or counterintelligence or (ii) provision of specializedA
equipment or technical knowledge for_use by any other

Federal department or agency.
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(£) Aséiggggng of Personpel. An.employeé of a
foreign 1ntciligon§o agency detailed elsdwhe#c within
the Federal Government shall be responsible to the
host agipcy and ghall not reﬁort to such employee's
pafent agency on the affairs of the host agency,laxcept
as may be directed by the latter. Tho head of the
host agency, and any successor, shall be informed of the
detailee's association with tﬁe parent agency.

(95. gatign. No employee ofA-.

the United States Government ihall engage in, or'con-

spire to engage in, political assassination.
() Implementation. |
(1) This section of this Order shall be
effective on March 1, 1976. Each department and agency
affected by this section of this Order shall promptly
issue internal directives to implemnnt this section
with respect to its foreign intelligence and counter-
~intelligence operations.
~ (2) The Attorney General shall, within ninety
 days 62 the effective date of Ehis.sectian of this
' Order, issue guidelines relating to activities of the
Federal Bureau of Investigagion in the areas of fofeign
intelligence and counterintelligence. A
Sec. 6. Oversight of Intelligence Organizations.
(a) There is hereby established an Intelligence
Oversiéht Boa;d. hereinafter referred to as the Over-

sight Board.
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(1) The dve:sight Boardih#ll have three
members who shall Se appointed by the President and who
shall be from outside the Government and be qualified
on the basis of ability, knowiodgc; diversity of back-
ground and experience. The members of fhe Oversight
Board may also serve on the Presidint's Foreign Intelli-
gence Advisory Board (E*eqptivu Order No. 11460 of
March 20, 1969). No member of the Oversight Board
~shall have any por-onil contractual relationship with.‘
any agency or department of the Intelligence Community.

(2) One member of the Oversight Board shall
be designated by_tho President as its Chairman.

(3) The Oversight Board shall:

(i). Receive and consider reports by Inspectors
General and General Counsels of the Intelligen;..Com—
munity concerning activities th#t raise questions of
legality or propricfy.

(i;) Review periodically the practices and.pro-
cedures of the Inspectors General_and.Ganeral Counsels
of the Intelligence Community designed to discover;and
report to the Oversight Board activities that raise
questions of legality or propriety.

(iii) Review periodically with each member of
the Intellig;nce Community their internal guidelines

to ensure their adequacy.
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(iv) Report periodically, at least quarﬁerly,
to the Attorney General and éhc President on its findings.
(v) Report in a timely'magper to the Atférnoy
General and to the Proqident aﬁy aétivities thét faise
' serious guestions about legality. f
(vi) Report in a timely manner to thg Prolidenﬁ
any activities that raise serious quostions about propriety.
(b)' Inspectors Gonoralland General COdnsels wighin
the Intelligence Community shall:l .
. (1) Transmit to the Oversight Boafd repdrts
of any activities that come to their attention that raise
Questions of legality or‘proprieﬁy. |
(2). Report periodically, at least quarte#ly;
to the Oversight Board on its findings concerniug |
questionable activities, if any. |
| (3) Provide to the Oversidhﬁ Board all informa-
tion requested about activities within their r@apnétive
departments or agencies. |
(4) Report to the Oversight Board any occasion
on which they were directed not to report any activity -

to the Oversight Board by their agency or -department

" heads.

(5) Formulate practices and procedures
designed to discover and report to ﬁhe Oversight Board
activities that raise questions of legality or propriety.

(c)’ Heads of intelligence agencies or depart-

ments shall:
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(1) .Report periodically to thé Oversight
Board on any activities of their organizations that
raise questions of legality or propriety.

(2) Instruct their employees to cooperate
fully with the Oversight Board.

- (3) Ensure that Inspectors Geﬁera; and.
General COuﬁsels.of their aggncy ha#e access to any
information necessary to perforn»thoir duties na;ignnd
by paragraph (4) of this sqct@on;

(d) Th§ Attorney Genaeral shall:

(1) Receive and considor reports frﬁm the
Oversight Board. |

(2) Report periodically,‘atlleast quarterly,
to the‘Pronident with raspect_;o.activitics of the
Intelligence Community, if any, which raiserqueatibns
of legality. |

(e) The Oversight Board shall receive staff support.
.No person who serves on the staff of fhe 0ver§iqht.Board
shall have any contractual or employment relationship
with any dcpartm‘nt or agency in the Inﬁelliéenee
Community. -

(£) The President's Foreign Intelligence Advisory
Board established bf Executive Ordér No. 11460 of

March 20, 1969, remains in effect.
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Sec. 7. ecr ect .

(a) In order to improve the §rotection of sources
and methods of inﬁéilig.nce, ;11 members of th§ Exeéutive
branch and its contractors given access to information
containing Qource- or methods of iﬁtcliigence sh;ll; as
a condition of obtaining access, sign an agreement that
they will not disclose that information to persons not
authorized to receive it. |

(b) In the event of any}hnauthorized dilclblure
of information concerning sources or methods of intcllif
gence, the names of any persons found to have ﬁade
unauthoriéod disclosure shall be forwarded (1) to the

head of applicable departments or agencies for appropriate
'disciplinary action; and (2) to the Attorney General
for appropriate legal acgion.

(c) In the event of any threatened unauthorized
disclosure of information coﬁcerping sources or methods
of intélligence by a person who has agreed not to make
such di;closure. the details of the threatened disclosure
shall be transmitted to the Attorney General for appro-
priate legal action, including the seeking of a juaicial
order to prevent such disclosure.

(d) In further pursuit of the need to proﬁide
protection for other significant areas qf intelligence,
the Director of Central Intelligence is authorized to-

promulgate rules and regulations to expand the scope
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of agreements socﬁred from those persons who, as an
asﬁect of their relationship with the United Stateé
Government, have access to ciassified intelligence
material.

Sec. 8. Enabling Data. |

(a) The Committee on Foreign Intelligence and
.the Director of Central Inteliigoncc shall provide for
detailed implementation of this Ordir by issuing
appropriatcAdircctivos. | |

(b) All existing National Security Council and
Director of Central Intelligence diréctives shall be
amended to be consistent with this Order within ninety
days of its effective date.

(c)' This Order shall supersede the Presidential
Memorandum of November 5, 1971, on the "Organizatién
and Management of the U.S. Féreign Intelligence Community."

(@) Heads of departments and agencies within the
Ihtelligcnce Community shall iﬁsue supplementary Qifectives
to their organizations consistent with this or&er-within
ninety days of its efféctive date. |

(@) This Order will be implemented within current
manning authorizations of the Intelligence Community.
. To this end, the Director of the Office of Management
and Budget will facilitate the required realignment of
personnel positions. The Director of the Office of
Management and Budget will also assist in the allocation

of appropriate facilities.

GERALD R. FORD

THE WHITE HOUSE
February 18, 1976,





