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NATIONAL BROADCAST EDITORIAL ASSOCIATION
MAYFLOWER HOTEL, WASHINGTON, D. C.
10:00 A.M., WEDNESDAY, JUNE 26, 1974

IT IS TRULY A GREAT PLEASURE FOR ME TO JOIN YOU THIS
MORNING., THIS IS THE FIRST TIME I HAVE MET WITH THE LADIES AND
GENTLEMEN RESPONSIBLE FOR BROADCAST EDITORIALS. JUST ONE MONTH AGO
I SPOKE--ALSO FOR THE FIRST TIME--TO THE ASSOCIATION OF EDITORIAL

CARTOONISTS. THE CARTOONISTS SAID THEY INVITED ME TO GET A BETTER

IDEA OF MY TRUE IDENTITY.



IN THE NEXT FEW DAYS SOME CARTOONS APPEARED SHOWING THREE
JERRY FORDS, AND CARRYING THE CAPTION---"WILL THE REAL JERRY FORD
PLEASE STAND UP!"
I STILL LIKE CARTOONS AND CARTOONISTS.
I HOPE YOU EDITORIAL WRITERS LIKE THE REAL JERRY FORD.
BECAUSE, EVEN WHEN THEY HIT HARD, I LIKE EDITORIALS---
THINK THEY ARE WORTH READING AND WATCHING. AND I LIKE EDITORIAL WRITERS.
I MAY DISAGREE WITH THEM ON OCCASION. ESPECIALLY THE ONES

WHO URGE ME TO STOP TRAVELING AND TO STOP TALKING.



BUT I BELIEVE THAT PUBLIC OFFICIALS--PARTICULARLY THOSE OF

US IN THE FEDERAL GOVERNMENT--HAVE A DUTY TO INFORM THE CITIZENS

OF THIS COUNTRY. WE IN PUBLIC OFFICE HAVE A DUTY TO SPEAK OUT AS

OFTEN AS WE CAN, SO LONG AS WE DON‘T INTERFERE WITH OUR OFFICIAL

DUTIES.

I AM PROUD OF THE FACT THAT I HAVE HELD MORE THAN 40 NEWS

CONFERENCES IN THE SOME 26 WEEKS I HAVE BEEN IN OFFICE. IN EVERY

CITY I VISIT--IF THERE IS TIME--I TRY TO MEET WITH REPORTERS.



I TALK WITH NEWS PEOPLE, IN AND OUT OF NEWS CONFERENCES,

AS OFTEN AS I CAN. AND I TALK WITH AS MANY CITIZENS AS I CAN ON

MY TRIPS.

I FIND I'M LEARNING A LOT FROM THOSE CONVERSATIONS. AND

WHEN I SPEAK, I HOPE I CONTRIBUTE TO A BETTER UNDERSTANDING OF THE

FEDERAL GOVERNMENT’S PROBLEMS AND ATTITUDES.

I INTEND TO KEEP THIS TWO-WAY CONVERSATION GOING AS LONG

AS T HOLD OFFICE,



AND IT IS IN THAT SENSE THAT I WANT TO DISCUSS WITH YOU

THIS MORNING A MATTER 1 CONSIDER OF MAJOR IMPORTANCE TO EVERY

CITIZEN OF OUR COUNTRY. AND OF SPECIAL INTEREST TO YOU, WHO ARE

RIGHTLY CONCERNED WITH SEPARATING THE SIGNIFICANT FROM THE

INSIGNIFICANT IN THE FLOW OF EVENTS.

RIGHT NOW, THE HEAVY FLOW OF NEWS ON THE WATERGATE MATTER

IS OBSCURING A NUMBER OF ISSUES OF GREAT IMPORTANCE TO ALL OF US.



ONE OF THESE IS THE PROBLEM OF INSURING PERSONAL PRIVACY
IN A COMPUTERIZED SOCIETY WHICH THREATENS TO OPEN THE MOST PERSONAL
AFFAIRS OF EACH OF US TO ANYONE WITH ACCESS TO COMPUTER-STORED
INFORMATION,

I BELIEVE THIS IS ONE OF THE MOST SERIOUS PROBLEMS WE

FACE TODAY. AND ONE OF THE LEAST-REALIZED.



ONE PART OF THE PROBLEM INVOLVES A HUGE NEW COMPUTER
NETWORK PLAN LABELED FEDNET. EVER HEARD OF IT? FEW PEOPLE HAD
UNTIL RECENTLY. THE GENERAL SERVICES ADMINISTRATION PROPOSED
FEDNET WHICH COULD BE THE LARGEST NON-MILITARY COMPUTER NETWORK IN
U.S. HISTORY. IT WOULD HAVE A FUTURE POTENTIAL FOR LINKING LARGE
AMOUNTS OF PERSONAL INFORMATION INTO A MASSIVE COMPUTER BANK. THERE
HAD BEEN LITTLE CONSIDERATION OF THE PROTECTION OF THE PRIVACY OF
THAT INFORMATION IN THE PLANNING FOR THIS GIANT NETWORK. THAT

WORRIED ME.



AS YOU MAY KNOW, I AM CHAIRMAN OF THE DOMESTIC COUNCIL'S
COMMITTEE ON THE RIGHT OF PRIVACY, APPOINTED BY THE PRESIDENT TO
MAKE RECOMMENDATIONS FOR ACTION TO PROTECT PERSONAL PRIVACY IN
JUST SUCH CASES AS THIS,

I AM HAPPY TO SAY THAT---PARTLY AT MY URGING---THE G-S-A
HAS AGREED TO RE-EVALUATE THE FEDNET PLANS, AND HAS PROMISED THAT
FURTHER ACTION WILL DEPEND ON DEVELOPMENT OF PROTECTION GUIDELINES.
I FEEL THIS REPRESENTS A BIG PLUS FOR PRIVACY.

BUT THE PROBLEM OF GUIDELINES STILL HAS TO BE WORKED OUT.



AND THERE, OUR COMMITTEE MAY BE OF SOME ASSISTANCE. JUST
TWO WEEKS FROM TODAY THE COMMITTEE ON PRIVACY WILL MEET TO DISCUSS
WAYS OF PROTECTING INDIVIDUAL PRIVACY, SOME OF WHICH COULD APPLY AS
GUIDELINES FOR FEDNET.

I HOPE THE COMMITTEE WILL AGREE TO CHART SEVERAL WAYS TO
TIGHTEN CONTROLS OVER THE STORING AND USE OF PERSONAL INFORMATION
IN THE FEDERAL GOVERNMENT,

IT IS NOT AS EASY AS IT SOUNDS.
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THE QUESTIONS THE COMMITTEE WILL HAVE TO CONSIDER INVOLVE

LITERALLY MILLIONS OF AMERICANS AND BILLIONS OF BITS OF PERSONAL

INFORMATION ABOUT THOSE AMERICANS.

PERHAPS T CAN HELP YOU VISUALIZE THE PROBLEM THIS WAY:

TRY TO PICTURE IN YOUR MIND ALL THE INFORMATION IN THE

SOCIAL SECURITY FILES.

OR THE H-E-W FILES ON WELFARE CASES, AND ON EDUCATIONAL

GRANTS.



- 11 -

OR H-U-D'S FILES ON URBAN RENEWAL AND HOUSING PROGRAMS.

OR THE COMMERCE DEPARTMENT'S REPORTS FROM BUSINESSMEN

ON JUST ABOUT EVERY FACTOR IN THEIR BUSINESSES.

OR THE AGRICULTURE DEPARTMENT'S TREMENDOUS FILE OF

REPORTS ON FARMS AND FARMERS.
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THAT’S JUST A BEGINNING. BUT KEEPING THOSE IN MIND---HOW

WOULD YOU PROCEED TO DETERMINE WHAT IN THOSE FILES IS PERSONAL

INFORMATION ABOUT INDIVIDUALS?

HOW WOULD YOU WORK OUT WAYS OF DETERMINING WHAT PART OF

THAT INFORMATION SHOULD BE CONFIDENTIAL?

HOW WOULD YOU APPLY GUIDELINES TO MAKE SURE THAT

CONFIDENTIAL INFORMATION STAYED CONFIDENTIAL?
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THAT'S THE TASK OUR COMMITTEE FACES. WE NEED A MOST

CAREFUL STUDY AND ANALYSIS OF THESE QUESTIONS BEFORE WE CAN

DEVELOP ADEQUATE PROTECTION POLICIES. WHEN OUR FULL COMMITTEE

MEETS IN TWO WEEKS, I HOPE IT WILL APPLY ITSELF TO WAYS OF GETTING

THIS INFORMATION....AND GETTING IT QUICKLY.
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ANOTHER AREA OF CONCERN IS THE USE--SOMETIMES MISUSE--

OF NAMES ON MAILING LISTS MAINTAINED BY THE FEDERAL AGENCIES. 1

HOPE THE COMMITTEE WILL DISCUSS THIS PROBLEM AND SETTLE ON SOME

GUIDELINES TO PREVENT SUCH LISTS FROM BEING MISUSED, BOTH BY THE

FEDERAL AGENCIES THEMSELVES AND BY ANYONE TO WHOM THE AGENCY MIGHT

SELL THE LIST FOR OTHER PURPOSES.



e

MORE INDIVIDUAL PROTECTION IS NEEDED FOR THE CONSUMER ON

INFORMATION FOR BUSINESS TRANSACTIONS. WE HAVE THE FAIR CREDIT

REPORTING ACT. PERHAPS WE MIGHT LOOK TO EXPANDING THE PRINCIPLE

OF THAT ACT TO VOLUNTARY CODES COVERING TRANSACTIONS INVOLVING

PROPERTY AND SERVICES AND SIMILAR PERSONAL OR FAMILY MATTERS.

TWO NEW AREAS INVOLVED IN THE “WIRED SOCIETY” CONCEPT

WE HEAR SO MUCH ABOUT ARE LIKELY TO TRIGGER CONSIDERABLE DISCUSSION

IN THE COMMITTEE MEETING.
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THERE IS NO QUESTION THAT TECHNOLOGY HAS BROUGHT US
TO THE WIRED SOCIETY CAPABILITY. YOU CERTAINLY HAVE HEARD OF THE
EXPERIMENTS IN USING CREDIT CARDS COUPLED WITH BANK ACCOUNTS, TO
PROVIDE COMPUTERIZED RECORDS FROM THE CASH REGISTER AT THE POINT
OF SALE TO THE BANK AND BACK AGAIN. BUT IF IT"”S YOUR CREDIT CARD
AND YOUR FINANCES INVOLVED, YOU OUGHT TO BE ASSURED THAT NO ONE
IS TAPPING THAT COMPUTER TO COMPILE A VERY PERSONAL HISTORY OF YOUR

SPENDING HABITS. THIS QUESTION MUST BE MET AND SOON.
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CABLE-TV IS NOW SO WIDESPREAD WE HAVE TO START THINKING
ABOUT WAYS TO PREVENT ELECTRONIC SNOOPING, SO THAT INFORMATION ABOUT
YOU AS A CABLE SUBSCRIBER, OR ABOUT THE SERVICES YOU ARE GETTING
DOES NOT GET SIPHONED OFF FOR MISUSE.

THE COMMITTEE, I HOPE WILL CONSIDER THESE MATTERS IN THE
VERY NEAR FUTURE. AND LOOMING IN THE BACKGROUND IS THE BIGGEST AND
BROADEST QUESTION OF THEM ALL: HOW DO WE APPLY WHATEVER SAFEGUARDS

ARE DEVELOPED?
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AS T SEE IT, THERE ARE TWO APPROACHES TO USE IN PROVIDING

PROTECTION FOR THE INDIVIDUAL.

WE CAN SET UP A SUPER-FEDERAL AGENCY--SIMILAR TO, BUT MORE

POWERFUL THAN--THE F-C-C. A SUPER-AGENCY THAT WOULD POLICE EVERYTHING.

IT IS AN EASY WAY. BUT IT IS A DANGEROUS WAY.

I HAVE GREAT CONCERN ABOUT THAT APPROACH. ANY AGENCY SET

UP TO PROTECT CONFIDENTIAL INFORMATION COULD ALSO HAVE ACCESS TO THAT

INFORMATION.
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SO HOW DO YOU POLICE THE POLICEMAN, TO INSURE HE ISN'T

MISUSING HIS POWER? AND MAKE NO MISTAKE--SUPERVISING THAT GREAT

STORE OF PERSONAL INFORMATION COULD PRESENT GREAT TEMPTATION FOR

MISUSE IF SOME UNSCRUPULOUS PERSON OR GROUP WANTED TO MOVE THAT WAY,

I LIKE THE ALTERNATIVE. IT'S NOT AS EASY. BUT I BELIEVE

THE INDIVIDUAL SHOULD BE HIS OWN POLICEMAN. THIS APPROACH IS

COMPLICATED, AND DIFFICULT. BUT TO MY THINKING, IT IS FAR SUPERIOR

TO THE IDEA OF A BIG BROTHER AGENCY TAKING CONTROL.
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AMONG OTHER THINGS, THE INDIVIDUAL WAY WOULD NEED A LOT OF
HELP FROM YOU IN THE MEDIA. THE CITIZEN MUST KNOW WHERE INFORMATION
ABOUT HIM IS STORED, WHY IT IS NEEDED, AND WHAT INFORMATION THE
FILES CONTAIN. EACH CITIZEN MUST HAVE ACCESS TO THAT INFORMATION WHEN
HE WANTS ACCESS. A FEW EXCEPTIONS ARE NECESSARY--SIMILAR TO SOME OF
THOSE IN THE FREEDOM OF INFORMATION ACT. BUT IN THE VAST NUMBER

OF CASES, ACCESS SHOULD BE GIVEN.
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RIGHT NOW, GENERALLY, THE AVERAGE CITIZEN HAS NO READY

MEANS OF KNOWING WHAT INFORMATION ABOUT HIM IS ON FILE---NOR HOW

SUCH INFORMATION IS BEING USED.

SO WE---YOU IN THE MEDIA, AND THOSE OF US IN THE FEDERAL

GOVERNMENT---HAVE A LOT OF WORK TO DO IN GETTING PEOPLE MORE INVOLVED

IN THIS PRIVACY PROBLEM,



- 22 -

I HAVE GREAT CONFIDENCE THAT THE COMMITTEE ON PRIVACY

CAN LEAD THE WAY. THE COMMITTEE STAFF, ALONG WITH THE OFFICE OF

MANAGEMENT AND BUDGET AND CONCERNED EXECUTIVE AGENCIES ALREADY

HAVE PROPOSED SOME NEEDED LEGISLATION,
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THE DRAFT BILL WOULD PROVIDE FOR SOME FUNDAMENTAL SAFEGUARDS:

--IT WOULD REQUIRE THE FEDERAL GOVERNMENT TO MAKE ITS RECORD-
KEEPING SYSTEMS A MATTER OF PUBLIC RECORD.

--IT WOULD PROVIDE THE MEANS FOR ANY INDIVIDUAL TO INSPECT
HIS RECORDS, AND TO CHALLENGE THE ACCURACY.AND EVEN THE VERY NEED

FOR THOSE RECORDS.
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--IT WOULD PREVENT THE FEDERAL GOVERNMENT FROM USING THE

INFORMATION COLLECTED FOR PURPOSES OTHER THAN WHICH IT WAS COLLECTED

WITHOUT NOTICE TO THE INDIVIDUAL OR PERMISSION FROM HIM,

--IT WOULD REQUIRE THE FEDERAL GOVERNMENT TO ESTABLISH

REASONABLE SAFEGUARDS TO PROTECT THE SECURITY AND CONFIDENTIALITY OF

SUCH INFORMATION.

THIS IS NOT A PARTISAN MATTER. AND WE HOPE THAT AGREEMENT

CAN BE REACHED ON LEGISLATIVE LANGUAGE IN TIME TO GET CONGRESSIONAL

ACTION THIS YEAR.
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I THINK WE ARE MOVING TO MEET THE THREATS RAISED BY THE
TREMENDOUS ADVANCES IN ELECTRONIC RECORD KEEPING. BUT WE HAVE TO
MOVE RAPIDLY TO STAY AHEAD. AND I LAY UPON YOU THE CHALLENGE TO
HELP ALERT OUR CITIZENS TO THE POSSIBLE DANGERS THEY FACE; TO THE
PROPOSED PROTECTIVE DEVICES; AND TO THEIR RESPONSIBILITY FOR KEEPING
INFORMED.

YOU WILL BE DOING YOUR COUNTRY AND YOUR FELLOW COUNTRYMEN
A MAJOR SERVICE.

THANK YOU,



MEISAGR FOR ROPEST HARTHANI:

Ue are dexing the THIPD draft of the vronosed sneesch for the Proadcast Rditorial

=

Association session on Wed., June 26, It has besn siiswsds examined and cleared

Director
by three members of the staff of the ™rivacy Comnmitbee, inclnding DNepuby Zessesdeize

Crmsmegege Tonug Motz
The sveach is based mainly on 8 poovosals which the Commmittee Staff will

nrasent the Commitiee on July 10th, The Vice Prasident, T under<tandd, has not

vel been briefed on the conbents of the staff recommendabions, They are merely

gl luded to in the text of the speech, since the staff wanted no formal announcenent

of the contents of the pronosed text.

Please excuse the rough cony, but it is very late, and T didn't wantk %o

keeo the girls, so I retyped the final draft msd in my .own hunt-and-pzck
stvle, I hope it is readable,
far reproduction purposes,

“e will need to have the final version Tuesday morning at the latest/ It

woinld be ~asier if we could get it Monday,
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It is truly a greab nleasurs for me to join you this morning, This is the first
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Ltime T have net with the ladizs and gentlemen responsible for broadcas
Just one month ago T snoke--also for the first time--to the Association of "di
Cartoonists, The cartoonists said they invited me to get a better idea of my l
trus identity,

In the next few days some carbtoons anoveared showing three Jerry Fords, and
carrving the caotion---"Will the REAL Jefry Ford please stand upih

I still like cartoons and cartoonists.

I hop=2 you editorial writers like the R7AL vYerry F ord s

okt
Because, even when they hit hard, I like editorialg---think they are worth 5
reading and watching. And T like editorial writers.

I may disagree with them on occasion. Esnecially the ones who urege we to

A

stop traveling and to stop talking,

But T believe that public officials--particularly those of us in the federal
govarnment--have a duty to irform the citizens of this country, We ir opublic office

ES

have a duty to speak out as often as we can, sc long as we don't interfere with

J.

H»

eur official duties,

I am proud of tha fact that T have held more than L0 news confer-nces in the
soms 26 weeks T have been in office, TIn every city T visit--if there is timege-
T try to mest with renorters,

I talk with news people,in and out of news conferences, as often as T can,

And T talk with as many citizens as I can on my trips.

T find I'm learning a lot from those conversations, And when I speak, I



i

hope T contrivu*e to a better understanding of the federal government!s provlems and

attitudes.,

T intend to keep this two-way conversation going witkkr as long as T hold office,

And it 1s in that sense that I want to discuss with you this morning a matter

[ consicder of major imporuance to every citizen of our country. And of special

: )

interest to you, who are rightly corcarned with mekmkimy geparating the significant

from the kwmxiwimxx insignificant in the flow of events.

Right now, the heavy flow of news on the atergate matter is mwex obscuring

a number of issues of gr-at importance to a1l of us.

One of these is the oroblem of insuring nersonal privacy in a computerized

o

socisty which threatens to oven the mosb personal affairs of sachof us to anyone with

FJ

ccess to computer~stored informabion,

b

belisve this is one of the most serious ororlems we Tace today. And

the least-r=alized,

One part of the prorlem involves a hige naw comuter network wadkdx plan labeled
= & = %

‘J

dream of ths CGeneral Services Administrat:on, G=S-A wants to establish the

largest non-military computer network in U. S. History. It would have a
g Y

FEDNETo  EBvery hsard of it? Few nsonle had until recently, FEDVET is the

ket

fiture potential for linking large amounts of personal information mxk into a massive

computer bank, There had been little considsration of the protection of the

orivacy of that information in the planning for this giant netwerk, That worried

TiRe

As you may know, T am Chairman of the Momestic Council's Commmittze on the

Right of Privacy, appointed by the President to make recommendations for actinn

to protect personal privacy in just such cases as this,

I
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the FIDNET plans, and has promised that further action will cdepend on development
of protaction guidelines, T feel this revresents a big plus for privacy. Bxk

But the oroblem of guidelines still h=s to be worksd out,

-

ind there, our Commmn'tte may be of soms assistance. Just two weeks from tody
the Commmittee on Privacy will meet to discuss ways of protecting individual
privacys fupzzaixthatrzmereax  some of which counld anply as FEDNET gnidelines,
I hope the Commmittee will égree to chart several ways to tighten controls
over the storing and use of personal information in the federal govarnment,
It is not as e=sy as it sounds,
The queshions the Commmittes will have to consider involve literally millions
of Americans and billions of bits of parsonal informati on about those Amsricanss,
Perhaps T can help you visulaise the problem this ways:
Try to picture in your mind all the information in the Social Security files,
Or the Mwfx H ~Z-W files on welfare cases, and on educational grants,
Or H-U-D 's files on urban renewal and housing DTOST A8 o
Or the Commarce Denartgent's raports from bus ‘messmen on Jjust about every
“actor in their businesses,

Or the ‘griculture Nepartments tremendois file of revorts on farms and farmers

?
. That's just a berinning, But keening ‘hose in mind--~how would vou
proceed® to detarmine what in those files is parsonal information ahout individuals?

How would yon work out ways of determining what part of that information
should be confidential?

How would you apply guidelines to make sure that confidential informatinn
stayed cornfidential?

That's the task ocur Commmittee faces., #kxthmx We need a most careful study
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) ; L can \Jveéoo adequate nrotection volicies
and analysis of these questions before ixzo”ngxzaz oD WA DTS S AW R AR ATV A ST o4 [ oY

“hen our full commmittes meets in two weeks, #kwx T hope it will aonly itself dicx
to ways of gettin g this informations...and getting it quickly.

Another ar=a of concern is the use--sometimes misuse--of names on mailing

l_h

lists maintaired by the federalz agencies, T hope the Commmittee willdiscuss th

oroblem and settle on some giidelines to prevent such lists from being misused, rmik

roth by the faderal agencies themsslves and by anyone to whme the agency might

sell the list for other ourpnoses.

HMore individual protsction is needed for the consumer on ivformation for
hiiginess transactions, 'We.%' the Falr Credit Reporting Ack. Pe"haps we might |
look to expanding the princinle of that act to voluntar+ codes covering transactions
involving nroperty and services and similar personal or family matters,

Two new areas--- involved khw ‘n the "wired society% concept we hear so rmch
about are likely to trigeer considarable discussion in the Commmittes meeti ing,

has brought us

There 1s no questi-n that technology ifzlwimgizx ux to the wired socisty
cansbility., Tou certainly have hsard of the expariments in using credit cards
couoled with hark accounts, to provide computerized transzfawavefs records fron
the cash registerw at the point of sale to the bank and back againe Bug if it's
qur credit card and your finances involwved, you ought to he gn%fiu d& that no - 3
one is tanping that computer tolcompile a very parsonmal history of your spending
habits, This question must be met and soon,

Cable~TT is now wprexd so widespr-mad we have to sbart thinking about ways to
wevent elactronic snooping, so that information about you as a Cable subseriber, or

abou® the servieces you are getting does not get siphoned off for misuss.

The Commmittee, T hope will consid=r these matters 1in the very mear future.
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And looming in the backeround is thek bigpest and broadest Question of them alls
How do we amnly whatever safeguards are developed?
As T see it, there are two approaches 1o use *ﬁ nroviding protection for
the indiwidual,
We can set up a Super-Federsal Agency--similar tom, but more powerful than---the

F-C-Co A super-agency that would nolice everything . 5 |

9]

an easy way.

But it is a dangerous way.

I have great concern ahout that approach, Any agency set up to Jespsmséa nrotet t

eonfidential information could also have access to that information,

So how do you police the policeman, to insure hex isn't wisusing his nower?
And make no mistake--supervising that great storé of personal information could
prasent great temptation for misuse if some unscrupulous person or group wapted o
move that way,

I like the alternative. It's not as easy, But T baliave the irdividual sx&
should be bis own policeman, This approach is complicated, and difficult. BRut to
my thinking it is far superior to the ideaof a Big Prother Agency tsking control.

Among other things, them individual way would nced a lot of help from you

<l in the media, The citizen must mnow where information abont him is dored

why 1t is needed, aﬁd wize what information the files contain, "ach citizen must
have access to that information when HE wants access. A few exceptions arse
necessary--similar to soms of those ‘n the Freedom of Informatinn Act. Put in tle
vast mumber of cases, access shonld be given,

Richt now, the average citizen has no means of krowing what ‘nformation
about him is on file---nor what such i formation is bein~ used,

50 we-~-you in the media, and those of us in the federsl government---hwz e

2 1ot of work to do in ¢a“ting peonle more involwed in this nrivacy nrohlem,




The ( oﬂnnit+pe staff aLI 2ady has proposed soms

Commmittee on Pr¥ivacy can lead the

o 'fi:f o

aessse needed legislabion g, Fikwiesmeeey

drafti® bill would

provide

\forbid

el 1 would

racord keeving system,

the federal government from

for some furdamental safeguardss

ma'ntaining any secr ©

~-=1t would set limits on the amount of information the federal government

could co'lect,
~-~It wounld provide the means for any

and to challenga

s i
thef®-accuracy and

‘rdividual to _ig= inspect his records,

syen the Yeby need for thoss records.
: e

ederal govarnment from using the information

ollected i thout notice

~

-= It would orevent *the
collected for purposes other than which it
to the individualy, or »ermission from him,
==~ It would require the Federal gowernment toes

(=1

teblish reasonable safeguards

to protsct the sscuri ity and confidertiality of such information.

This is not a partisan matter,
~Lan f eSS ‘ﬂ’l‘j/)

! ?uJ'hd(1nn¢nw # in twna to gptnﬁotl“n_this vear,

T think we

@

tremendous advances

You will be

major service,

Than¥ You.

And we hop= that a

are moving to mset the me thraats raised by the sse

racord keeping.

agreement can be raached on

But we have to move
alert

rapidly to

2 our ; o8 {'Q :
the challenge to_help Rmagnﬁkﬁ citizens = 4

, =,ﬁrofrct1Vb 66‘1ﬂe;i>
i and to their responsibi Lities

for keeping informed,

ing your country and your fellow countrymen a wwsk
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1% 8FF HO, 3 EBSARES T VIGE PR-SIDBT CERRilr R, ¥OED
BETICHAL IBNANGEST VITRRLLL ASOCIETION
MAYFLOWER OTEL, O-SSITHGTOM D. C.
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it s truly & gred olezsore for we to joln you this sorning. Tuis is the firvst
time T hove mel with the lsdics @ pentlomsn respensible for broadcast «hitorisis.
Just one month spo 1 spoke—aiso For the First time—to the Rasociabion of “dilorisl
Cartoonists, The cartoonists ssid they invited we to petl a Letber 16c& of af
true identity.

In the next few dayr some caricons sopesrod showing Hooe Jary Fords, wad
czrrying Lhe cotion-—FHill the RELL derry Ford plesse stand upl®

I still like (:s:rtfscma @6 cartoonists,

__ I hope vou editerizl writers Jike the FRL derry FO;%L -

Heceuse, oven when they bhit hard, T like oditorials-—-think they zre wrth
veading =nd vstching. Ergt T like editaris) yriters,
s Y WAy Giségr&& with {ém on (x:;‘:a&i{sﬁ, E’}'ﬁks’:i&ll}f the ones vho urge we to
stop traveling @sd fo-stop-talkizg. - - -~ 3 L g

Pot 7 believs Lhat ;;uh}i(: officlzls—partical arLf tinse of vs in the Ffedersl

Fovermwent—have £ doty to Lrfom the citizens of this coontry. ¥e L palic oifice
have @ doly to speak oulb a6 ofton 28 we cany 50 1oty 28 ve dan’ @ interfere vith
~ar officisl doties. ‘

I» &% prowd of the ‘.fa(-t- th=t T have i‘g&}ﬁ wore that 0 nees conferonces in the . -
some 26 wecks I bave been in office, In overy ciiy 1 visit—if there is tine—
I try to meelt vith revortars,

I txlk with news people,in and oot of neve conlaranees, as oflen as 1 can.

Erd T i{s1) with == many citizens 55 T can on my irips,

I find I'm lesnlng = ot from those conversations. Fid vhen 1 spesk, I




lope I contrivole Lo & better wndirslanding of the federal povortmendis problioms @l
attitudes. -
T intend to keop this tecwamy conversation rolvy EikEx a8 long = I hold coffice.
&nd it is in that sense Lhst }.w&ht to discuss with yoo this morning & ustier
I congider of major importance to cwery citisen of {mr‘ ;f:{si}l‘i_isif_i", R of specizl
ipterest to you, wio sre rightly corcaned with @iy separstine the significat
from the tpbeno insipnificant in the flow of events,
Eight now, the hezvy f low of news on the Vatearpate matier is weer A-SCOring
z msher of isses of grat imortarce to 21 of us. o
('m_z of these is the woblem of lLrsuring personzl privacy in z commterized
soclety eiich threatens to oo the ot versonal =Tfzirs of sachof vs to aiyone vith
&lz{:ﬂ# io commter-storad informbion,
I believe this is one of the wosl sericus problems we Tace todsy, End one of
the lesst-reslised,
{me part of the probles inwlves 2 hnge new comoler nstwork &3 plan 1sheled
FEEIFT. Every bewd of i3 Feu tma’ler hiat mﬁii recently, FEBET is the
dresm of the General Services tdministratian, 83 wants to estsllish the
Ie:g&ﬁ non-gilitary cosputer network in Ul, &, Bistory. It vpould lave = pxiwstist
folore potentisl for liunking lsrpe smounts of personal juformstion wxk ihto z massive
computor bank, = There led heen little considersticn of the protection of the
mrivacy of that infomstion in the planning for this gisnt nebwerk, That vorriad
&5 you say bnow, 1 am Chairsn of 4he Domostic-Covncills Cammsitioe on the =

TR o Privacy, sopolnted by

io protect poraai) privacy in just such cases as this,
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I z= hagpy to say that——paortly &t wy urping—the G-S-£ has sgreed to re-evaluate
e ;g;;qg plans, airt les proslised thet forther sciiom will depemd on developamont
of g‘gxst;mt.iaﬁ guldelines, T feel this remresents = hip plos for privscy, Ik
tol the pravlea of guidelines still bas to be vorked owt,

trd thore, cur Cowem'iie may be of came sssistance, Jdost lao veeks from Lodg

the Commuitloe on Frivacy vill mcet to discuse ways of protecting 1idividosl
grivacy, basmsicisitccmesmey  soee of which could apply :[:? VERET poidelines, |
T hope the Comemitiee vill gproe to chart sevorzl ways Lo Lighisn coptrols
over the sloring an® vse of personal informstion in the federal FOVOrTEENL .
It is nol us ey 2z 1t soords,
The questiae te Commitiee vill bave o consider involve litersily miilions
of Buericans znd billions of bits of personal jrformstion shout those Fuw-ricanss,
Pertaps I can belp you visulzige the [ooblem this Vv 3
Try te pirtare in your mind 211 the informticn in e Socizl Security files,
Or the Falx | -B-¥ files an velfare cases, =od on ewecations) prants,
Or B0 is files on wrhan renewel s bonsing 1ropraes,
Or the Camerce Naertgent!s 1ojorts from lus inessewn on just zhovt cvery
fzclor in their lasinesses,
Or tle ‘gricoiture Pepsrtments tromendous File of renorts on farms and Faresss
Trat's fust 2 barimning. Fuot keening ‘hese in mind—-lowr wonld ya
tf:l‘(’(:tf&ﬁ to delerwing what in these files is pervonal inj‘tnma—t.ir_»n zlwait jrdividosls?
B vould you work ovt vays of detarminiog what pert of thet inforsstion
shoald be confidgentizl? -
biow would yout soply poidelines o make sore that confidentizl iidormstion

stayed confinepiialy

Tual's the lask our Commmitiee fuces., Eolkss Ve need & most carefnl stody




i T

=

3 % - 3 s - - R i Ign alc gt
sif snslysis of those questions before fimbmossl CRIEEETINES

Thon cur Jull comwmibiec wecls in two weeks; sy T lope it wil) aoply itself diies
lo vays of poltin g thie InFOrmslione. . & petiing it guictly.
Enctber sros of corearn is i_é_;t:, use--mmmeliges wisuse——of nomes o0 walilng

Jicte meiitaimd by the fedorsly sgeancics. 1 hope the Commitiee w3113 scuse this
vrohlem zed selile o sowe poidelines o prevent sach lists from beliy sisosed, ¥
both by ihe Freral agencics themselves ant Ly agone Lo whrae the :-—_g‘-‘{-ﬂh{,'? wight
=211 e Yist T olber purposes. 3

Hore irdividna) protartis is peoded for Use conmmesr on ixf‘rrra@:tin; for
hesiness transsctions, Ve leve Lhe V&l Credit Begaling St Fordaps vo wight
lcak o opanding the privciple of ihel aclb o vgh‘ﬁg;.;y?_. codns ook 1 trsn .::wfgztims.s
invelving oroperty and services zd similer perseal or famidy wellers,

Teo Tear ereas-—— involved B b the "rired soclety® corcept we hear so mich
about zre Jikely to tripror considorshle discussion in the Comeslitles mecting.

hiss M-{tiughi- us '

Thore is ne guestis-n that toclnclopy Likrimdr £ to the vire® socicty

cerebility, Yo co-lsinly lave hemd of the oyerisents in usiog credit cads,

counied with hark accounts, te provide compteorized Srersfersysis rocords from

the cash repistery at the point of sale Lo the Lank zrd back apzin, ot if it's

=t Ll o

Four Ccrefit cerd @ yoor Finsnces Livolved, you oupht fo be
une 156 Lenpity that compoler to complile & very persomal histary of your spending
hahits, Tims coosbion sost e wel =0d soon,

iz Ceble-TV is now xErest so widespr=ad ve lave to slet iy zbout vays to

jrevent clecbronic seoping, s Ulat Lnformation shal you 25 =& Cable suberriber, or

sbou’. the syviess yoo zre pelilng does nol gel sipb@wd off for misosc,

. Fie Commities, I bope will comsida these maltters in Uw vory pesr fomre

AT



@)

Lvd loosing v the baclrrowud iz Lok higprest 2 broafest guestion of thesm siis
jige ©o o 5:;3_{ vhalever safepusida sre developen?
e T roe it, there zre two aj:zif‘{;“iéiﬂ_%& Lo use n providing proection for
the i1 ;{ widoali.
¥e czn sel up & Super-Yedersl fperey--similier log, Dol wee poverfnl bhan---ihe
-0, £ sper-apecy Uel wvould police everything . It is an oasy Wy,
ol it is & Cawerous gay.
1 hawe groel comeorn Sanl Lhal soproach.  Any apency zel un lo e jrood U
e idential irdorestion conld #lse hove socess o 1=l 'Sn%‘{er&'; Lion, s,
fo 2{%;?:} ¥ police the policosman, o rsure e jan't misusie his poesar?
Erd make no mistale—sppervising thet grest store of personsl hidformatimm  could
prosent grost tesplation for misuse if sowe unscromlcus jovson or group l:&!‘l’{?ﬁ tt*
wove Lhat vay, >
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It is truly a great pleasure for me t;;join you this morning., This is the first
time T have met with the ladi=s and gentlemen responsible for broadcast editorials.,
Just one month ago T spoke--also for the first time--to the Association of "ditorial
Cartoonists, The cartoonists said they invited me to get a better idea of my
true identity,

In the next few days some cartoons appeared showing three Jerry Fords, and
carrying the cantion--~"Will the REAL Jerry Ford please stand upi"

I still like cartoons and cartoonists,

I hope you editorial writers like the RWAL Jerry Ford,

Because, even when they hit hard, I like editorials---think they are worth
reading and watching. And T like editorial writers,

I may disagree with them on occasion., Especially the ones who urge me to
stop traveling and to stop talking,

But T believe that public officials--particularly those of us in the federal
government--have a duty to irform the citizens of this country, We ir public office
have a duty to speak out as often as we can, so long as we don't interfere with
our official duties.

I am proud of the fact that T have held more than L0 news conferences in the
some 26 weeks T have been in office, 1In every city T visit--if there is time-=-
I try to meet with revorters,

T talk with news people,in and out of news conferences, as often as T can,
And T talk with as many citizens gs T can on my trips,.

T find I'm learning a lot from those conversations, And when T speak, I
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hope I contrivute to a better understanding of the federal government's problems and
attitudes.,

T intend to keep this two-way conversation going wkkkx as long 2s I hold office,

And it is in that sense that I want to discuss with you this morning a matter
T consider of major importance to every citizen of our country. And of special
interest to you, who are rightly concerned with mmkwkimg separating the significant
from the Jmxkgiwmxx insignificant in the flow of events,

Right now, the heavy flow of news on the Waterpate matter is mx obscuring
a mumber of issues of gr-at importance to 41 of us,

One of these is the problem of insuring personal privacy in a computerized
society which threatens to open the most personal affairs of eachof us to anyone with
access to computer-stored information,

I believe this is one of the most serious problems we face today., And one of
the least-realized,

One part of the problem involves a huge new computer network makix plan labeled
FEDNET, Every heard of it? Few peonle had until recently, FEDNET is the
dream of the General Services Administration, G=-S-A wants to establish the
largest non-military computer network in U, S, History, It would have a morkwwikiak
future potential for linking large amounts of personal information mik ihto a massive
computer bank. There had been little consideration of the protection of the
privacy of that information in the planning for this giant netwerk., That worried
me.

As you may know, I am Chairman of the Nomestic Council's Commmittee on the

Right of Privacy, appointed by the President to make recommendations for action

to protect personal privacy in just such cases as this,
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T am happy to say that---partly at my urging--the G-S-A has agreed to re-evaluate

the FEDNET plans, and has promised that further action will depend on development

of protection guidelines, T feel this represents a big plus for privacy. Bxk
But the oroblem of guidelines still has to be worked out,

And there, our Commmitte may be of some assistance. Just two weeks from tody
the Commmittee on Privacy will meet to discuss ways of protecting individual
privacy, Zommzufxthexrxzeeymex some of which could apply as FEDNET guidelines,

I hope the Commmittee will agree to chart several ways to tighten controls
over the storing and use of personal information in the federal govarnment,

It is not as easy as it sounds,

The questions the Commmittee will have to consider involve literally millions
of Americans and billions of bits of personal information about those Americanss,

Perhaps I can help you visulaige the problem this ways:

Try to picture in your mind all the information in the Social Security files,

Or the Hablx H -E-W files on welfare cases, and on educational grants.

Or H-U-D 's files on urban renewal and housing programs,

Or the Commerce Dgnartment's reports from busimessmen on just about every
factor in their businesses,

Or the "griculture Departments tremendous file of reports on farms and farmery
That's just a beginning, But keeping those in mind---~how would you
proceed&t to determine what in those files is personal information about individuals?

How would you work out ways of determining what part of that information

should be confidential?

How would you apply guidelines to make sure that confidential information

stayed confidential?

That's the task our Commmittee faces., kkxktkax We need a most careful study
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g adeayate protection policies
and analysis of these questions before iggdgigxugge%ggznme nggxggwxggzpzungo

When our full commmittee meets in two weeks, #wkzx I hope it will apply itself dbiox
to ways of gettin g this informationsc..and getting it quickly.

Another area of concern is the use--sometimes misuse-~of names on mailing
lists maintained by the federalx agencies, I hope the Commmittee willdiscuss this
oroblem and settle on some gridelines to prevent such lists from being misused, ik
both by the federal agencies themselves and by anyone to whome the agency might
sell the list for other purposes.

More individual protection is needed for the consumer on imformation for
business transactions, We have the Fair Credit Reporting Act. Perhaps we might
look to expanding the principle of that act to voluntary codes cbvering transactions
involving property and services and similar personal or family matters,

Two new areas--- involved kk& ‘n the "wired society® concept we hear so much
about are likely to trigeer considerable discussion in the Commmittee meeting.

There is no questinn that technology hsg&:;z:ggzgu:x to the wired society
capability, You certainly have heard of the experiments in using credit cards,
coupled with bank accounts, to provide computerized txamsfarsxefz records from
the cash registerx at the point of sale to the bank and back again, But if it's
your credit card and your finances involved, you ought to be gniigﬁigg& that no
one is taoping that computer to compile a very personal history of your spending
habits, This question must be met and soon,

Cable~TV is now xmemad so widespr=ad we have to start thinking about ways to

poevent electronic snooping, so that information about you as a Cable subseriber, or

abou” the services you are getting does not get siphoned off for misuse.

The Commmittee, T hope will considsr these matters 1in the very mear future.
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And looming in the backeground is thek bigpest and broadest question of them alls
How do we apply whatever safeguards are developed?
As T see it, there are two approaches to use in providing protection for
the indiwidual,
We can set up a Super-Federal Agency--similar tom, but more powerful than---the
F-C-C., A super-agency that would police everything . It is an easy way.
But it is a dangerous way,
I have great concern about that approach, Any agency set up to msimmmie protet t
confidential information could also have access to that information,
So how do you police the policeman, to insure hex isn't misusing his power?
And make no mistake--supervising that great store of personal information could
present great temptation for misuse if some unscrupulous person or group wanted to
move that way,

I like the alternative., It's not as easy, But I believe the irdividual ik
should be his own policeman, This approach is complicated, and difficult., But to
my thinking it is far superior to the ideaof a Big Brother Agency taking control,

Among other things, them individual way would need a lot of help from you

’ in the media, The citizen must mnow where information about him is fored,
why it is needed, and wmm what 1nformat'on the files contain, Tach citizen must
have access to that 1nformat10n whnn HE wants accessar A few exceptions are
necessary--similar to some of those ‘n the Freedom of Tnformation Act. But in tlee
vast number of cases, access should be given,

Right now, the average citizen has no means of krowing what information
about him is on file---nor what such i formation is beinr used,

So we---you in the media, and those of us in the federal government---har e

2 lot of work to do in getting peonle more involwved in this privacy problem.
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I have great confidence that the Commmittee on Privacy can lead the way.

Errairrrrysite sincransae T asl X r—
The Commmittee staff already has proposed some =sebise needed legislationg, Wininsstrmalade:

The draft& bill would provide for some fundamental safeguardss

-t would%he federal government from maintaining any secr-t

record keeping system,
===t would set limits on the amount of information the federal government
could collect,

--=It would provide the means for any individual to jmm inspect his records,

h ds.
and to challenge the&accur'icy and w L T e e

== It would orevent 'the federal govermment from using the information
collected for purposes other than which it was collected without notice
to the individualy, or nermission from him,
--= It would require the Federal government toestsblish reasonable safeguards
to protect the security and confidentiality of such information,
This is not a partisan matter, And we hope that agreement can be reached on
l X —~anfress
’Q?w d’wdanguage #& in time to get pction this year,

T think we are moving to meet the ase threats raised by the tmmisssiwsys

b e e

tremendous advances in electronic rscord keeping. But we have to move rapidly to
alert our

stay ahead, And T lay upon you the challenge to_help kuammeided citizens

s

‘) A" g otetive devices

PRSI TXYS D"

| and to their reépbnsibilities for keeping informed,

You will be doing your country and your fellow countrymen a sk

major service,

Thank You.
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And it is in that sense that T want to discuss with n you this morning a matter

T consider of major importance to e every citizen of our country. And of special
interest to you, who are rightly concarned with mEmkiny separating the significant
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a mmber of issues of gr-at importance to 4.1 of us,
One of these is the problem of insuring nersonal privacy in a computerized
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access Lo computer-stored information,
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I believe this one of the most serious ordhlems we face today, And one of
the least-raaliged,

One part of the problem involves a huge new comuter network i nlan labeled
IBTe Every heard of it? Few peonle had until recently,
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As you may know, T am Chairman of the Tomestic Couneil's Commmitbse on the
Right of Privacy, aopointed by the President to make recommendations for actinn
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But the oroblem of guid to be worked out,

And there, our Commn tte may be of soms assistance. Just two weeks from tody

the Commmittee on Privacy will meet to discuss ways of protecting individusl
privacy, Bumezmfxihatrxzreasasx  some of which could aonly as ﬁ%!ﬁl? guideline

I hope the Commmittee will agree to chart several ws ¥s to tighten controls

over the storing and use of personal information in the federal gov-rument.
It is not as ensy as it ;sounds°
The questions the Comamittee will have to consider involve litesrally millions
of Americans and billions of bits of parsonal informabion about those Amsricanss,
Parhaps T can help you visulaige the problem this waye

Try to picture in your mind all the information in the Soecial Security files,
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Or the ¥al=z H ~5~W files on welfare case es, and on educational grantse.
Or H-J-D 's files on urban renewal and honsing programs,
Or the Commarce Nanartyent's raports from bus inessmen on
Factor in their businesses.
Or the ’priculture Deparbments tremendous file of reports on farms and farmerg
That's just a bepinning, Put keening "hose in mind--<how wonld you
proceeddt to determine what in those files is personal information abonut individuals?
How would you work out ways of detsrmining what part of that information
should be confidential?
How wonuld you apply guidelines to make sure that confidential information

stayed confidential?

That's the task our Commmittee faces., &ixkthzx We need a most careful study
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When our full commnmitbes meebts in two weeks, ¥wksx T hope it will aoply itself skidx
gettin g this informationecec.and gebtting it quickly.
Another arca of concern is the use-~-sometimes misuse--of names on mailing

2 o

lists maintzined by the federal: agencies, I hope the Commmittee willdiscuss this

nroblem and seftle on some gridelines to prevent such lists from being misused, wi
toth by the faderal apencies themselves and by anyone to wh'me the agency might
s21l the list for othar ournoses.

More individual protection is needed for the consumer on isformation for
husiness transactions, We have the Fair Credit Roporting Act. Pe"haps we wight
look to expanding the principls of that act to volunbtary codes covering transachions
involving nroperty and services and similar personal or family matters,

'

THO new arcasege involved @Mn the "wired socistyl corcept we hear so ruch

ztout are likely to trigeer considerable discussion in the Commmittee meeting.

has brought us ‘
Thare is no questisn that tectnology ifzbzimginx xz to the wired socisty

capshility, TYou certainly have hsard of the ewperiments in using credit cards,
couoled with bank accounts, to provide computerized transfarsxefz records from

£

the cash registerx at the point of sale to the bank and back again. But if it's

3
L s . : ssured. .. |
your credit card and your finances involved, you ought to be gﬂﬁiamkxgx that no

one is taoping that‘computer to compile a very nersonal history of your spending
habits, This cuestion must be met and soon.

Cable-TV is now zprmat so widesprzad we have to start thinking about ways to
mevent elsctronic snooping, so that information about you as a Cable subseriber, or
abou” the servicss you are getbing does not get Siphoned of f for misuse,

The Commmittee, T hope will consider these matters in the very near fubure
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ow do we annly whatever safeguards are developed?

As T see it, there are two approaches to use in vroviding proftection for
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indiwidual,
We can set up a Super-Federal Apgency--similar tom, but more powerfnl than---the
FeC-Go, A super-agency that would police everything . It 1s an easy way.

Rut 1t is a dangerous way,

I have great concern about thal approach., Any acency set up to uessmssis. protebt
confid 9nt141 formation could also have access to that information,

S50 how do you police the noliceman, to insure hekx isn't misusing his nowen?
And make no mistake--supsrvising that great store of personal information could
prasent great temptation for misuse if some unscrupulous person or group wanted to
move that way.

I like the alternative. It's not as easy, But I belisve the irdividual =%
should be his own voliceman, This anproach is complicated, and difficult. But to
ay thinking it is far superior to the idesof a Big Frothar Agency taking control,

Among other things, thew individual way would need a lot of help from you
e n the media, The citizmen must mnow where information about him is dored

= -t
why 1t is needed, and wime what information the files contain, Tach citizen must
nave access to that information when HE wants access. A few exceptions are
necessary--similar to some of those ‘n the Freedom of Informatifn Act. But in tle

£

i

vast mumber of cases, access should ba

information

.

in the media, and those of us in the federsl fovernment---hzre

S0 we-~~you

= lot of work to do in ge'ting pesonle more ano'*ed in this privacy problenm.
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I have great confidence that the Commmittee on Privacy can lead the way.,
The Committeeﬁ staff, along with the Office of Management and Budget and

concerned Executive agencies already have-jg@s proposed some needed legislation,

The draft bill would provide for some funcamental safeguardse

-=Tt would require the federal government to make its record-keeping systems
a matter of public record,

Ny

-=It would provide the means for any individual to inspect his records, and to

€
challengg’ the accuracy and even the very nced for thosg(égrdso
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~~ Tt would orevent

to the individual, or nerm
~~~ It would require the Federsl government toestshblish reasonahle safeguards
to protect the security and confidertiality of such information,

This is not a partisan matter., And we nop= that agreement can be roached on
w ;. r~ S i

tremendous advances in electronic r-=cord keeping, But we have to move rapidl

' stay ahead, And T lay
\:e&:i \!‘ Ak\m"“ @‘CT ‘S@ ‘b’ 0 _tha t
N e S

5?333,. z;;&;c and to Dhe"_?“ T'F’SDO”ISlbw'Y’Lb}C for keeping informed,

You will be doing

©

your country and your fellow countrymen a Rk

Thank You.
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10:00 A.M., WEDNESDAY, JUNE 26, 1974

. FOR RELEASE ON DELIVERY:

It 1s truly a great pleasure for me to join you this morning. This is the
first time I have met with the ladies and gentlemen responsible for broadcast
editorials. Just one month ago I spoke -~ also for the first time — to the
Association of Editorial Cartoonists. The cartoonists said they invited me to get
a better idea of my true identity.

In the next few days same cartoons appeared showing three Jerry Fords,
and carrying the caption — "Will the REAL Jerry Ford please stand up!"

I still like cartoons and cartoonists.

I hope you ediforial writers like the REAL Jerry Ford.

Because, even when they hit hard, I like editorials — think they are
worth reading and watching. And I like editarial writers.

I may disagree with them on occasion. Especially the ones who urge me to
stop traveling and to stop talking.

But I believe that public officials — particularly those of us in the
federal goverrment —- have a duty to inform the citizens of this country. We in
public office have a duty to speak out as often as we can, so long as we don't
interfere with our official duties.

I am proud of the fact that I have held more than 40 news conferences in
the some 26 weeks I have been in office. In every city I visit — if there is
time — I try to meet with reporters.

I talk with news people, in and out of news conferences, as often as I
can. And I talk with as many citizens as I can on my trips.

I find I'm learning a lot fram those conversations. And when I speak, I
hope I contribute to a better understanding of the federal goverrment's problems
and attitudes. |

I Intend to keep this two-way éonversation going as long as I hold office..

And 1t 1s in that sense that I want to discuss with you this morning a
matter I consider of major importance to every citizen of our country. And of
speclal interest to you, who are rightly concerned with separating the significant
from the insignificant in the flow of events.

(more)
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Right now, the heavy flow of news on the Watergate matter is obscuring a
number of issues of great importance to all of us. |

One of these is the problem of insuring personal privacy in a camputerized
soclety which threatens to open the most personal affairs of each of us to anyone
with access to camputer—stored information.

I believe this 1s one of the most serious problems we face today. And one
of the least-realized.

One part of the problem involves a huge new computer network plan labeled
FEDNET. Ever heard of it? Pew people had until recently.

The General Services Administration proposed FEDNET, which could be the
largest non-military camputer network in U.S. history. It would have a future
potential for linking large amounts of personal information into a massive
camputer bank. There had been little consideration of the protectlon of the
privacy of that information in the plamning for this glant network. That worried
me. '

As you may know, I am Chairman of the Domestic Council's Camittee on the
Right of Privacy, appointed by the President to make recommendations for action
to protect personal privacy in Just such cases as this.

I am happy to say that — partly at my urging — the G-S-A has agreed to
re-evaluate the FEDNET plans, and has pramised that further action will depend on
developneﬁt of protection guidelines. I feel this represents a big plus for
privacy.

But the problem of guidelines stil]_.. has to be worked ‘out.

And there, our Committee may be of same assistance. Just two weeks from
today the Camittee on Privacy will meet to discuss ways of protecting individual
privacy, some of which could apply as guidelines for FEDNET.

I hope the Comittee will agree to chart several ways to tighten controls
over the storing and use of personal infomatiori m the federal goverrment.

It is not as easy as it sounds. |

The questions the Comittee will have to consider involve literally
millions of Americans and billions of bits of personal information about those
Americans.

Perhaps I can help you visualize the problem this way:

Try to picture in your mind all the information 1n the Social Security
flles.

Or the H-E-W files on welfare cases, and on educational grants.

Or the Commerce Department's reports fram businessmen on Just. about every

Fackoe lne-thelr businesses,
_ ‘ (more)



Page 3

Or the Agriculture Departments tremendous file of reports on farms and
farmers.

That's just a beginning. But keeping those in mind -~ how would you
proceed to determine what in those files is personal information about
individuals?

How would you work out ways of determining what part of that information
should be confidential?

How would you apply guidelines to make sure that confidential information
stayed confidential?

That's the task our Committee faces. We need a most careful study and
analysis of these questions before we can develop adequate protection policies.
When our full camittee meets in two weeks, I hope it will apply itself to ways
of getting this information...and getting it quickly.

Another area of concern is the use -- sometimes misusé-— of names on
malling lists maintained by the federal agencies. I hope the Committee
will discuss this problem and settle on some guidelines to prevent such lists
from being misused, both by the federal agencies themselves and by anyone to
wham the agéncy might sell the list for other purposes.

More individual protection 1s needed for the consumer on information for
business transactions. We have the Fair Credit Reporting Act. Perhaps we might
look to expanding the principle of that act to voluntary codes covering
transactions involving property and services and similar personal or family
matters.

Two new areas -—- involved in the "wired soclety" concept we hear so much
about are likely to trigger considerable discussion: in the Comittee meeting.

There 1s no question that technology has brought us to the wired society
capability. You certainly. have heard of the experiments in using credit cards,
coupled with bank accounts, to provide camputerized records from the cash
reglster at the point of sale to the bank and back again. But if it's your
credit card and your finances involved, you ought to be assured that no one is
tapping that computer to compile a very personal history of your spending habits.
This question must be met and soon.

Cable-TV is now so widespread we have to start thinking about ways to
prevent electronic snooping, so that information about you as a Cable subscriber,
or about the serviQes you are getting does not get siphoned off for misﬁse.

The Camittee, I hope will consider these matters in the very near

future.
And Joaming in the background is the biggest and broadest question of

them ali: How do we gpply whatever safeguards are developed?

(more)
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As I see it, there are two approaches to use in providing protection for
the individual.

We can set up a Super-Federal Agency -~ similar to, but more powerful
than -~ the F~C-C. A super-agency that would police everything. It is an easy
way. But it is a dangerous way.

I have great concern about thet approach. Any agency set up to protect
confidential information could also have access to that information.

So how do you police the policeman, to insure he isn't misusing his
power? And make no mistake ~- supervising that great store of personal :
information could present great temptation for misuse if some unscrupulous person
or group wanted to move that way.

I like the alternative. It's not as easy. But I believe the individual
should be his own policeman. This approach is camplicated, and difficult. But
to my thinking it is far superior to the idea of a Big Brother Agency taking
control.

Among other things, the individual way would need a lot of help from you
in the media. - The citizen must know where information about him is stored,
why it 1s needed, and what information the flles contain. Each citizen must
have access to that information when HE wants access. A few exceptions are
necessary -- similar to some of those in the Freedom of Information Act. But in
the vast number of cases, access should be given.

Right now, generally, the average citizen has no ready means of knowing
what information about him is on file — nor how such iInformation is being used.

So we — you in the media, and those of us in the federal govermment —
have a lot of work to do in getting people more involved in this privacy problem.

I have great confidence that the Cammittee on Privacy can lead the way.
The Committee staff, along with the Office of Management and Budget and concerned
Executive agencies already have proposed same needed legislation.

The draft bill would provide for some fundamental safeguards:

-- It would require the federal government to make its record-keeping
systems a matter of public record.

— It would provide the means for any individual to inspect his records,
and to challenge the accuracy and even the very need for those
records.

—-- It would prevent the federal government from using the information
collected for purposes other than which it was collected without
notice to the individual, or permmission from him.

-~ It would require the Federal goverrment to establish reasonable
safeguards to protect the security and confidentiality of such
information.

This is not a partisan matter. And we hope that agreement can be
reached on legislative language in time to get Congressional action this year.

(more)
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I think we are moving to meet the threats raised by the tremendous
advances in electronic record keeping. But we have to move rapidly to stay ahead.
And I lsy upon you the challenge to help alert our citizens to the possible
dangers they face;to the proposed protective devices; and to their responsibility
for keeping informed.

You will be doing your country and your fellow countrymen a major service.

Thank you.





