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Chcpter IV-Codifi~d Presidential Documents E. 0. 11652 

EX ECUTIVE ORDER 11652-CLASSIFICATION AND DECLASSIFICATION 
OF NATIONAL SECURITY INFORMATION AND MATERIAL £AS AMENDED] 

So tiRGE: Executive Order l 1652, 37 FR 5209, Mar. 10, 1972, as amended by the 
foH O\ving: 

E.O. 11714,38 FR 10245, Apr. 26, 1973. 

The interests of the United States and its citizens are best served by 
making information regarding the affairs of Government readily avail­
able to the public. This concept of an informed citizenry is reflected in 
the freedom of Information Act and in the current public information 
po,licies of the executive branch. · \ 

Within the Federal Government there is some official information 
and material which, because it bears directly on the effectiveness of our 
national defense and the conduct of our foreign relations, must be_ sub­
ject to some constraints for the security of our Nation and the safety of 
our people an~ our allies. To protect against actions ~ostile to the U.Iftted 
States, of both an overt and covert nature, it is essential that. such 
official inforrr:~ti~n and material be givel'l; only liinited. dissemination .. 

This official information or material, referred to ·as classified infor­
mation or material in this order, is expressly exempted from public 
disclosure by. Section 552 (b) ( 1) of Title 5, United States Code. Wrong­
ful disclosure of such information or material is recognized in the Federal 
Criminal Code as providing a basis for prosecution. 

To ensure that such information and material is protected, but only 
to the extent and for such period as is necessary, this order identifies the 
h1formation to be protected, prescribes classification·, downgrading, de­
classification and safeguarding procedures to be followed, and establishes 
a monitoring system to ensure its effectiveness. 

NOW, THEREFORE, by virtue of the authority vested in me by the 
Constitution and statutes of the United States, it is hereby ordered: 

SECTION 1. Security Classification Categories. Official information or 
material which requires protection against unauthorized disclosure in the 
interest of the national defense or foreign relations of the United States 
(hereinafter collectively termed "natio:Aa]. security'') shall be classified 
L'l one of three categories, namely ''Top Secret," "Secret," or "Confiden­
tial," depending upon the degree of its significance to national security. 
No other categories shall be used to identify official information or 
material as requiring protection in the interest of national security, except 
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as otherwise expressly provided by statute. These classification categories are defined as follows: 
(A) "Top Secret." "Top Secret" refers to that national security information or material which requires the highest degree of protection. The test for assigning "Top Secret" classification shall be whether its unauthorized disclosure ~uld reasonably be expected to cause excep­tionally grave damage to the national security. Examples of "excep­tionally grave damage" include,armed hostilities against the United States or its allies; disruption of foreign re1ations vitally affecting the national security; the compromise of vital national defense plans or complex cryptologic and communications intelligence systems; the revelation of sensitive intelligence operations; .and the disclosure of sc!en~ tific or technological developments vital to national security. This classification shall be used -with the utmost restraint. 

· (B) "Secret.'' "Secret" refers to that national security information or material which requires a _substantial degree of protection. The test 'for assigning "Secret" classification shall be whether its unauthorized disclosure could reasonably be expected to cause serious damage to the national security. Examples of "serious damage" include disruption of foreign relations significantly affecting the national security; significant impairment of a program or policy directly related to the national secu­rity; revelation of significant military plans or intelligence operations; and compromise of significant scientific or technological developments · relating to national security. The classification "Secret" shall be sparingly used. 
(C) "Confidential." "Confidential" refers to that national security information or material which requires protection. The test for assign­ing " Confidential" classification shall be whether its unauthorized dis­closure could reasonably be expected to cause damage· to the national security. 

SEc. 2. Authority to Classify. The authority to originally classify in­formation or material under th~ order shall be :restricted solely to those offices within the executive branch which are concerned with matters of national security, and shall be limited to the minimum number absolutely required for efficient administration. Except as the context may otherwise indicate, the term "Department" as used in this order shall include agency or other governmental unit. 
(A) The authority to originally classify information or material un­der this order as "Top Secret" shall be exercised only by such officials as. the President may designate in writing and by: 
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( 1) The heads of the Departments listed below; 
( 2) Such of their senior principal deputies and assistants as the heads 

of such Departments may designate in writing; and 
( 3) . Such heads and senior principal deputies and assistants of rna jor 

elements of such Departments, as the heads of such Departments may 
designate in writing. 

Such offices in the Executive Office of the President as the 
President may designate in writing 

Central Intelligence Agency 
4. • E C . . ' _>1tom1c nergy omrruss1on 

Department of State 
·Department of the Treasury 
·Department of Defense 
Department of the Anny 
Department of the Navy 
Department of the ·Air Force 

f. 1' _,. 
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United States Arms Control and Disarmament Agency 
Department of Justice 
National Aeronautics and Space Administration 
Agency for International Development 

(B) The authority to originally classify information or material under 
this order as "Secret" shall be exercised only by: 

( 1) Officials who have "Top Secret" classification authority; 
( 2) Such subordinates as officials with "Top Secret" classification 

.authority under (A) ( 1) and ( 2) above may designate in writing; and 
( 3) The heads of the following named Departments and such senior 

principal deputies or assistants as they may designate in writing. 
Department of Transportation 
Federal Communications~ Commission 
Export-Import Bank of the United States .· 

· Department of Commerce 
United States Civil Service Commission 
United States Information 4gency 
General Services Administration 
Department of Health, Education, ~d Welfare 

· Civil Aeronautics Board 
Federal Maritime Commission 
Federal Power Commission 
National Science Foundation 
Overseas Private Investment Corporation 
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(C) The authority to originally classify information or material u:l­

der this order as "Confidential" may be exercised by officials who ha,·e 
"Top Secret" or "Secret" classifica~ authority and such officials 
as they may designate in writing. 

(D) Any Department not referred to herein and any Department or 
unit established hereafter shall not have authority to originally classify 
information or material under this order, unless specifically authorized 
hereafter by an Executive order. " 

SEc. 3. Authority to Downgrade and Declassify. The authority to 
downgrade and declassify national security information or material shall 
be exercised as follows: 

(A) Information or material may be downgraded or declassified by 
the official authorizing the original classification, by a successor in capac­
ity or by a supervisory official of either. 

(B) Downgrading and de_classification authority may also be exer­
cised by an official specifically authorized under regulations issued by the 
head of the Department listed in Sections 2 (A) or (B) hereof. 

(C) In the case of classified information or material officially trans­
ferred by or pursuant to statute or Executive order in conjunction v;;th 
a transfer of function and not merely for storage purposes, the recei\'i.ng 
Department shall be deemed to be the originating Department for all 
purposes under this order including downgrading and declassification. 
· (D) In the case of classified information or material not officially 
transferred within (C) above, but originated in a Department which 
has since ceased to exist, each Department .. in .possession shall be deemed 
to be the originating Department for all purposes under this order. Such 
information or material may be downgraded and declassified by the 
Department in possession after consulting with any other Depa~ents 
having an interest in the subject matter. 

(E) Classified information or' material transferred to .the Gener~l 
Services Administration for accession into the Archives of the United 
States shall be downgraded an'\i declassified by the Archivist of the 
United States in accordance with this order, directives of the President 
issued through the National Security Council and pertinent regulations 
of the Departments. 

(F) Classified information or material with special markings, as 
described in Section 8, shall be downgraded and declassified as required 
by law and governing regulations. 

SEc. 4. Classification. Each person possessigg_classifying authority 
shall be held accountable for the propriety of thef e.I~ifications attrib-
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utcd to him. Both unnecessary classification and over-classification shall 
be ;lVoided. Classification shall be solely on the basis of national security 
considerations. In no case shall information be classified in order to 
conceal inefficiency or administrative error, to prevent embarrassment 
to a person or Department, to restrain competition or independent ini­
tiative, or to prevent for any other reason the release of information 

, which does· not require protection in the interest of national security. 
The following rules shall apply to classification of information under 
this order: 

(A) Documents in General. Each classified document shall show on 
its face its classification and whether it is subject to or exempt from the 
General Declassification Schedule. It shall al3o show the office of origin~ 
the date of preparation and classification and, to the extent practicable~ 
be so marked as to indicate which portions are classified; at what level, 
and which portions are not classified in order to facilitate excerpt:i:Og and 
other use. Material containing references to classified materials, which 
references do not reveal classified information, shall not be classified. 

(B) Identification of Classifying Authority. Unless the Department 
involved shall have provided sor.J.e other method of identify~ng the 
individual at the highest level that authorized classification in each case~ 
material classified under this order shall indicate on its face the identity 
of the highest authority authorizing the classification. Where the indi­
vidual who signs or otherwise authenticates a document or item has also 
authorized the classification, no further annotation as to his identit): 
is required. 

(C) Information or Material Furnished by a Foreign Government or 
International Organization. Classified information or material furnished 
to th~ United States by a foreign government m:. international organiza­
tion shall either retain its original classification or be assigned a United · 
States classification. In either case, the classification shall assure a' degree 
of protection equivalent to that required by the government or inter­
national organization which furnished the information or material. 

(D) Classification Responsibilities. A holder of classified informa­
tion or material shall observe and respect the classification assigned 
by the originator. If a holder believes that there is unnecessary classi:. 
fication, that the assigned classification ~improper> or that the docu- · 
ment is subject to declassification under this ordt:r, he shall so inform 
the originator who shall thereupon re-examine the classification. 

SEc. 5. Declassification and Downgrading. Classified information and 
material, unless declassified earlier by the original classifying authority, 
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shall be declassified and downgraded in accordance with the following 
rules: 

(A) General Declassification Schedule. ( 1) "Top Secret." Infor­
mation or material originally classified "Top Secret" shall become 
automatically downgraded to "Secret" at the end of the second ·full 
calendar year following the year in which it was originated, dovm­
graded to "Confidential" at the end of the fom th full calendar year 
following the year in which it was originated, and declassified at the 
end of the tenth full calendar year following the year in which it was 
<Jriginated. 

( 2) "Secret." Information and material originally classified "Secret" 
shall become automatically downgraded to "Confidential" at the end 
<Jf the second full calendar year following the year in which it was 
originated, and declassified at the end of the eighth full calendar year 
following the year in which it was originated. 

(3) "Confidential." !~formation and material originally classified 
"Confidential" shall become automatically declassified at the end of the 
sixth full calendar year following the year in which it was originated. 

(B) Exemptions from General DeclassificatiOn Schedule. Certain 
classified information or material may warrant some degree of pro­
tection for a period exceeding that provided in the General Declassi­
fication Schedule. An official authorized to originally classify 
information or material "Top Secret" may exempt from the General 
Declassification Schedule any level of classified information or material 
originated by him or under his supervision if it falls within one of the 
categories described below. In each case such official shall specify in 
writing on the material the exemption category being claimed and, 
unless impossible, a date or event for automatic declassification. The 
use of the exemption authority shall be kept to the absolute minimum 
consist'Cnt with national security requirements and shall be restricted 
to the following categories: 

( 1) Classified information or material furnished by foreign govern­
ments or international organlzations and held by the United States on 
the understanding that it be kept in confidence. 

( 2) Classified information or material specifically covered by statute, 
or pertaining to cryptography, or disclosing intelligence sources or 
methods. 

( 3 ) Classified information or material disclosing a !>)'Stem, plan, 
installation, project or specific foreign relations matter the continuing 
protection of which is essential to the national security. 
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Chapter IV-Codified Presidential Documents E. 0. 11652 
( 4) Classified information or material the . disclosure of which would p!ace a person in immediate jeopardy. 
(C) Mandatory Review of Exempted Mat erial . • !\11 classified infor­mation and material originated after the effective date of this order which is exempted under (B) above from the General Declassification .·. Schedule shall be subject to a classification review by the originating<··· Department at any time after the expiration of ten years from the date of origin provided : 
( 1) A Department or member ~f the public requests a review; ( 2) The request describes the record with sufficient particularity to enable the Department to identify it; and . 
( 3) The record can be obtained with only a reasonable amount of effort. ~ 

Information or material which no longer qualifies for exemption under (B) above shall be declassified. Information or material continuing to qualify under (B) shall be so marked attd, unless impossible, a date for automatic declassification shall be set. ~ : {D) Applicability of the General Declassification Schedule to Pr~vi­ously Classified Material. Information or material classified before the effective date of this order and which is assigned to Group 4 under Executive Order No. 10501, as amended by Ex~cutive Order No. 10964, shall be subject to the General Declassification Schedule. All other infor­mation or material classified before the effective date of this order, whether or not assigned to Groups 1, 2, or 3 of Executive Order No. 10501, as amended, shall be excluded from the General Declassifica­tion Schedule. However, at any time after the expiration of ten years from the date of origin it shall be subject to a mandatory classification review and disposition under the same conditions and criteria that apply to classified information and material created after the effective date of this order as set forth in (B) and (C) above. 
{E) Declassification of Classified Information or Mat erial After Thirty Years. All classified information or material which is thirty years old or more, whether originating before or after the effective date of this order, shall be declassified un~r the following conditions: { 1) All information and material classified after the effective date of this order shall, whether or not declassification has been requested, become automatically declassified at the end of thirty full calendar years after the date of its original classification except for such specifically identified information or material which the head of the originating Department personally determines in writing ,at that time to require · continued protection because such continued protection is essential to 

20--025--,74--23 ;345 



:.~·· 
"': ... 

E. 0. 11652 Title 3-The President 
the national security or disclosure would place a person in immediate· jeopardy. In such case, the head of the Department shall also specify, the period of continued classification. 

( 2) All information and material classified before the effective date of this order and more than thirty years old shall be systematically reviewed for declassification by the Archivist of the United States by the end of the thirtieth full calendar year following the year in which it was originated. In his review, the Archivist will separate and keep protected ~ only such information or material as is specifically identified by the ... ...... head of the Department in accordance with (E) ( 1) above. In such case, the head of the Department shall also specify the period of ; continued ~cation. 
~ (F) Departments Which Do Not Have Authority For Original ! Classification. The provisions of this section relating to the declassifica­tion of national security information or material shall apply to Depart­ments which, under the terms of this order, do not have current authority , to originally classify information,_ or material, but which formerly had such authority under previous Executive orders. SEc. 6. Policy Directives on Access, Marking, Safekeeping, Account­ability, Transmission, Disposition and Destruction of Classified Informa­tion and Material. The President acting through the National Security Council shall issue directives which shall be binding on all Departments to protect classified information from loss or compromise. Such directives shall conform to the following policies: (A) No person shall be given access to classified information or material unless such person has been determined to be trustworthy and unless access to such information is necessary for the performance of his duties. 

" (B) All classified information and material shall .be appropriately and conspicuously marked to put all persons on clear notice of its 1 classified contents. 
·.: ~ (C) Classified information and material shall be used, possessed, and f stored only under conditions which will prevent access by unauthorized persons or dissemination to\ unauthorized persons. (D) All classified information and material disseminated outside the executive branch under Executive Order No. 10865 or otherwic;e shall be properly protected. 

(E) Appropriate accountability records for classified information shall be established and maintained and such information and material shall be protected adequately during all transmissions. 
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(F) Classified information and material no longer needed in current . working files or for reference or record purposes shall be destroyed or disposed of in accordance with the records disposal provisions contained in Chapter 33 of Title 44 of the United States Code and other applicable statutes. 
(G) Classified information or material shall be reviewed on a sys­tematic basis for the purpose of accomplishing downgrading, declassifica­tion, transfer, retirement and destruction at the earliest practicable date. 
SEc. 7. Implementation and Review Responszbilities. (A) The Na­

tional Security Co"uncil shall monitor the implementation of this order. 
To assist the National Security Coun<il, an Interagency Classification R eview Committee shall be established, composed of a Chairman desig­nated by the President, the Archivist of the United States, and repre­
sentatives of the Departments of State, Defense and Justice, the Atomic Energy Co!!liilission, the Central Intelligence Agency and the National Security Council Staff. R epresentatives of other Departments in the exec­utiYe branch may be invited to meet with the Committee on matters of particular interest to those Departments. This Committee shall meet regularly and on a continuing basis shall review and take action to ensure 
compliance with this order, and in particular: 

( 1) The Committee shall oversee Department actions to ensure com­pliance with the provisions of thi> order and implementing directives 
issued by the President through the National Security Council. 

(2) The Committee shall, subject to procedures to be established by it, receive, consider and take action on suggestions and complaints from persons within or without the government with respect to the admin­
istration of this order, and in consultation \>:_ith the affected Department or D epartments assure that appropriate action is taken on such sug­
gestions and complaints. 

( 3 } Upon request of the Committee Chairman, any Department shall furnish to the Committee any particular information or material needed 
by the Committee in carrying out its functions. 
[Sec. 7 (A) as amended by E.O. 11714, 38 FR 10245, Apr. 26, 1973] 

, (B) To promote the basic purposes of this order, the head of each Department originating or handling ~assified information or material shall: · 
( 1 ) Prior to the effective date of this order submit to the Interagency 

Classification Review Committee for _approval a copy of the regulations 
it proposes to adopt pursuant to this order. 
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(2) Designate a senior member of his staff who shall ensure effec­
tive compliance with and implementation of thi5 order and shall also 
chair a Departmental committee which shall have authority to act 
on all suggestions and complaints with respect to the Department's 
administration of this 9rder. 

( 3) Undertake an initial program to familiarize the employees of 
his Department with the provisions of this order. He shall also estab­
lish and maintain active training and orientation programs for em­
ployees concerned with classified information or material. Such programs 
shall include, as a minimum, the briefing of new employees and periodic 
reorientation during employment to impress upon each individual his 
responsibility for exercising vigilance and care in complying with the 
provisions of this order. Additionally, upon tetmination of employ­
ment or contemplated temporary separation for a sixty-day period or 
more, employees shall be debriefed and each reminded of the provisions 
of the Criminal Code and other applicable provisions of law relating 
to penalties for unauthorized disclosure. 

(C) The Attorney General, upon request of the head of a Depart­
ment, his duiy designated representative, or the Chairman of the above 
described Committee, shall personally or through authorized repre­
sentatives of the Department of Justice render an interpretation of this 
order with respect to any question arising in Lhe course of its admin­
istration. 

SEc. 8. M aterial Cove_red by the A tomic Energy Act. Nothing in this 
order shall supersede ·any requirements made by or under the Atomic 
Energy Act of August 30, 1954, as amended. "Restricted Data," and 
material designated as "Formerly Restricted Data," shall be handled, 
protected, classified, downgraded and declassified in conformity with 
the provisions of th.e Atomic Energy Act of 1954, as amended, and the 
regulations of the Atomic Energy Commission. 

SEc. 9. Special Departmetttal Arrangements. The originating De­
partment or other appropriate authority may impose, in conformity 
with the provisions of this order, special requirements with respect to 
access, distribution and protection of classified information and materiai, 
including those which presently relate to communications intelligence, 
intelligence sources and methods and cryptography. 

SEc. 10. Exceptional Cases. In an exceptional case when a person 
or Department not authorized .to classify information originates 
information which is believed to require classification, such person or 
Department shall protect that information in the manner prescribed 
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by this order. Such persons or Department shall transmit the informa­
tion fmthwith, under appropriate safeguards, to the Department having 
primary interest in the subject matter with a request that a determina­
tion be made as to classification. 

SEc. 11. Declassification of Presidential Papers. The Archivist of the . 
United States shall have authority to review and declassify information ·_;~·,. 
and material which h.as been classified by a President, his White Housr 
Staff or special committee or commission appointed by him and which 
the Archivist has in his custody at any archival depository, including a 
Presidential Library. Such decla.ssllication shall only be undertaken in 
accord with: (i) the terms of the donor's deed of gift, (ii) consulta­
tions with the Departments having a primary subject-matter interest, 
and (iii) the provisions of Section 5. _ - . 

SEc. 12. Historical Researcli and Access by Former Government 
0 fficials. The requirement in Section 6 (A) that access to classified 
information or material be granted only as is necessary for the perform­
ance of one's duties shall not apply to persons outside the executive 
branch who are engaged in historical research projects or who have 
previously occupied policy-making positions to which they were 
appointed by the President; Provided, however, that in each case the 
head of the originating Department shall: 

( i) determine that access is clearly consistent with the interests of 
national security; and 

( ii) take appropriate steps to assure that classified information or 
material is not published or otherwise compromised. 

Access granted a person by 'reason of his having previously occupied a 
policy-making position shall be limited to those papers which the 
former official originated, reviewed, signed or received while in public 
office. 

SEc. 13. Administrative and judicial Action. (A) Any officer or 
employee of the United States who unnecessarily classifies or over­
classifies information or material shall be notified that his actions are in 
violation of the terms of this order or of a directive of the President 
issued through the National Security Council. Repeated abuse of the 
classification process shall be grounds for an administrative reprimand. 
In any case where the Departmental committee or the Interagency Classi­
fication Review Committee finds that unnecessary classification or over­
classification has occurred, it shall make a report to the head of the 
Department concerned in order that corrective steps may be taken. 
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(B) The head of each Department is directed to take prompt and stringent administrative action against any officer or employee of the United States, at any level of employment, determined to nave been re­sponsible for any release or disclosure of national security information or material in a manner not authorized by or under this order or a directive of the President issued through the National Security Council. Where a violation of criminal statutes may be involved, Departments will refer any su~h case promptly to the Department of Justice. 

SEc. 14. Revocation of Executive Order No. 10501. Executive Order No. 10501 of November 5, 1953~as amended by Executive Orders No. 10816 of May 8, 1959, No. 10901 of January 11, 1961, No. 10964 of September 20, 1961, No. 10985 of January 15, 1962, No. 11097 of March 6, 1963 and by Section 1 (a) of No. 11382 of November 28, 1967, i<> superseded as of the effective date of this order. 
SEc. 15. Effective date . This order shall become effective on June 1, 1972 . . 

EXECUTIVE ORDER 11667-ESTABLISHING THE PRESIDENT'S ADVISORY COMMITTEE ON THE ENVIRONMENTAL MERIT AWARDS PROGRAM 
SouRcE : Executive Order 11667 appears at 37 F.R. 7763, Apr. 20, 1972. 
On October 31, 1971, I announced the establishment of the Presi­dent's Environmental Merit Awards Program. The Administrator of the Environmental Protection Agency and the Commissioner of Edu-cation sent letters to high school principals inviting them to participate 1.· · in this program by establishing local tripartite committees .to supervise and direct local Environmental Merit Awards Programs, · and to make awards to individual stud'ents or groups of students for significant environmental accomplishments by them. These committees were to be composed of students, faculty and interested members of the community. 

Today, · more thari 2,500 high schools, including schools in each of the 50 States, are· actively involved in this program. 
In view of this encouragin~ response, I have concluded that I should establish a national committee to advise me of ways in which this program can be further expanded and enhanced and of other ways in which the environmental accomplishments of individuals and groups may be appropriately recognized. 
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PRESIDENTIAL DO CUMENTS: Gci!AlD ll. FOliO, 1975 619 

Federal National ::VIortgage Association 

Announcement of Appointment of Five !rfembers 
of the Board of D irectors. June 11, 1975 

The President today announced the appointment of 
fi\ <:: persons as members of the Board of Directors of the 
Federal _ ration:1.l ~Iortgage .\ssociation for tenns ending 
on the date of the annual meeting of Ihe stock.Iwlders in 
1976. Public Law 90-448 of .~ugust 1, 1963, provided for 
the establishment of this Association ar.d provided for 
the orderly transfer from t~e Goverrm1ent to private 
control, which went into effect in ).Ia~· !970. The five 
persons are: 
JACK FRA;o;KLI:-< BE;o;;o;ETT, of Greenw:ch, Conn., Under Secretary of the Treamry for Monetary :\.'fairs. T:ill is a reappointment. 
LEwis CE;o;KER, of Atla::t ta, Ga., part::1er i:1 t.'le law firm of Smith, Cohen, Ring~!, Kohler, ~!artin & Lowe. He succeeds Louis R. 

Ba:-ba, whose term has expired. 
RoBERT R. ELLIOT, of Gainesville, Va., General Counsel, Depart­

ment of Housing and Urban Development. This is a reappoint­
ment. 

E!JWARD E. MENDE:-IH.o\LL, JR., of High Point, YC., senior partner, 
:\Iendenhall-:Moore, Realtors. He succeeds John M. Costello, 
whose term has expired. 

}t:LIA:-< H. ZntMER:'>!AN, of Fentress, Tex., chairman of the board 
and president, Equity Im·estors , Inc. This is a reappointment. 

The Board of Directors consists of 15 members. Five 
members, which are appointed by the President annually, 
include one from the homebuilding industry, one from 
the mortgage lending industry, and one from the real 
estate industry. Ten persons are elected annually by the 
common stockholders. The President and Vice President 
of the Association are selected and appointed by the 
Board of Directors. The 15 members serve a term of one 
year, and any of the members may be removed from office 
by the President for good cause. 

Classification and Declassification of 
National Security Information 
and Material 

Executive Order 11862. June II, 1975 

.-\ME::>miNG ExECt:TivE ORDER No. 11652 RELATl);G TO 
CLASSlFICATIO); .-\::-:0 DECLASSIFICATlON OF NATIONAL 
SEC"G RITY INFORMATION A:::-<"D MATERIAL 

By virtue of the authority vested in me by the Consri­
··:tion and statutes of the United States and in implemen­
·.:c:ion of the Energy Reorganization Act of 1974, Public 
:=_ .,· 93-438 \88 Stat. 1233 ), it is hereby ordered: 

SECTION 1. Executive Order No. 11652 of :\larch 8, 
- ~- -2, as amended, is further amended as follows: 

(a) Section 2 (A) is amended by deleting the words 
".-\tomic Energy Commission" and substituting instead 
the words "Energy Research and Development Admin­
istration." 

(b) Section 2 (B) is amended by adding the words 
"Nuclear Regulatory Commission" after the words "Over­
seas Private Investment Corporation." 

(c) Section 7 (A) is amended by deleting in the second 
sentence thereof the words "Atomic Energy Commission" 
and substituting instead the words "Energy Research and 
Development Administration." 

(d) Section 8 is amended by deleting at the end there­
of the words "Atomic Energy Commission" and substi­
tuting instead the words "Energy Research and Develop­
ment Administration." 

SEc. 2. This order shall become effective immediately. 

The White House, 
June 11, 1975. 

GERALD R. FORD 

[Filed with the Office of the Federal Register, 3:42 p .m., 
June 11, 1975] 

International Wheat Agreement 
The President's Message to the Senate Transmitting for 
Advice and Consent to Ratification Protocols 
Extending the Agreement. June II, 1975 

To the Senate of the United ·states: 
With a view to receiving .the advice and consent of the 

Senate to ratificatioJ1, I tr~nsmit herewith the Protocols 
for the Further Extension of the Wheat Trade Conven­
tion and of the Food Aid Convention, which together 
constitute the International Wheat Agreemt;nt, 1971. 
These Protocols were formulated by a Conference of Gov­
ernments which met in London on February 14> 1975, a.11d 
were open for signature in Washington from March 2..5 
through April 14. 

I transmit also, for the informatior.. of the Senate1 the 
report oi the Department of State with respect to the 
Protocols. 

T he Protocol for the Further Extension of the Wheat 
Trade Convention, 1971, extends the Convention until 
J une 30, 1976, and maintains the framework for inter­
national cooperation in wheat trade matters. It also con­
tinues the existence of the International Wheat Council. 

The Protocol for the Fur...her Extension of the Food 
Aid Convention, 1971, also extends until J une 30, 1976, 
commitments of parties to provide minimum annual 
quantities of food aid to developing.AlJ~ t is the . 
intencion ·of The United States not ~eposit ra ation 
of this Protocol unless the Europe::tni"S:onomic C Cll mun­
itv becomes a partv to the Protorol.:7,The Unite.t tates . . ~ ~ 
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1:\TEH.t\GE0JCY CLASSIF! C:\TlON REVI EW Cm1\l!TTEE 

'MH10 RANDUM FOR: 

SUBJECT: 

WASfHNGTON, D.C. 2CH08 

July 2, 1975 

JER RY H. JONES 
SPECI AL ASSISTANT TO THE PRESIDENT 
THE WHITE HOUSE 

IC RC TRAINING PAMPHLET FOR 
AUTHORIZED CLASSI FIERS 

As part of its con t inuing emphas is on effective orientation and 
training programs in the secur ity classification field, the Interagency 
Classification Revie\'1 Co11111it tee has pu61ished the enclosed pamphlet 
entitled 11 Know You r Respo ns ibilities as an Authorized Classifier.~~ 
A ~opy should be given to each emp loyee i'lho has classification authority. 
Please let us know how many copies your age ncy will need and to whom 
they should be sent. There is no charge . 

Active and comprehens ive ori enta tion and training programs can be one 
very effective way to pt·event abuse of the classification system . 
Reports to the ICRC reflect that the overwhelming majority of abuses 
being committed are in the area of i mproper classification marking, 
primarily the failu re to mark a docum~nt with the required stamps or 
to its assigned cl ass ification and ·as to its assi gned declassification 
schedule or exemption there from. To a lesse r extent , the other areas 
of reported abuse are (1)" over- or under-classification and (2) the 
unauthorized use of classification author·ity. We hope the pamphlet 1-lill 
be a helpful adjunct to your program by help ing to eliminate abuse 
thro ugh more active orientation and training. 

j7Ji{:~<-~~ 
WILLIAM L. BROWN 
Executive Director 
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When Classifying a Document 
Unless specifically exempted, pursuant to one of the four 

exemption categories set forth in Section 5 (B) of Executive 
Order 11652, by an official authorized to originally classify 
information or material TOP SECRET, classified information 
and material must be subject to the General Declassification 
Schedule (GDS). Alternatively, it may be designated for auto­
matic declassification on a given event or on a date earlier than 
provided for in the GDS. This is called the Advance Declassi­
fication Schedule (ADS). The use of the exemption authority 
shall be kept to the absolute minimum consistent with national 
security requirements. 

Proper marking of a classified document is important! Each 
classified document shall show on its face its classification and 
whether it is subject to the ADS or GDS or exempt from the 
GDS. Only authorized stamps, properly completed, may be 
used. If a document is stamped "Restricted Data" or "Formerly 
Restricted Data," such markings are, in themselves, evidence 
of exemption from the GDS. The face of the document shall 
also show the office of origin and the date of preparation 

Special Responsibility To Protect 
An authorized classifier or other holder of national security 

information or material shall observe and respect the classi­
fication assigned by the originator, giving it the strict protec­
tion required by its level of classification. If a holder believes 
that there is unnecessary classification, that the assigned clas­
sification is improper, or that the document is subject to de-
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and classification. To the extent practicable, the body of the 
document should be marked to indicate which portions are clas­
sified and at what level and which portions are not classified 
in order to facilitate excerpting and other use. Material con­
taining references to classified materials, which references do 
not reveal classified information, shall not be classified. Each 
classified document must also identify in some manner, in 
accordance with approved procedures, the individual at the 
highest level that authorized the classification. Where the in­
dividual who signs or otherwise authenticates a document has 
also authorized the classification, no further annotation as to 
his identity is required. Every authorized classifier should be­
come thoroughly familiar with the proper marking require­
ments. 

If the classifier has any substantial doubt as to which of the 
classified categories is appropriate, or as to whether the in­
formation or material should be classified at all, the least re­
strictive treatment should be used. 

classification under Executive Order 11652, the holder shall 
so inform the originator, who shall thereupon reexamine the 
classification. Under no circumstances may a holder make an 
unauthorized release of national security information. There 
are provisions in the U.S. Criminal Code and other applicable 
statutes relating to penalties for such unauthorized disclosures. 

Implementation and Review Responsibilities 
The Interagency Classification Review Committee (ICRC) 

was established at the direction of the President to assist the 
National Security Council in monitoring the implementation 
of Executive Order 1.1652. The ICRC has extensive oversight 
responsibilities, which are outlined in the order and in the 
implementing National Security directive of May 17, 1972. 

Within each department or agency, there is a departmental 
review committee that has responsibilities to act on all sug­
gestions or complaints with respect to the individual depart­
ment's administration of the order. Such suggestions or com­
plaints may include those regarding over-classification, failure 
to declassify, or delay in · declassifying not otherwise resolved. 

Interagency Classification Review Committee 
Washington, D.C. 20408 

GSA DC 75.11231 



A new system for classifying Government documents relating to national security matters 
was established on March 8, 1972, by Executive Order 11652 and further implemented by a 
National Security Council (NSC) directive on May 17, 1972. The change represented the first 
major overhaul in the classification system of Federal documents in 20 years. Every authorized 
classifier should obtain a copy of the order, the implementing NSC directive, and the regulations 
of his or her own department or agency and become thoroughly familiar with their contents. 

Authority To Classify 
The authority to originally classify information or material 

under Executive Order 11652 is restricted solely to those offices 
within the executive branch, enumerated in the order, that are 
concerned with matters of national security and is limited 
within those offices to the minimum number of persons abso­
lutely required for efficient administration. This authority may 

be exercised only by the heads of the departments or agencies 
and certain other properly designated officials and subordi­
nates. No one else may assign original classifications. Desig­
nated officials may classify information or material only at 
the level authorized and below. Authority to classify may not 
be delegated to individuals not properly designated. 

Security Classification, Categories 
Official information or material that requires protection 

against unauthorized disclosure in the interest of the national 
defense or foreign relations of the United States (collectively 
termed "national security" information or material) shall be 
classified in one of three categories; namely, TOP SECRET, 
SECRET, or CONFIDENTIAL. No other categories shall be 
used except as expressly provided by statute. These categories 
may only be used in accordance with the following definitions: 

TOP SECRET refers to that national security information 
or material which requires the highest degree of protection. 
The test for assigning TOP SECRET classification shall be 
whether its unauthorized disclosure could reasonably be ex­
pected to cause exceptionally grave damage to the national 
security. Examples of exceptionally grave damage include 
armed hostilities against the United States or its allies, dis­
ruption of foreign relations vitally affecting the national 
security, the compromise of vital national defense plans or 
complex cryptologic and communications intelligence sys­
tems, the revelation of sensitive intelligence operations, and 
the disclosure of scientific or technological developments vital 

Personal Responsibility 
Each person possessing classifying authority shall be held 

accountable for the propriety of the classification attributed to 
him. Both unnecessary classification and over-classification 
must be avoided. Classifications must be based solely on na­
tional security considerations. In no case may information be 
classified to conceal inefficiency or administrative error, to pre­
vent embarrassment to a person or department, to restrain 
competition or independent initiative, or to prevent for any 
other reason the release of information that does not require 
protection in the interest of national security. 

to national security. This classification shall be used with the 
utmost restraint. 

SECRET refers to that national security information or 
material which requires a substantial degree of protection. 
The test for assigning SECRET classification shall be wheth­
er its unauthoribed disclosure could reasonably be expected 
to cause serious damage to the national security. Examples 
of serious damage include disruption of foreign relations 
significantly affecting the national security, significant im­
pairment- o:t a -program or -policy directly related to the na­
tional security, revelation of significant military plans or 
intelligence operations, and compromise of significant scien­
tific or technological developments relating to national se­
curity. The classification SECRET shall be used sparingly. 

CONFIDENTIAL refers to that national security infor­
mation or material which requires protection. The test for 
assigning CONFIDENTIAL classification shall be whether 
its unauthoribed disclosure could reasonably be expected to 
cause damage to the national security. 

Other designations coupled with one of the above three cate­
gories pertain to access restrictions only. 

Any Government officer or employee who unnecessarily clas­
sifies or over-classifies information or material will be so noti­
fied. Repeated abuse of the classification process is grounds for 
an administrative reprimand. The term "classification abuse" 
means unnecessary classification, over- or under-classification, 
failure to assign the proper downgrading and declassification 
schedule, improper application of classification :narkings, im­
proper placing of a document in an exempt declassification 
category, any classification or exemption action taken without 
authority, or an improper delegation of classification authority. 
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THE WHITE HOUSE 

WASHINGTON 

March 3, 1976 

MEMORANDUM FOR: PHIL BUCHEN 

FROM: DUDLEY CHAPMAN pf/ 
SUBJECT: Protection of Classified Information 

under the Amended FOIA 

The Act as it stood before the 1974 amendments authorized withholding 
of information "specifically required by Executive Order to be kept 
secret in the interest of the national defense or foreign policy. 11 As 
amended, withholding is permitted of matters that are "(A) specifically 
authorized under criteria established by an Executive Order to be 
kept secret in the interest of national defense or foreign policy and 
(B) are in fact properly classified pursuant to such Executive Order." 

This means that the classification must be correct both procedurally 
and substantively. The Act makes the documents subject to in 
camera inspection for purposes of this determination, and affidavits 
are the normal means of explaining the correctness of the classification. 

In his veto message, the President proposed the following presumption 
which was agreed to by the House floor manager of the bill, Congressman 
Moorhead: 

"that where classified documents are requested, the courts 
could review the classification, but would have to uphold 
the classification if there is a reasonable basis to support 
it. In determining the reasonableness of the classification, 
the courts would consider all attendant evidence prior to 
resorting to an in camera examination of the document. 11 

Veto Message, 10 Weekly Compilation of Presidential 
Documents 1318 (1974). 
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The only cases known to the Department of Justice are several 
unreported cases in which the classification was upheld on the 
basis of in camera inspection and the affidavits furnished. 
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MEMORANDUM FOR: 

FROM: 

THE WHITE HOUSE 

WASHINGTON 

April 27, 1976 

~CKMARSH 
PHILIP BUCHEN 
MAX FRIEDERSDORF 

BOB WOLTHUIS ;t? J{ HI 

1. It would declassify all classified documents submitted to the Congress 
by the Executive Branch by a simple majority vote of the Foreign 
Relations Committee. 

2. If the committee so votes it would notify the President that he has 
five days to object. 

3. If the President objects to the declassification then the full Senate 
must vote on whether or not to declassify. 

4. If there is no Presidential objection qeclassification is automatic. 

5. If the full committee has voted not to declassify three members can 
appeal that vote to the full committee. If the full committee sustains 
its negative decision then the appeal goes to the full Senate for con side ration. 

This is a preliminary reading of the legislation. I have attached a copy 
of the resolution. 

., 
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· · RelatirJg to the public disclosur·~ of .certain clas:;lf'ied 

by. the _Committee on Foreign Rele.tions. 
infon:-.2. tion 

: .: . · !?csolved,_ 
(I Of..l::li tillc or l<::~olulioo \Jere) . . 

That (a) the committ0e on FC?reign· Relations of_ 

.· . . . 
· :the Se~ate mayJ st~ject t6 the provisions ·of thi~ resolution, 

·.d:l,.s.close. "pu1~1i.cly any information in the possession of such 

. . . : . . . . . . .. 

• 

·co~mittee· after a determination by such _ committee th?.t t.l~e ·public 

intere:; ·t,. ·HOU.)_d be Served by SUCh disclo;U:re. Whencver.com~ittea· 

action is .required to disclose any inforn~"3-tion under tnis' secticn, 

. . 

the C<)mmittec shall meet to .vote on· the ru...:l.tte:r Hithin fiv.e ·da:;·s 

a_ftet• any mC111be:r of the comrnittec requests such a vote. 

(b) {l) In any case in \·lhich the Committee on Fo1~eign ReJ.at:·:::· 

of t.he Senate votes to d.iuclose publicly any information sub;n itte>~ 

to· it by the execut.i.ve br~nch ·v~l1ich the· executive branch requests 

be·. _kept .s~cret, 5uch com~nittec sl1all f!Otify the President of su~h 

vote. ~· .. , 
( 

.... 

·, t 2) The comnri.t.tee may di:;t~) osc pu1.'llcly such inforrtt?.tion 

<l ·fter J.he e:xp:L r:!. t·1.on of' a f i.vc-d.:~y per i.od follo~.,r ing ~he C<'-Y on 

vhic:h not·lcc of ~;uch vo~e is_ tr.:~nsmitted to the President_, unless _, 

prior .to the cxpirc:d:.5.on of such five--day peri':)d, the P~: e 

net. ir:\.e :: t~1t! com·ni_t tee that he objects to the disclosure 
liD 

~ ~ 

provid.:!:> h:l.s. 1·ea~;ons there·ror) and cert: f.fi<.>s t~{at 
inf·orJ~:.~~ion .• 

V·:.C thu:at t.o the national int.P.:rcst cf the Un:i.ted states poseu by 

:;n:::h <ii~~c}o:;urc is vital and ont,.,·cj8h0 c:..r.y pt1'Jlic :tntel·cst in the 

. . l ' c- .. ';{' o·· u·r,.. r 

.. , _ ... "J'. .• ·-· - ...... •• 

. -· .. .. .... . . .. .. - ., . 
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(3) The Committee on Foreign :ReJatlons rr..ay _disc.lose pub licly 

such infon;1~tio!1 at any time after the expiratj_on of three o~ys 

follovling t11e oay on ·v1h''Lch it.-receives an objection from the 

President pu:rsuant to I'<:.rar,rc>-Pll . ( 2), unless, prior to the expi.ra-

tion of such t-hree da)'S, t1wec or more memoe:rs of such COHllJlit'Lee 

file a request in \~ri t.inG \·dth t11e c11a.i l:lli?-n of the cormni t tee 

tJ1at t/)e question of public disclosure of such informa.tion be 

referred t6 the Senate for decision. 

(1-l-) In a.n;y case in \·lhic.:h t~11e. corr1Jni t tee on Fol'e ip)l Relations 

votes not to disclosE p1)bl:icly any j_nfol"'lTJc.tion submitted to it' 

D'l the e);ecutive branch ·r:i1~.ch the executive branch ·requests 
~ 

. 

be kept Br.:·cret_, such i.nfonnation sr;all net .'be publicly disclosc:j 

unless three ··or rnore·nv2m·oers ·of suc11·co.mmitt.ec-filc, \·1it.hin t.iu·r::.- · 

days_after·the vote o~ such cormnittec ~iGappro~ing the public 

. disclof.ui-e· of r.~ch inr"onnatj on, a request in ·Hriting \'lith the 
. . 

, 

cha.in::1an. or· sueh · commit.t.e.e that . t.)1e question of public disclosu:· ·: 

#' . · • 

, of s·\;ch :"Lnform?.-t.:i.on .be ·referred to the Sen~t.e for decisio~, and 

· public disclosure of ::.uch 5.nf~Y1Tltttion is thereafter anthoriz.(:;·d 

as·· prqvid~d in pa. rar,1-cp~· ( 5) ·or ( 6) • . 

(5) 1Ihepe\r:::r .three or more m€mbers of the Con1mittee· on 

Forr;ign J\eJatioJ1s file a 1·eouest · \<lith tbe chaii-n-.:->..n or" such · co~~ 
. 

... . . ~ 

m:it.i..ee pursu~nt to p<!T2.(5l"~iph ( 3) or .(4·): .the chair;:::lan _sh~ll, not 

later th~n the first· day on \'lh·lch the Senate is in se~~ion 

follo\l:i.ns ti1c oay on 1-ih icl1 "t.he x equcst i .s filed_, report the 

m2.t~.er to t.hc Senate for its consideration. 

(1;)"-,~rn:-r.c-\~-r--:J .. j_.~ Sc:n;:.te c::onven~s _on the flr~t d2.y r, : 

. ----
- ··: --·~ -f'"'l :;;:-;;-Ti1i'-.~~· 0:1 ''1d ch an\· 
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(B) disapprove the public disclos-ure of the 

inforination in que:stion, in vihi.c~h C\' •. se t})e committe-e · ~ 
~ . 

·_ .. ~hall not publ:icly di~close· such information, ~r 

(c) refer t .he_ Hl3tter back to the ·comrnittee, 

in '''h:i.ch case the cor::mii..t.ec s~1all J;'l2.Ke the final 

dc1..cnnin<ltion Hith respect to t;))e public disclosure 

of t.he :l.nfonnation in question. 

t..l)on conclusio1 of the consid•:;:l~atior1 of such m.3.tt.er in closed 
. 

I" 

Sc~sion, ,.,.h -i ch may npt -extend beyond the close ·of the -:fifth d.::.y 
' folloHing- t11c day on l·lhich r~uch rre.t.ter Has repo1·t.ed to t1:e Sr:!n·-; 

tl1e s_enate shall iHLmediat.ely vote on the disposition of such 
m:~.tt.er in open session, \~~thout debate, and w:i.t.J)out di\•ulging 
t.11e · infor:m2.tion ·vlith l~e::.pect to Hh:i.ch -·the ·vote- is being t:'l.kcn.-
The S~:n~.t.e ·shall vote to aisposc of such m~tter by the n.cans . 

. , 
. specified·:i.n C!lauses (A),-(B), -and-{C) -of the second senten~e 
. of this par~.r,raph •. 

-· 
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file a request in HritinG ·,.;n:,n t-Ilt; '- " .... .......... ~ •• __ 

that ~ ~he q_u~stion ~f public disclosu're of such . infa_hl?-tion be! 

referre d to the Senate ~or decision. 

(4) In any case in Hhich the Committ ee 
. 

votes. not to disclose publicly any information/submitted to it· 

by the · executive branch \·ihich the executi~v· 6ranch requests 

be kept secret, such informa tion shall not e publicly disclosed 

unless threc ··or more·me:mb.ers··of such .. co·m~l> ttee-file, -vlithin thrt:~ 

days after Lhe vote of su<:h corrnni t tee the public 
, 

dtsciosure · of such :i.nr'ormation) writing with the 

. chain!Ian. o.r· such committee that of public disc los~r--· 

~ .. 
of such in'fonnatiOr,l b'e ·referred/Co the Senate for decision) a:1d 

public disclosure of such inf~nn2- t ion . is thereafter 2..uthoriz·::d · 

a;:; provided in pn.rctc;rapi~· y~ 'o:r ( 6) . 

(5) Hhenevel:.. .th:rel?./or 1nore members of the Conunittee on 

Foreign nelaU ons. f/e a ~- equest· ~<ith the chairw.n of' such· com­

mittee pui.~ :;u.3nt ~pai.·ag'raph (3) or (4), the chairman :;he-ll , not 

l:J. t.er than tlJV" first. u::>~y on Hhic:h the- Senate is in session 

\·ihich ·the request i .s filedJ report the 

nK'.tter/ro the Senate for its consirlerc..tion. 

( 6) One l1our after the Se na.te convenes on the first dc.y or. 

which the Senate ~s in session following the day on which any 

such m:ltter is reported to the Scn2..te, the Senate shall go into 

closed sess1.on P-nd the. mi:.ttcr shall. be the pending bu.sineEs. · 

In considering t11c 1nr.~tt.er in closed session the Senate .r.12.y--

. 
(A) approve the public disclosure of .t~ ~~Jfor­

,.,; \);.. r: ',, .. 

ln.-!.1.-lon in que~d; ion, in v1hich · cr-se the com.m~.l tee shall 
... . . .. '("'" . ~ : 

publicly disclo~e such inform2.tion, 
.Jr. 

• I .• , .. .I 
~-; 
·' 
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MEMORANDUM FOR: 

FROM: 

THE WHITE HOUSE 

WASHINGTON 

April 27, 1976 

JA5.K MARSH 
?'fiiLIP BUCHEN 
MAX FRIEDERSDORF 

BOB WOLTHUIS /(Jt..IJ/ 

I got a call this morning from Kempton Jenkins at State who informed 
me that Senator Case has introduced a bill dealing with security classification 
that would do the following: 

1. It would declassify all classified documents submitted to the Congress 
by the Executive Branch by a simple majority vote of the Foreign 
Relations Committee. 

2. If the committee so votes it would notify the President that he has 
five days to object. 

3. If the President objects to the declassification then the full Senate 
must vote on whether or not to declassify. 

4. If there is no Presidential objection declassification is automatic. 

5. If the full committee has voted not to declassify three members can 
appeal that vote to the full committee. If the full committee sustains 
its negative decision then the appeal goes to the full Senate for consideration. 

This is a preliminary reading of the legislation. I have attached a copy 
of the resolution. 
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submiHed the followinJ; resolution; which was 

I . : 
: . ; . 

i 
l 

. . 
: 

'!··. 11»1~ C"C ·n r lr ,. ~ T11~ ..-~ T 
· J~ !>-<~ h \\..,J} l. t t~J Jl ll ~J I~-~ 

Relatiilg t .. o the public dtsclcsure of .certain cla.s:;liied inforn.2. t ion 

by tl1e Committee on Fol'Cign Rel<.>.tions. 

: ft csol vcdJ_ 
(I ol'.r,rt title of u.~ olv!.ion Lcrc) 

That (a) the Committee on FC?rei&n Relations of 

the Seriate mayJ subject to the provisions of this n-;solution, 

.. dts.cl<?se. pu!)J.i.clY: an,y information in the possession of such 

·corn.r.iittee · after a determination by such committee th?.t the public 

interest wouJ.d be serv~d by such disclosure. Whencver.committ ea· 

<iction. is required to disclose any informa .. tion under this sec t i on, 

ttH~ C()j)/Jrtittec ~;hall m2et to vote on the m.-:ttter 1·1ithin five d a :,-s 

after anv .111C;1:t'he:r of the comJ-nitt e c reauests such a vote. 
• u 

• 

(b) (1) In any case in Hhi...ch the Committee on Fo1~eign Rc~ J 2.t:-::· 

of ·the 0enatr~ votc:s to disclose pubJ.icly any inform.3.tion sub ;:;itt€' ,:. 

to· it by tlw execu-t.i.ve br2.nch Hhich the· executive branch requ<2 s ts 

be. }~cpt s~cret, such committee s11all notify tl1e President of S '.lch 

1~ote. -·. · 
I" -

( 2) The corm:ntttee lii2.y disc.J os c pu'ollc: ly such inforrr:.?-tion 

a ·rter ~-1H; exp:Lr:~t:ion of a fi.vc-d;:~y p~r.i.od follo:vinG -'.:.he cc.y on 

vhi(:h n:;t-. ·lcc of ~; tJeh vo~t~ is trz~n!:.;mi t Lc d to the ?.resident_, unle !i s.· 

p1·ior to the cxpirc:..t5.on of such five--day peri:)l1, the President 

nc.t:U':i.c:; t1v.! com·ni ... ttec that he objects to the disclosure of · sur:ll 

j_ nf'on;;::-.~ion .• prC.ivldC!:> h:i.:; rea~;ons there·rorJ and cc~:ti.fies tJ1 2.t 

i;h0. thi C.lt to the nr~tionaJ intP:rcst cf t))(~ Un:i.ted st.2.tes posed by 

:;H~; h (.ii :~cJo:;ure J...~ vit?..l and ont 't:cj 3,h0 2-ny pu1)li.c lnU~test in UJ~ 
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(3) 'rl1e Committee on Foreign :ReJattons rr.ay _disc'lose publicly 

such 1.nfol'i:1C:\.tio!l a.t any time after tl1e expi:r.::.tion of three o2.ys 

follO\·iing t11e nay on ,.,}y'Lch it_.reccives an objection from the 

President p\.n·suant to l'<:.xar,r?-l'h . ( 2) J unless, prior to tl1e cxpir?--

tion of such three days, t.1wcc or more meJTl'be:rs of such c:c'Himit'Lc:c 

file a. request in \~riting \<lith the c1"lajnr:?-n of the cormnit.tee 

tJ1at t11e question of public disclosure of s-uch inform.r.J..t:1.on be 

referred to the Senate. for decision. 

(1-t) In a.nJ' case in Hhich the ComrnitLee on .Fol·eiB\1 Tielatio:1s 

votes not to disclose publ~ c l:r any j_nform::. tic·n submitted to it· 

b~r the e);<:cuti\'e branch \·:1l~_ch the executive branch requests 

. -
be }tept ~(· crc:t> such i.nfonnation 5h:~.ll not :r:.c publicly disclo.s:: ~ 

unless three· ·or more · rne:-m'oe1·s ·of sucl1 ·co"rnmi t t.ec · file> \·,'i thin i..i-il"~":< 

oa:ys _aft,er ·t})e vote of such cormnittec (i_i3appro·~int; t11e public 

disclof.ui·e· of r;uch inr'o:rmat:ion .. a. req_uest in 1-ll'iting l·iith the 

, 

c)·Ja.innan. of' su(:h COJJ!:'1~it.t.ee that t.)lC question of public disc los '.:: 

of s'\;ch :'u1forrn?~t.:\. on be "referred to tbe senate for decision_, "ar;:: 

· public disclo~;;ure of suc.:1; 5.nfonnrttion is therr:oaftcl· anthoriz.td 
· r l·u~~ 

as· · pro_vide.d in pa.rac}·c.p~ · ( 5) ·or ( 6) . . 
~· ./) '-

,. 

(5) '\ihene\r:::!r _th:r'ee or more members of the CoT!lmittce on ~ 
"" . 

. 
. " 

Fon..:ign n~JatioJ1s file a reouest· Hith t.11e chaini'l.:~n of su (,d.'1..,.:.-cc•r.:-
. . . . . . 

nlit.i..ee pursu?-nt to p~rac;r~;.ph ( 3) or ( 4 )) 'the c)lair::-13-n shall, ns t 

lc:d,cr t11;:~n the first · d2..y on \·111'lch the Senate is in se~sion' 

folJo,·d .ns t:nc or~y on 1-¥hicl1 "t.he x equcs t i .s file c1, report t11~ 

m~tter to the Senate for its consider2tion. 

(t) · ~(~iC- :r. L<\;Y-:--r.:.-~ . .c_:l· t.1v~ S c:r~c.t e convene s on t1)(~ flrst dc>.y r, · -- . 
~-­---
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(B) disapprove the public disclos-ure of the 

inforination in quest.i(Jn_, in ·v.•hi.c~h c~~-se t!1e com.mi ttee · .. 
- ... sh~.ll not publ::i ely di~close· such :i.nformation, ~r 

(C) refer the JJG.tt.er back to the ·comm.ittec_, 

in l1'h:ich C3.Se t1·1e cor::mii...tec s~1a11 )112.KC the final 

dctcnnin<ltion \~ith respect to the public di s closure 

of the information in question. 

uron conclusim of the ccnsid~ratior) of such ma. tt.er in c1 cs ~d 

... 

i r S<!ssion~ ,.,.h ·i ch mi-"iJ' npt ·cztc nd beyond t.he close of the -fift-!1 rJ.:.~: 

' 
fol1oHing- the day on \·lhic!1 ;:~ uch rn2;Lt~r \·las repol-ted to t1:c S ro! n' ' 

the .s_cnate sball i1runedi2.t.ely vote on the disposition of su ~: i1 

m~tter :i.n open session) \'ij, thout debate, a.nd wii:.) l out <~ivul ging 

t1ie · infonn?_tion ·v,rith re::.rJect to Hh:i.ch ·the ·vote · is being t. .:;:-,::; n.-

The Sc::nate ·sh2*ll vote to oisposc of such m~tter by U1e DiC:c: n s . 

. specified ·1.n c:Jau:;es (A)_, -(B)_, ·and. (c) ·of t11e second sent c~n.:e 

. of this parc::r,raph •. .. . . 
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file a request in Hritin~ i·n.t.n vnt: '-"~ .................. __ 

that the qu~stion of public disclosu·re of such . info/~v--:tion c~ 
referred to the Senate for decision. 

(4) In any case in Hhich the Committee 

votes not to disclose publicly any information/submitted to it: 

by the · executive branch r:hich the executive 

be k<'!pt secret> such :i.nforma.tion shall notjoe publicly disclos:;(1 

unless three ·or more ·lrtemb.ers ··of such ·co.rr..rnfttee ·file) . ...,;ithin "thn: :: 

days after Lhe vote of such cominittee 9'1-sapproving the public 
, 

dlsciosure · of such :i.nfor.mation) v;rit. ing ,.,i th th~ 

. c.hain1an. of' such committee that of public disc l os u ~··· 
..... 

of such informa tion b'e 'referred ·o the Senate for decision> 2. :;d 

public disclosure of such thereafter autho ri z ~ j 

afi pr.ov :i.ded in parae;rapi~ or ( 6). 

(5) \·ihencvc1' th:r.ee/or more members of the Co;-;1.rn ittee on 

Foreign I\elat:i ons . rvt: a. request Hith the chair!Th?-11 of such c c:m -

mit tee pur:? \.l.:3 nt y.6 pn.rat;T'<tph ( 3) or ( 4 ), the chairma n sh.?- ll) no t 

luter than th~first · day on which the-Senate is in session 

which ~he request is filed, report t he 

ro.:>.. 1cter/CO the Senate for its cons ide ration. 

( 6) One 11oUl~ o.ftcr the Sen3.te convenes on tl1c first d :::.y o ~: 

v:hich trw Scn<.:.tc is in scssj_on follo\·ling the dc.y on ,.,hich 2.n:,· 

·::;uch m.?.tter is reported to the Senate) the Senate shall so i:;t. c 

clo::;ed session P-nd the . mattcr sl1all. be the pending busine s s. 

In considcl:ing t11c lnr.'!.tter in closed session the Sen::ite .rru?.y--
. 

(A) approve the publ:i.c. d:l.sclosure of the infor-

ma .. tlo;1 in _q_ue~d;ion, in vJ/Yl.ch · c~se the com.rn:i..ttee \..shall . 
public ly discJo~' e such informt!tion, 
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