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(5) Regulation of interstate and for-
eign communications. :

(6) Regulation of interstate trans-
mission of power, except the installation
of connections between Government wa-
terpower projects.

(7) Securities and exchanges.

(8) Consumer affairs and consumer
protection.

(9) Travel and tourism.

(10) Public health and quarantine.

(11) Health and health facilities, ex-
cept health care supported by payroll
deductions.

(12) Biomedical research and devel-
opment,

* * * % *
GENERAL OVERSIGHT RESPONSIBILITIES
2. (a) In order to assist the House in—

(1) its analysis, appraisal, and execu-
tion of (A) the application, administra-
tion, execution, and effectiveness of the
laws enacted by the Congress, or (B)
conditions and circumstances which may
indicate the necessity or desirability of
en?icting new or additional legislation,
an

(2) its formulation, consideration,
and enactment of such modifications of
or changes in those laws, and of such ad-
ditional legislation, as may be necessary
or appropriate, the various standing
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committees shall have oversight respon-
sibilities as provided in paragraph (b).

(b) (1) Each standing committee (other
than the Committee on Appropriations and
the Committee on the Budget) shall review
and study, on a continuing basis, the applica-
tion, administration, execution, and effective-
ness of those laws, or parts of laws, the sub-
ject matter of which is within the jurisdiction
of that committee, and the organization and
operation of the Federal agencies and entities
having responsibilities in or for the adminis-
tration and execution thereof, in order to de-
termine whether such laws and the programs
thereunder are being implemented and car-
ried out in accordance with the intent of the
Congress and whether such programs should
be continued, curtailed, or eliminated. In addi-
tion, each such committee shall review and
study any conditions or circumstances which
may indicate the necessity or desirability of
enacting new or additional legislation within
the jurisdiction of that committee (whether
or not any bill or resolution has been intro-
duced with respect thereto), and shall on a
continuing basis undertake future research
and forecasting on matters within the juris-
diction of that committee. Each such commit-
tee having fifteen or more members shall
establish an oversight subcommittee, or re-
quire its subcommittees, if any, to conduct
oversight in the area of their respective juris-
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diction, to assist in carrying out its responsi-
bilities under this subparagraph. The estab-
lishment of oversight subcommittees shall in
no way limit the responsibility of _thg subcom-
mittees with legislative jurisdiction from
carrying out their oversight responsibilities.

*® * * * *
RULE XI. RULES OF PROCEDURE FOR COMMIT-

TEES.

1. (a) (1) The Rules of the House are the
rules of its committees and subcommittees so
far as applicable, except that a mot%on to re-
cess from day to day is a motion of high privi-
lege in committees and subcommittees. )

(2) Each subcommittee of a committee is
a part of that committee, and is subject to
the authority and direction of that comrmittee
and to its rules so far as applicable.

(b) Each committee is authorized at any
time to conduct such investigations and stud-
jes as it may consider necessary or appro-
priate in the exercise of its responsibilities
under rule X, and (subject to the adoption of
expense resolutions as required by clause 5)
to incur expenses (including travel expenses)
in connection therewith. )

(¢) Each committee is authorized to have
printed and bound testimony and other .data
presented at hearings held by the committee.
All costs of stenographic services and trans-
cripts in connection with any meeting or hear-

4

ing of a committee shall be paid from the con-
tingent fund of the House.

* * * * *
QUORUM FOR TAKING TESTIMONY

(h) Each committee may fix the number of
its members to constitute a quorum for taking
testimony and receiving evidence, which shall
be not less than two.

* * * * *
CALLING AND INTERROGATION OF WITNESSES

(i) (1) Whenever any hearing is conducted
by any committee upon any measure or mat-
ter, the minority party members of the com-
mittee shall be entitled, upon request to the
chairman by a majority of them before the
completion of the hearing, to call witnesses
selected by the minority to testify with respect
to that measure or matter during at least one
day of hearing thereon.

(2) Each committee shall apply the 5-min-
ute rule in the interrogation of witnesses in
any hearing until such time as each member
of the committee who so desires has had an
opportunity to question each witness,

INVESTIGATIVE HEARING PROCEDURES

(k) (1) The chairman at an investigative
hearing shall announce in an opening state-
ment the subject of the investigation.
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(2) A copy of the committee rules and this
clause shall be made available to each witness.

(8) Witnesses at investigative hearings
may be accompanied by their own counsel for
the purpose of advising them concerning their
constitutional rights.

(4) The chairman may punish breaches of
order and decorum, and of professional ethics
on the part of counsel, by censure and exclu-
sion from the hearings; and the committee
may cite the offender to the House for con-
tempt.

(5) If the committee determines that evi-
dence or testimony at an investigative hear-
ing may tend to defame, degrade, or incrimi-
nate any person, it shall—

(A) receive such evidence or testi-
mony in executive session;

(B) afford such person an opportunity
voluntarily to appear as a witness; and

(C) receive and dispose of requests
from such persons to subpena additional
witnesses.

(6) Except as provided in subparagraph
(5), the chairman shall receive and the com-
mittee shall dispose of requests to subpena
additional witnesses.

(7) No evidence or testimony taken in
executive session may be released or used in
public sessions without the consent of - the
committee.

(8) Inthediscretion of the committee, wit-
nesses may submlt brief and pertinent sworn
statements in writing for inclusion in the
record. The committee is the sole judge of the
pertinency of testimony and evidence adduced
at its hearing.

(9) A witness may obtain a transeript
copy of his testimony given at a pubhc session
or, if given at an executive session, when au-
thorized by the committee.

POWER TO SIT AND ACT; SUBPOENA POWER

(m) (1) For the purpose of carrying out
any of its functions and duties under this
rule and rule X (including any matters refer-
red to it under clause 5 of rule X), any com-
mittee, or any subcommittee thereof, is au-
thorized (subject to subparagraph (2) (A)
of this paragraph)—

(A) to sit and act at such times and
places within the United States, whether
the House is in session, has recessed, or
hai adjourned, and to hold such hearings,
an

(B) to require, by subpoena or other-
wise, the attendance and testimony of
such witnesses and the production of such
books, records, correspondence, memo-
randums, papers, and documents, as it
deems necessary. The chairman of the
committee, or any member designated by
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such chairman, may administer oaths to
any witness. ’

(2) (A) A subpoena may be issued by a
committee or subcommittee under subpara-
graph (1) ( B) in the conduct of any investi-
gation or activity or series of investigations
or activities, only when authorized by a ma-
jority of the members of the committee.

(B) Conqphance with any subpoena issued
by a committee or subcommittee under sub-
paragraph (1) (B) may be enforced only as
authorized or directed by the House.

IN THE COMMITTEE ON INTERSTATE AND FOREIGN
COMMERCE SUBCOMMITTEE JURISDICTION

Resolution Offered in Full Committee Session by Mr. Dingell,
and Agreed to, February 26, 1975

Resolved by the House Committee on Interstate
and Foreign Commerce that the standing Subcom-
mittees of the Committee, the Subcommittee Chairmen
and the Subcommittee membership shall be as follows:

I.—Subcommittees:

(1) Subcommittee on Communications

Jurisdiction: Interstate and foreign communica-
tions, including all communications by satellite,
broadcast, radio, common carriers, interstate com-
munication by wire and such jurisdiction over com-
munications and media as in the jurisdiction of the
full committee.

(2) Subcommittee on Oversight and Investigations

Jurisdiction: Responsibility for oversight of agen-
cies, departments and all programs within the juris-
diction of the full committee and to conduct such
investigations within such jurisdiction. [Note: This
subcommittee would not have legislative jurisdiction.
The committee’s legislative subcommittee would have
parallel responsibility to conduct oversight in their
assigned areas.]

(8) Subcommittee on Energy and Power

Jurisdiction: Energy matters within the jurisdie-
tion of the full committee, and jurisdiction over all
petroleum, natural gas, and electrical power issues.

(4) Subcommittee on Health and the Environment

Jurisdiction: Public health and quarantine; hos-
pital construction; mental health and research; bio-
medical programs and health protection in general,
including medicaid and national health insurance;
foods and drugs; drug abuse; Clean Air Act and en-
vironmental protection in general.
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(5) Subcommittee on Consumer Protection and
Finance

Jurisdiction: J urlsdlctlon over consumer protection
in general, including toxic substances, product safety,
motor vehicle safety, securities and exchanges (the
SEC), the regulation of trade (the FTC), and in-
surance.

(6) Subcommittee on Transportation and Com-
merce

Jurisdiction: Regulation of travel and tourism, in-
terstate and foreign commerce generally, and all mat-
ters related to inland waterways, railroads, railroad
retirement, railway labor, solid waste disposal and
noise pollution control.

10

IN THE COMMITTEE ON INTERSTATE AND FOREIGN
. COMMERCE
HOQUSE OF REPRESENTATIVES

Mr. Staggers offered the following resolution
Considered, amended, and agreed to

April 17, 1975

Resolution

Resolved, That in accordance with Rule XI, clause
2(m) of the Rules of the House of Representatlves,
the Subcommittee on Oversight and Investigations,
Subcommittee on Communications, Subcommittee on
Energy and Power, Subcommittee on Health and the
Environment, Subcommittee on Consumer Protection
and Finance, and Subcommittee on Transportation
and Commerce are authorized to require, by subpoena
or otherwise, the attendance and testimony of such
witnesses and the production of such books, records,
correspondence, memorandums, papers, and docu-
ments as they deem necessary, in the conduct of such
subcommittees of any investigation or activity or
series of investigations or activities within their juris-
diction as set forth in Rule X, clause 1(l) of said
House Rules and the rules and procedures of the Com-
mittee on Interstate and Foreign Commerce. Sub-
poenas may be issued over the signature of the chair-
man of the committee, or any member designated by
him, and may be served by any person designated
by such chairman or member.

This delegation of subpoena power by the commit-
tee to subcommittees may be revoked at any time
by majority vote of the committee after due notice and
w1lth a quorum present pursuant to the committee
rules.
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FACT SHEET: Moss Subcommittee
Subpoena

The subpoena\calls for all records in the custody
or possession of AT&T which relate to non-Title IIX
wiretaps, that is, which relate to all wiretaps conducted
without a judicial warrant, The most sensitive of the
classes of documents that would be producible under the
subpoena are letters directed to AT&T by the Director of
the Federal Bureau of Investigation as a part of the |
procedures followed by the Executlive Branch 1n conducting |
foreign intelligence surveillances authorized by fhe
Attorney General acting on behalf of the President. This
will briefiy outliﬁe those procedures and set forth the
types of information that would be placed in jeopardy by
the disclosure of the letters demanded by this subpoena,

When a foreign intelligence surveillance 1s coﬁsidered
necessary by the FBI, the CIA, the NSA or other appropriate
government entities such as the NSC or the State Department,
a recommendation is forwarded to the Attprney General, via
the FBI, setting forth the basis for the surveillanée, the
information held by the Executive Branéh wnich would indicate
that the surveillanCelfalls within our announced policiles

concerning electronic survelllance and certifying that tne



-2~

-

surveillance is necessary for the hational security.

If the Attorney General approves the surveillance, his
approvai is forw;rded éo the FBI who conducts all electronic
surveillances instituted within the continental limits of

the United States pursuant to Attorney General authorization
and irrespective of_which particular intelligence agency
initiated the request. The FBI then presents a letter

signed by the Direcﬁor of the Federal Bureau of Investigation
to AT&T. This letter, a copy of which is attached, states
that the Director has been authorized by the Attorney General
to conducfia specific surveillance for foreign intelligence
purposes and identifies the surveillance in one of three ways.
First, the eurveillance may be identified by the listing

of the epecific telephone numbers to be surveilled; second,
the surveillance may also be identified by the listing of

the specific addresses that are to be covered by the surveil-
lance; and third, such surveil;ance may 5e identified by

use of technical terms referring to AT&T lines or junction

points. This third method is used in a very, very small T

percentage of the surveillances, and, in any case, AT&T

maintains public records of its line numbers which could

also identify specific locations or individuals which were

the subject of warrantless surveillances.
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Whiie the Subcommittee subpoena anticipates récbrds
both prior to, and subsequent to, 1969, the letter
procedure Jjust described has only been in effect Siﬁde
1969 and records would not, in all probability, bé
available concerning pre-1969 surveillances. The post-1989.
survelllances would include those domestic security
warrantless survelllances that were authorized by the
Attorney General and conducted prior to the Supreme Gourt
declsion which held that such domestic security sur-

veillances were unconstitutional, U.S. v. Keith, and the

records of such surveillances present no security problems
and the Exscutive Branch would have no objection to theilr
production to the Subcommittee, Houwever, the remainder of
the surveillances are all foreign intelligence surveillances
and the disclosure of the subjJect of those surveillances
would have extremely serious national security and foreign
policy repercussions.

First, the letters would disclose the identity of
each foreign Embassy, foreign Mission, or other foreign
‘entity such as a foreign government controlled corporation
which is, or has been, the subject of our intelligence
interests. While it may well be that it is a well-accepted

fact that as part of our intelligence and counter-intelligence
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activities we conduct electroﬁ;c surveillances of
Embassies, etc., a public confirmation of this fact would
seriously 1mpact‘on our foreign relations and would
provide those governments whose interests are inimical
to ours with propaganda and negoéiating resources that
would be very harmful to our national security.

Also disclosed would be the ldentity of those
individuals who are, or have beens; the subject of such
surveillances. Under the Executive Branch's clearly
announced policy, we will only conduct such surveillances
when we have reason to believe that an individual is an
agent of a foreign power or is aiding and abetting a
foreign pbwer in clandestine activities, including
esplonage, sabotage, or terrorism. Identification of
those individuals we have surveilled willApoint out not
ohly the agents we know about, but would be counter-
intelligence informaﬁion to our enemies since it would
indicate those agents wnom we have not identified.
Moreover, often the individual being surveilled as a
foreign agent is a deep-cover agent whose identity could
only come from a very small or select group of sources
and disclosure of our knowledge of the agent's exlistence or

A
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identit& would seriously jeopaPdize extremely important
agents or sources of ours.

Situations may also exist ih which forelgn powers
are utilizing residences or builldings other than‘the
official Embassy and Mission buildings to conduct business.
in a secure manner. The letters would disclosé those
locations which we have identified as being used in this

manner,

o ;.;"‘"-_‘
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DATE

ADDRESSEE

Dear Mr.

In connection with an investigation being conducted
by the Federal Bureau of Investigation, under its lawful and
established jurisdiction, it is requested that you furnish to
the Federal Bureau of Investigation, at the usual commercial
rates, the facilities or services set out below. This request
is made upon the specific written authorization of the Attorney
General of the United States as a2 necessary investigative tech-
nigque under the powers of the President to protect the national
security against actual or potential attack or other hostile acts
of a foreign power, to obtain foreign intelligence information
-deemed essential to the security of the United States, or to
protect national security information against foreign intelligence
activities, in connection with an investigation of organizations
or individuals suspected to be agents of or acting in collabora-
tion with a foreign power. Your cooperation in this matter will
be greatly appreciated. '

It is requested that private line facilities be fur-
nlshed as follows:

From:

To:

- You are not to disclose the existence of this request.
Any such disclosure could obstruct and impede the investigation.

Very truly yours,

Clarence M. Kelley
Director
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Honorable John E. Moss

Chairman

Subcommittee on Oversight and Investigations
Committee on Interstate and Foreign Commerce
House of Representatives

Washington, D.C.

Dear Mr. Chairman:

I have been advised that your Subcommittee has
served American Telephone and Telegraph Co. with a
subpoena requesting records in their possession relating
to certain electronic surveillances. A vast majority of
the records demanded by the subpoena are documents
utilized by the Executive Branch to request the
necessary technical assistance to conduct national
security surveillances and to inform AT&T that the
surveillances have been specifically authorized by the

Attorney General, acting on behalf of the Presideﬁt,

for the purposes of foreign intelligence.

The relationship between the U.S. and AT&T in this
instance is one in which the Government can achieve
its objectives only through the agency of a private TR
company. Accordingly, the documents subpoenaed came |
into the possession of the company only because of the

company's indispensable role as an agent in effecting



Government policy, and would not have been supplied but
for that indispensable role. Under these circumstances,
the Government has a responsibility to inform you
concerning damage to the intérests of the United States
that would result from AT&T's compliance with your

subpoena.

The information requested in the subpoena would
require the disclosure of the targets of foreign intelligence
national security electronic surveillances conducted by
the United States through the agency of the Bell System
companies. Any identification of the foreign powers
and agents who are the subjects of surveillance would
do grave and irreparable damage to the diplomatic
relations and foreign intelligence operations of the

United States.

I believe that the Subcommittee' desire for information
concerning the use of national security wiretaps can be
accommodated by means other -than delivering the specific
materials you have requested. Indeed, the records
requested are primarily form letters indicating the
subject or location of surveillances. They would not
provide any factual information concerning the purposesf?i

for which these surveillances were authorized. As it is



the latter rather than the former that would best serve
the legislative purpose underlying your inquiry, I
would like to discuss with you alternative means by
which the legitimate needs of your Subcommittee could be
met -- means(that would be less potentially damaging

to the national security.

I am confident that the Executive can satisfy
the Subcommittee's needs. Toward that end, I would
propose that a meeting be held at the earliest possible
time. In the meantime, it would of course be necessary
for you to extend the compliance date for the subpoena
lest the harm occur before we have the opportunity
to discuss alternative means of supplying information.
In light of the imminence of the compliance date, I
would appreciate a response no later than noon on

Tuesday, June 29, 1976.



L | | [7371 lqnﬂ

AFFIDAVIT

City of Washington )
) ss.
District of Columbia)

ROBERT L. KEUCH, being duly sworn, deposes and says:

l. I am Deputy Assistant Attorney General for the Criminal
Division of the Department of Justice. 'As part of my official
duties, I am responsible for reviewing all apblications for
authorizations to conduct electronic surveillances involving the
national security, and, following such review, to submit my views
as to whether such applications shoﬁld be approved.

2. As a result of these responeibilities, I am familiar with
the procedure followed for the authorization by the Attorney General,
acting for the President, of electronic surveillance for foreign
intelligence purposes and the information produced pursuant to such
procedures.

An intelligence agency recommending to the Attorney General
the use of electronic surveillance to protect the national security
against actual or potential attack or other hostile acts of a foreign
power, to obtain foreign intelligence information deemed essential

, v
to the security of the United States, or to protect national security
information against foreign intelligence activities must submit a
memorandum to the Director of the Federal Bureau of Investigation
(FBI) explaining the need for, and scope of, the proposed surveillance
If the Director of the FBI approves the request, it is then forwarded
to the Attorney General. As noted above, all applications must be
approved personally by the Director of the FBI, regardless of whether

that agency is the initiator of the application.

[
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3. Upon receipt, the Attorney General refers all applications
to me for review. I advise the Attorney General whether in my view
the application satisfies the current criteria of the President and
the Department of Justice for approval. The application and my views
are returned to the Attorney General, who is personally responsible
for acting for the President and either approving or rejecting the
application.

4. 1If the application is appro&ed by the Attorney General,
the FBI institutes the reqﬁested surveillance. Since information
intercepted is moved from the point of interception to the point
of monitoring via leased telephone lines, a "leased line" or
"national security request" letter (a sample of which is appended
as Attachment I) is provided to the local American Telephone and
Telegraph (AT&T) affiliate, identifying by phone number, address, or
other numeric indication the location fran which the leased line
runs to the location at which the intercept is collected -~ usually
the local FBI field office. These letters have been used for all
requests directed to AT&T for leased ;ntercept lines since 1969;
prior to that time, requests were wesdswre®wshandled verbally between
established contacts within the government and the Bell System.

5. Any dissemination of the information relating to the
national defense following the word "from" in the second paragraph
of the national security request letter would immediately reveal the
location of the target line and,in virtually all cases, the identity
of the object of the sﬁrveillance. Such disclosure would terminate
various intelligence and counter-intelligence programs, would identif

and endanger informants and double-agents currently supplying




information, and would reveal the technical capabilities of the
ﬁnited States'in capturing such information. Such disclosure would
close off valuable sources of information important to our national
defense and national security. It would also severely Hamper the
conduct of our relations and affairs with foreign powers. In short,
disclosure of the targets and nature of all foreign intelligence
national security electronic surveillances over the past eight years
would do irreparable and inestimable damage to the foreign relations
and foreign intelligence systems of the United States. Similarly,

disclosure of earlier records or internal Bell memoranda containing

. i . : Anave.
such identifying information would cause irreparable and i
damage to the national security.

6. Specifically, disclosure of the demanded documents would

(a) disclose the identity of each foreign Embassy, foreign Mission,
or oﬁher foreign entity such as a foreign government-controlled
corporation which is, or has been, the subject/of our intelligence
interests. While it may well be that it is a well—aqcepted

fact that as part of our intelligence and,counter-iﬁtelligence
activities wé conduct electronic surveillances of Embassies, etc.; a
public confirmation of this fact would seriously impact on our foreig:
relations and would provide those governments whose interests are
inimical to ours with propaganda and negotiating resources that

would be very harmful to our national security; (b) disclose the
identity of those individuals who are, or have been, the subject

of such surveillances.  Under the Executive Branch's clearly announce:
policy, we will only conduct such surveillances when we have reason
to believe that an individual is an agent of a foreign powef or is
aiding and abetting a foreign power in clandestine activities, includ:

espionage, sabotage, or terrorism. Identification of those individua.
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we have surveilled will point out not only the agenté we know about,
P~ Powns Whete 1TuaE) @ i,
but would be counter—intelligence information to owsmenemi.as since
it would iﬁdicate those agents whom we have not identified. Moreover
often the individual being surveilled as a foreign agent is a deep-
cover agent whose identity could only come from a very small or
select group of sources and disclosure of our knowledge of ‘the agent':
existence or identity would seriously jeopardize extremely important
agents or sources of ours; and (c) d;sclose a knowledge of locations ,
and, of course, conversly, disclose those "Safe" locations of which
we are not awaréj[?hich foreign powers are utilizing, other than the
official Embassy and Mission buildings, to conduct business in a
secure manneEZ]

7. 1In view of the considerations set forth above, and based on 1
knowledge of our procedures and my participation in conferences with
senior representativwes of the Central Intelligence Agency, the
National Security Agency, the Federal Bureau of Investigation, the
National Security Council, and with the Attorney General, it is my
considered judgment that any disclosure of the subjects of our

foreign intelligence electronic surveillance efforts would cause

irreparable damage to the conduct of our foreign affairs and to

our national security.




THE WHITE HOUSE

WASHINGTON

July 8, 1976
MEMQCRANDUM FOR: JACK MARSH
FROM: . CHARLES LEPPERT, JR.
. - ».
SUBJECT: : Moss Subcommittee on

Oversight & Investigations

This is in response to your request for a status report on the
article which appeared in the Washington Star entitled,
"Ford, Tap Probers at Odds''.

I have talked with Jim Milligan on the subcommittee staff in

the absence of Mike Lemov. Milligan states that they have
spent most of the day, July 8, negotiating with Erwin Goldbloom
at Justice on the information needed by the subcommittee to
conduct its investigation.

Milligan was not aware of the article which appeared in the
Washington Star, but indicated that Rep. Moss did make a
statement in California to the Sacramento Bee Newspaper.

I then read Milligan the Star article which he felt was
substantially the same as that which appeared in the Sacramento
Bee. He states Moss's position would be one in which the
subcommyittee wants the information it feels necessary to
conduct its investigation with a sincere interest in protecting
the national security and names of individuals where necessary."
Moss feels that there is a congressional responsibility in this
matter and that he intends to give up no congressional
prerogatives. :
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Milligan then advised me that the June 20 date in the Star
article was incorrect and should read July 20, the date on
which the extension of the subpoena expires. Milligan states
that negotiations with Justice thus far have not produced an
agreement and that the basic problem is one in which the
subcommittee is operating from a lack of information, whereas
the Administration or Justice Department has all the

information. He states the FBI does not want to give up names,



dates and telephone numbers of the taps and the subcommittee
takes the position, "if they refuse to do this, how can the
subcommittee determine whether it was a domestic or foreign
intelligence tap''. Justice is going to write up its understandings
of today's discussion and negotiations and the subcommittee

staff will'do the same and go back to their principals to determine
if there are possible areas of agreement.

Milligan did indicate that if the information is obtained under the
subpoena, the subcommittee staff will have to take the time to
match names and addresses with telephone numbers and it was
anticipated that some agreement could be worked out where the
Administration would give them such information without
requiring them to go through the matching process.

Milligan says that the documents have now been placed in a vault

of a Washington bank by AT&T pending the outcome of negotiations.
If no agreement is reached by July 20, Milligan says Moss intends
to enforce the subpoena and the materials pursuant to the

subpoena will be accepted by the subcommittee in executive
session.

s,











